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Preface 

Whether taking the form of a paper medical record, a computerized med- 
ical record, or an abstract of patient-specific information, the health infor- 
mation contained in these formats plays a primary role in  the delivery of 
health care. In addition to its role in direct patient care, health information 
maintained in these formats serves as the health-care provider’s legal 
record of patient care.  As such, it is  subject  to stringent legal requirements. 
Therefore, managers of this health information have a professional stake in 
understanding the legal requirements governing policies designed to  safe- 
guard this information. 

Unfortunately for students and managers of health information, many 
of the textbooks currently available do not have as their focus the numer- 
ous legal issues present in the unique area of health information manage- 
ment. Rather, the available  textbooks  generally  fall into one of two areas: 
either they  focus on legal issues but are geared to a far broader audience 
and therefore do not address concerns  specific  to health information man- 
agers, or if geared  to health information managers, the legal issues covered 
are not comprehensive and comprise only a very small portion of the text- 
book. For that reason, this textbook  is directed toward assisting students 
and managers in the health information field, and others involved in health 
care activities, with  understanding the legal principles that govern this par- 
ticular  area of health care.  The knowledge gained in this study is not de- 
signed as a substitute for appropriate consultation with legal  counsel; 
rather it  is designed as a guide to the recognition of legal problems. Nor is 
it designed as a substitute for the broader teachings of health information 
management, such as those dealing with ethics and quality improvement. 

To achieve this goal, this textbook is organized into three main areas: 
(1) a study of the law in general, including the American  legal system, 
legal procedures, and principles of liability; (2) control and use of patient- 
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specific health information, including confidentiality and release of infor- 
mation; and (3) specialized areas of concern in health information manage- 
ment. Additionally, each chapter (except  for Chapter 2) includes a case 
study. The  case study is designed so that the learner may use both critical 
thinking skills and the knowledge gained in  the chapter to formulate an 
answer. The  case studies  are designed to approximate real  life situations 
and,  as in real  life, no one "right" answer exists. 

This  preface would not be complete without acknowledging the assis- 
tance and  support of the many people who have made this book possible. 
I am most thankful to  my  family, whose patience has encouraged and  sus- 
tained me  in so many ways. In particular, to my  husband  and three sons, 
two of whom were born during the creation of this book, I owe  my  unend- 
ing gratitude. Additionally, the research assistance provided by Jill Ship- 
ley, a student at St.  Louis University Law  School, has proved invaluable. 
My editors, Marion Waldman and Jill  Rembetski, have offered endless 
encouragement throughout this writing process. 

D.C.M. 
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About Legal  Citations 

A legal citation identifies a legal authority or reference work, such as a 
constitution, statute, court decision, administrative rule, or treatise. Legal 
citations are used throughout this work to (1) identify the source of a quo- 
tation; (2) identify an authority referred to in the text; or (3) support the 
propositions stated. Legal citations are found both in the body of the text 
and in the endnote materials. 

The  learner may be interested in legal  citations  for  more than one  reason: 
to identify  legal authority that is binding upon the health-care provider or to 
learn how to  obtain  full  copies of a citation  to  read as a supplement to  the 
text.  For  most  citations other than statutory provisions and court decisions, 
the legal  citation is self-explanatory.  Some explanation is warranted for 
understanding how to read citations of statutes and court decisions. 

Both federal and state statutes are published in either official or unoffi- 
cial  codes.  For federal statutes, the official  code  is the United  States  Code 
(U.S.C.);  unofficial  codes include the United States  Code Annotated (U.S.C.A.) 
or the United States  Code  Service (U.S.C.S.).  Every  effort has been made in 
this textbook  to  cite federal statutes published in the official code. A typi- 
cal federal statutory citations cites first to the title number, next to the 
abbreviation of the official  code, third to the numbered section or para- 
graph, and finally to the year that appears on the spine of the volume 
cited. Where statutory material can  be found in a supplement to the official 
code, it  is identified as a supplement  with the year of the supplement iden- 
tified.  For example, the citation 42 U.S.C. § 11101  (1988 & Supp. V 1993) 
shows  that the particular statute  may be found in title 42 of the United 
States  Code as section number 11101 in both the volume published in 1988 
and the fifth supplement to that  volume published in 1993. 

Similarly, state statutes are published in either official or unofficial 
codes and generally follow the same practice as federal statutes. For  exam- 
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ple, the citation FLA. STAT. ANN. § 395.0197 (West  1993) shows  that the par- 
ticular statute may be found in the unofficial code Florida Statutes  Anno- 
tated at section 395.0197 published by the West Publishing Company in 
1993.  Multiple state  statutory citations are listed in alphabetical, rather 
than year, order,  using  standard abbreviations. 

Court decisions are cited  according  to a similar approach. The name  of 
the case and  the numbers, letters, and years following  it are referred to  as 
the citation  for the decision.  For example, the citation Warwick o. Bliss, 195 
N.W.  502  (S.D.  1923) shows that the case involving those named parties 
may  be found in volume 195 of the North  Western Reporter on page 502.  The 
initials and year  in parentheses refer to the identity of the court  that issued 
the decision, in this case the  Supreme  Court of the State of South Dakota, 
and  the year the decision was issued. 

The same case  may show more than  one citation, indicating that a 
decision has been issued in the  same case  by different courts. If the first 
citation  is  followed  by the abbreviations aff’d, redd or cert.  denied, the cita- 
tion indicates the  subsequent history of the case, namely, that a higher 
court  has reviewed the decision of the lower court. For example, the cita- 
tion Johnson v. Misericordia Commllnity Hospital, 294 N.W.2d 501 (Wis.  Ct. 
App. 1980) nff’d, 301  N.W.2d  156  (Wis.  1981) shows  that  the case involving 
those named  parties  appears in two different reporters. First, the case 
may be  found in volume 294  of the North Westerlz Reporter, second series, 
on page 501, and  was issued by  the Wisconsin Court of Appeals in 1980. 
Second, the case was affirmed by the Wisconsin Supreme  Court in 1981 
and can be  found in volume 301 of the Northwestern Reporter, second 
series, on page 156. 

The  legal  citations  listed in this  textbook are cited  according  to the 
standards of the book A Uniform  System of Citation, Fifteenth  Edition, com- 
monly  referred  to as The Blue Book, a joint  publication of the Columbia Law 
Review  Association, the  Harvard Law  Review  Association, the University 
of Pennsylvania Law  Review, and the Yale  Law Journal. 



Chapter I 

Workings of the  American 
Legal System 

Learning  Objectives 
After  reading this chapter, the lenrner sholrld be able tu: 

1. Differentiate between public and  private law. 
2. Compose a scenario that illustrates the difference between the 

3. Identify and explain the difference between various sources of law. 
4. Describe the branches of government and their  roles  in  creating, 

5. Explain the process of how a bill  becomes a law. 
6. List and describe  quasi-legal requirements to which health-care 

substantive and procedural aspects of criminal law. 

administering, and enforcing law. 

organizations are subject. 

Key Concepts 
Common law 
Constitutions 
Contract law 
Private law 
Procedural law 
Public law 

Regulations 
Res judicata 
Stare decisis 
Statutes 
Substantive law 
Tort law 
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Introduction 
As health care becomes more complex, the interplay between the law and 
health care increases. Government regulation of the health-care field  con- 
tinues almost without  pause while lawsuits against health-care providers 
appear to  increase.  The interplay of these forces  significantly  affects the 
health information manager’s  ability to manage patient-specific health in- 
formation. Thus, the health information manager  must possess a funda- 
mental understanding of the law. This chapter provides that understanding 
through a discussion of the differences between public law and private 
law, the sources of law, the branches of government and their respective 
roles, and quasi-legal requirements to which health-care organizations are 
subject. 

Public  and  Private  Law 
In the most general sense, law is defined as a system of principles and 
processes devised by organized society to deal with  disputes and prob- 
lems without resorting to the use of force.  Law establishes certain stan- 
dards for human behavior. When those standards  are not met,  conflict 
emerges. Individuals and governments then look  to the law to  resolve the 
conflicts and enforce the established standards. 

Conflicts between private parties constitute private law;  by contrast, 
conflicts between the government and private parties constitute public 
law. It is not always easy to make a distinction between these two types of 
law because in certain instances behavior that deviates from the estab- 
lished standard will violate both public and private law. For example, an 
assault and battery violates both private and public law. Even though  no 
clear distinction is possible, understanding the differences between public 
and private law will assist the health information manager in  understand- 
ing the American  legal system. The distinctions between public and pri- 
vate law are illustrated in Figure 1-1. 

Private Law 

Private law consists of the body of rules and principles that governs the 
rights and duties between private parties. Private law is sometimes 
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Law 

I 
Public 

I 
Private  (Civil) 

Criminal  Constitutional  Contract Intellectual  Tort 

I Property 

Substantive  Procedural 

figure 1-1.  Distinctions  between Public Law and Private Law 

referred to as civil law because it  is  concerned with private rights and 
remedies. Civil law is more properly defined, however, as that part of the 
law which does not include criminal law. 

Generally, lawsuits brought between private parties fall into one of 
two categories: contract law or tort law. Contract law is  concerned with  an 
agreement between two or more parties that creates some type of obliga- 
tion  to  act (do something) or refrain  from  acting (not do something). When 
a party fails  to  fulfill the terms of the contractural agreement, a breach of 
contract occurs and the aggrieved party may sue to force performance of 
the terms of the contract or seek compensation. 

An example of a lawsuit involving breach of  contract  is Mordecai u. Blue 
CrosslBlue Shield of Alabama.’ In Mordecai, the patient sued her insurance 
company after  it denied payment for the majority of her claim  for  medical 
expenses.  The court held that the  patient could proceed against the  insur- 
ance company for breach of contract on the issue of whether the insurer 
correctly determined that the patient’s  care was  not medically  necessary. 

Claims of breach of contract were also at the  heart of Prevost u. Coffee 
County Hospital  AuthoritI/.* In Prevost, the hospital sued a doctor for breach 
of contract,  seeking  to  recover a loan it made to induce the doctor to open 
a medical  practice at the hospital. The doctor counterclaimed, asserting 
that  the hospital failed  to comply with  the terms of the contract  by not pur- 
chasing certain  medical equipment to  facilitate his practice or reimbursing 
him for expenses in renovating his office space. A jury found that each side 
breached the contract and  awarded  damages to each. Other examples of 
activities  covered  by  contract law include the sale of goods, the employ- 
ment of others, the furnishing of services, and  the loaning of money. 
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Tort law encompasses the rights and duties that exist between parties 
that are independent of a contract. When one  party claims that the wrong- 
ful conduct of the other party has caused harm, the aggrieved party may 
seek compensation. An example of a lawsuit involving tort law is John Roe 
D. June Doe.3 In Roe, the court held a physician liable  for  negligence and 
breach of confidentiality after the physician improperly disclosed her pa- 
tient’s HIV status. Other examples of activities covered by tort law include 
medical malpractice, defamation, and invasion of privacy. 

While  most  legal issues in the health-care field involve either contract 
or tort law, one emerging area of law is that of intellectual property. Ordi- 
narily associated with patents and trademarks, intellectual property law 
involves the question of legal rights to  processes and products of technol- 
ogy; in particular, the concrete application of a principle or idea. Intellec- 
tual property law is used in  the health information management field as 
the basis  for the legal rights to the software used to control and store infor- 
mation in the computerized patient record. 

Public Law 

Public  law is the body of rules and principles that governs the rights and 
duties between government and a private party, or between two parts or 
agencies of government. Public  law defines appropriate behavior between 
citizens, organizations, and government. 

One very large segment of public law is criminal law. The essence of 
criminal law is  to declare certain conduct injurious to the public order and 
provide specified punishment for those found to have engaged in such 
conduct. Criminal law  can be divided  into two subcategories: substantive 
law and procedural law. Substantive criminal law defines the specific 
offenses, the general principles of liability, and the specific punishment. 
Criminal procedure focuses on the steps  through which a criminal case 
passes, from the initial investigation of a crime through trial and sentence, 
and the eventual release of the criminal offender. 

A second large segment of public law consists of constitutional provi- 
sions, statutes, and regulations that govern society by requiring govern- 
mental entities and private parties to  follow certain courses of action. 
Although some government regulations contain criminal penalties, their 
purpose is not to punish offenders but to secure compliance with the goals 
of the law. 
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To further understand the contrast between private and public  law, their 
sources must  be examined. The primary source of private law is decisions of 
the courts,  which  may be  subsequently modified  by statute or regulation. 
The primary sources of public law are written constitutions, statutes, regu- 
lations, and decisions  from both judicial and administrative bodies.  The 
interplay of these sources within private and public law provides  the  start- 
ing basis for understanding the legal aspects of health information. 

Sources of Law 
Because private and public law originate from a variety of sources, there is 
no one  document  or place  to turn to where  an  individual can find the rules 
governing health information. Even if such  a  document or  place  existed, its 
value  would  be questionable because law is not constant; rather, it is con- 
stantly changing. Accordingly, it is important to understand  that all of the 
following sources of law may  affect the management of health information. 

Constitutions 

A constitution  is  the  fundamental  law of a  nation  or  state and may be  writ- 
ten or unwritten? A constitution establishes the basic principles to which 
the  nation  or  state  must conform, organizes  the  branches of government, 
and limits the functions of its different departments. 

A constitution familiar to most Americans is the  Constitution of the 
United States, which has  as  its basic premise  the  ensuring of each person’s 
rights  to life, liberty, and religious freedom. As illustrated  in Figure 1-2, 

U.S. Constitution 

Legislative 
Branch 

Executive 
Branch 

Judicial 
Branch 

Figure 1-2. Branches of the Federal Government 
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the main  body of the U.S. Constitution establishes and defines the three 
branches of government: (1) the legislative branch, (2) the executive 
branch, and (3) the judicial branch. Following the main  body  are twenty- 
six amendments  that have been ratified by at least three-fourths of the 
states in existence at the time of their ratification. The  first ten amendments 
are referred to as the Bill  of Rights and include the rights to freedom of 
speech and religion, freedom from unreasonable search and seizure, free- 
dom to  bear arms, freedom to  be protected against self-incrimination,  free- 
dom to demand  a jury trial, and freedom to  be afforded due process of 
law. A listing of the Bill  of Rights is contained in Table 1-1. 

Table 1-1. The Bill of  Rights 

Amendment I 
Congress  shall  make  no  law  respecting  an  establishment  of  religion,  or prohibit- 
ing the  free  exercise  thereof;  or abridging  the  freedom  of speech,  or  of  the  press; 
or  the right of  the  people  peaceably to assemble,  and to petition the  Govern- 
ment  for a redress  of  grievances. 

Amendment I1 
A well  regulated  militia,  being necessary to the  security  of a free State, the right 
of the  people to keep  and  bear  arms,  shall not be infringed. 

Amendment 111 
No Soldier  shall, in time of  peace  be  quartered in any  house, without the  consent 
of  the  owner,  nor in time of  war, but in a manner to be  prescribed  by  law. 

Amendment IV 
The right of the  people to be  secure in their persons,  houses,  papers,  and effects, 
against  unreasonable  searches  and  seizures,  shall not be  violated,  and  no  warrants 
shall  issue, but upon  probable cause, supported  by  oath  or  affirmation,  and  partic- 
ularly  describing  the  place to be  searched,  and  the  persons  or  things to be  seized. 

Amendment  V 
No person  shall  be  held to answer for a capital,  or  otherwise  infamous  crime, 
unless  on a presentment  or  indictment of a Grand  Jury,  except  in cases arising in 
the  land or  naval  forces,  or in the  militia,  when  in  actual service in time of war  or 
public  danger;  nor  shall  any  person  be  subject  for  the same  offense to be twice 
put in jeopardy of life or  limb;  nor  shall  be  compelled in any criminal case to be a 
witness  against  himself,  nor  be  deprived of life,  liberty,  or  property, without due 
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Table 1-  1. (continued) 

process  of  law;  nor  shall  private  property  be  taken for public use, without just 
compensation. 

Amendment VI 
In all  criminal  prosecutions,  the  accused  shall  enjoy  the right to a speedy  and 
public trial,  by  an impartial jury  of  the State and  district  wherein  the  crime  shall 
have  been  committed, which district shall  have  been  previously  ascertained by 
law,  and to be informed of the  nature  and cause  of the accusation; to be  con- 
fronted with the witnesses  against  him; to have  compulsory  process for obtaining 
witnesses in his  favor,  and to have the assistance  of  counsel for his  defense. 

Amendment VI1 
In Suits a t  common law,  where the value in controversy  shall exceed twenty dol- 
lars, the right of a trial by  jury  shall  be  preserved,  and  no  fact tried by a jury,  shall 
be  otherwise  reexamined in any Court  of  the  United States, than  according to 
the rules  of the  common  law. 

Amendment VI11 
Excessive bail  shall not be  required,  nor  excessive  fines  imposed,  nor  cruel  and 
unusual  punishments inflicted. 

Amendment IX 
The enumeration in the  Constitution,  of  certain  rights,  shall not be  construed to 
deny  or  disparage  others  retained  by  the  people. 

Amendment X 
The  powers not delegated to the  United States by  the  Constitution,  nor prohib- 
ited by it to the States, are reserved to the States respectively,  or to the  people. 

In addition  to the U.S. Constitution, each state has i t s  own constitu- 
tion. These state constitutions  provide the fundamental  laws  for each 
state but are subordinate  to the U.S. Constitution. A state constitution 
typically  contains  language  similar  to  the U.S. Constitution but also con- 
tains  language  that i s  unique  to  that state. Sometimes, state constitutions 
provide  even  broader rights and  protections  than the U.S. Constitution. 
For example,  one  state’s courts  have  interpreted i ts  state’s constitutional 
provision guaranteeing  the right to  privacy  to  include a patient’s right to 
die  and right to  refuse treatment-matters that  the U.S. Constitution does 
not expressly a d d r e ~ s . ~  



Statutes 

A second source of law  flows  from  federal and state legislatures.  The laws 
written by  these  legislatures are called statutes  and become  effective  after 
being signed by the president, in the case of federal statutes, or  by the gov- 
ernor, in the case of state statutes. As a general rule, statutes passed at the 
federal level address matters of national concern; statutes passed at  the 
state level address matters of particular interest to the individual state. 

Statutes written in one state can  differ  greatly  from statutes written in 
other states on the same topic. For example, one state’s statute may  directly 
address a patient’s  access  to  his or her own medical  record, whereas the 
neighboring state’s statute governing access  to patient records  may  be 
silent on the issue of direct patient access.  For more information  concerning 
the patient’s right of access  to  health  information,  see Chapter 5. 

Similarly, one state’s response to a perceived problem may result in 
statutes  that  are imitated by other states. For example, several states have 
responded to  allegations of high photocopy charges for  copies of medical 
records  by passing statutes that place cays on the amount the health-care 
provider may charge for  these  copies. Other states have followed suit and 
adopted  statutes that vary in detail (i.e., the cap  amount)  but  address sim- 
ilar results (i.e., need for a cap). More information concerning the reason- 
ableness of photocopying fees is provided in Chapter 5. 

In addition to  these  legislative  bodies, legislatures on  the local  level, 
such as city  councils or boards of aldermen, may pass laws regulating mat- 
ters not already covered  by  federal or state law. City  councils or boards of 
aldermen may  also pass laws to supplement federal or state laws. Fre- 
quently, laws passed at the local  level are called ordinances. Areas typi- 
cally  not governed by federal or state law but by ordinances include 
zoning, building, or  public safety. Areas where ordinances supplement 
federal  or state law include content requirements for  medical  records. 

Administrative  Decisions and Regulations 

A third  source of law comes from  the decisions and regulations of 
administrative agencies. Common  at both the  federal  and  state levels, 
administrative agencies are  governmental  bodies  charged  by  the legisla- 
ture  with  administering  and  implementing  particular legislation. The 
legislature delegates to the agency the  power to promulgate rules, adopt 



regulations,  and  decide how the  statutes, rules, and  regulations  apply to 
particular  situations. 

When promulgating rules, adopting regulations, and making deci- 
sions,  agencies must follow  certain procedures contained in administra- 
tive procedure acts. Administrative procedure acts  exist on both the 
federal and  state level. Under these  acts,  agencies  may not make  certain 
decisions until after  they (1) have given advance notice; (2) allowed  affected 
parties an  opportunity to present arguments for or against the proposed 
action; and (3)  provided a public  record  for  their  action. 

The  second part of the process is commonly known as providing a 
notice and comment period. Proposed rules and regulations on the federal 
level are first published in  the Fedcral Rqyister. After the time  for  notice and 
comment has expired, the agency determines  what comments it  will  incor- 
porate in its final rules and regulations. These  final rules and regulations 
are then published in the Cod. of Frdcral Replafinrzs,  commonly referred  to 
as the C.F.R., and have the force of law. 

In addition to  these  federal  publications,  many states issue  comparable 
publications. For example,  the state of Missouri  initially publishes pro- 
posed  rules and regulations in  the Missouri Rqis ter .  After the expiration of 
the notice and comment period, the final  rules and regulations are pub- 
lished  in that state’s Code of St~7te Regdatiorzs or C.S.R. In addition, Mis- 
souri’s C.S.R. includes references  to  cases that have interpreted the 
individual rule or regulation.  These  case  references are termed annotations. 

Administrative rules and regulations are valid  only  to the extent that 
they  fall within the scope of the  authority  granted to the agency  by the leg- 
islature. Legislatures are limited  by  both the U.S. and state constitutions in 
delegating authority to governmental agencies;  they cannot abdicate their 
responsibilities and delegate too  extensively.  To accommodate those lim- 
its, legislatures generally  identify the specialized  subject matter and em- 
power the agency  to develop rules and regulations within that specialized 
subject matter. 

In addition to  rule-making authority, legislatures on both the federal 
and state  level  often grant agencies  quasi-judicial  powers.  These powers 
include  the authority to  make  decisions  concerning  certain  defined  matters 
and provide hearings  for  those  parties  dissatisfied with the  agency’s  deci- 
sion. For example, the Health  Care  Financing  Administration  (HCFA) of the 
Department of Health and  Human Services  administers  the  Medicare  pro- 
gram for the federal  government. HCFA determines the amount of reim- 
bursement to  be  paid  to  health-care providers who participate  in the 
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Medicare program. Dissatisfied providers may request a hearing before the 
Provider Reimbursement  Review  Board. If still  dissatisfied, the provider can 
pursue  an appeal of the board’s  decision within the Department of Health 
and Human Services.  Then, if the provider is  dissatisfied with the agency’s 
final  decision, the provider can  request  judicial  review-that  is,  review of 
the  final  agency  decision by a U.S. district court. Decisions of administrative 
agencies, such as those of the Department of Health and  Human Services, 
are published chronologically in sets of administrative reports. 

Judicial Decisions 

A fourth source of law is the decisions of courts, sometimes referred to as 
common law. Common law is formed when a court, attempting to resolve 
a dispute,  renders a decision. In reaching this decision, courts may inter- 
pret relevant constitutional provisions, federal or state statutes, regula- 
tions, and/or previous court decisions. The resulting court decision 
establishes a precedent that may be  relied on in future court cases involv- 
ing similar issues. This  reliance on precedent is referred to as stare decisis. 

Stare  decisis applies to all courts within the same geographic area and 
within the same jurisdiction. Stare  decisis operates in a pyramid-type fash- 
ion. Those courts at the top of the pyramid issue decisions on particular 
topics. All lower courts within the pyramid that have the same geographic 
area and jurisdiction are then bound to  follow the decisions issued by the 
court above it in the pyramid. 

An example of this pyramid structure  would be the federal court sys- 
tem. At the top of the pyramid is the U.S. Supreme Court, the highest court 
in the land. Immediately below are the U.S. Courts of Appeal. These courts 
of appeal, called  circuit courts of appeal, are divided  into geographic areas 
and  are  numbered 1 through 11, except  for one named court of appeal, the 
U.S. Court of Appeals for the District of Columbia. Additionally, one court 
of appeal is not defined by its geography but  by the type of cases it can 
hear. This court is the U.S. Court of Appeals for the Federal  Circuit, which 
hears, among other subjects,  cases involving patent appeals from  all over 
the United States. The geographic breakdown of the thirteen circuit courts 
of appeal is illustrated in Figure 1-3. 

Finally, the lower level of the pyramid includes the trial courts, called 
U.S. District Courts. Each state has  at least one federal trial court, and 
depending  on the size and population of the state, may have more. 
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Under stare  decisis, U.S. District Courts  are  bound by decisions of both 
the U.S. Supreme Court and the U.S. Court of Appeal that is located in 
their geographic area. However, the doctrine of stare  decisis does  not oper- 
ate in the reverse direction. For example, the courts of appeal are not 
bound  by trial court decisions, only by decisions of the U.S. Supreme 
Court and prior decisions of that particular court of appeal. In turn, the 
U.S. Supreme  Court is not bound  by decisions of either the trial court  or 
the court of appeal, only by its own previous decisions. If certain circum- 
stances exist, such  as significantly changed conditions, the U.S. Supreme 
Court may decide to overrule its precedent and not follow the doctrine of 
stare  decisis. 

In addition to stare  decisis, courts are also subject to the doctrine of res 
judicata, which literally means  a thing or matter settled by judgment. 
Whenever a court with jurisdiction over the lawsuit renders  a final deci- 
sion on the merits, the parties to the lawsuit are forever barred from bring- 
ing a subsequent action raising the  same claim or demand. Res judicata 
applies only after all avenues of appeal have been exhausted. It differs 
from stare decisis in that res judicata applies only to the parties and issues 
involved in a particular lawsuit; by contrast, stare decisis applies to future 
decisions involving different parties with similar issues. 

Unlike constitutions and statutes, many  court decisions are  not  made 
available to the general public for review. Cases settled either before or 
during trial generally do not involve published decisions; many times a 
written trial court decision is made available only to the parties involved 
in the case. If one of the parties later appeals  the trial court’s decision, the 
appellate court  may  publish its decision, therefore making it available for 
review. 

Despite the fact that not all court decisions are published, numerous 
cases are available  for study. By reviewing cases with similar circum- 
stances, an idea can be obtained of how  a court may view a  new contro- 
versy involving similar circumstances. In making this determination, it is 
important to remember  that the doctrine of stare decisis applies both  at the 
state and  federal level.  In the state systems, stare decisis applies so that the 
decisions in one particular state have binding precedence only over future 
decisions of courts in that same state; decisions of other states regarding 
similar circumstances have only persuasive value. For this reason, cases 
involving similar circumstances but involving courts in different states 
may result in opposite conclusions. 
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Leglslatlve  Branch  Executive  Branch Judicial Branch 

The  Government  United States President of the Federal  Courts 
of the  United States  Congress United States 
(Federal  Government) 

State Governments  State  Legislatures  Governors State Courts 

figure 1-4. The  Division of Governmental  Power 

Branches of Government 
In the federal and  state systems, the powers of government are described 
in the system’s respective constitution. These powers  are  divided into 
three distinct branches: legislative,  executive, and judicial (Figure 1-4). As 
their names indicate, the legislative branch enacts the laws, the executive 
branch enforces and administers the laws, and the judicial branch inter- 
prets the laws. Each branch exercises those powers that belong to its 
branch and refrains from  exercising those powers that properly belong to 
the other branches, except in instances where the constitution expressly 
directs or permits. This division of power  was designed so that  no  one 
branch of government would dominate over the other two. This system of 
checks and balances is referred to as the separation of powers. 

Although they three branches of government maintain a separation of 
powers, they do interact in certain areas. For example, the president of the 
United States may see the need for particular legislation to advance his 
agenda and may therefore ask a member of Congress to act as sponsor of 
the particular bill the president has drafted. Additionally, the names of 
individuals nominated by the president for appointment to the federal 
judiciary must be submitted to the Senate for its approval  (the advise and 
consent process). And while Congress and the president may not change 
any decision reached by the U.S. Supreme Court in a specific controversy, 
the Congress may pass new or revised legislation  to replace the law previ- 
ously held unconstitutional. In addition, the amendment process to the 
constitution can serve as a mechanism to offset or override a U.S. Supreme 
Court decision. 
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Legislative Branch 

The legislative branch functions to enact laws. The legislature determines 
the need for new laws and for changes in existing laws. At the federal 
level, and in almost all states, the legislature is bicameral, consisting of 
two houses: one  upper  house (called the Senate) and one lower house 
(called the House of Representatives or Assembly). At the federal level, 
the Senate and the House of Representatives are collectively referred to as 
the Congress. 

Legislative proposals are called  bills. Bills are  shepherded  through the 
legislature by means  of a committee system. When a particular bill  is intro- 
duced into one of the houses, it is assigned or referred for study to a com- 
mittee with prescribed areas of concern or interest. To assist their study of 
a bill, committees may conduct investigations and hold hearings, inviting 
interested persons to present their views. Some  bills “die in committee,” 
meaning they never reach the full  legislative body. If a bill does emerge 
from  committee,  it  is  subject  to further consideration and debate, and 
eventually approved or  rejected  by one of the houses. 

Before a bill  can  be sent to the chief executive  for signature, both houses 
must pass identical versions of the bill or resolve their differences by way 
of a joint  conference committee. If the joint  conference committee ap- 
proach is used, the bill must be resubmitted to both houses for vote before 
being forwarded to the chief executive  for signature. 

Executive  Branch 

The  executive branch functions to  enforce and administer the laws. The 
executive branch is organized on a departmental basis, with each depart- 
ment assigned a  particular responsibility. The  departments  are  further 
subdivided into administrative agencies,  each with defined powers to ad- 
minister and implement particular legislation. 

Health-care providers deal most frequently with the executive branch. 
Although each agency  by definition is assigned a particular area of respon- 
sibility, health-care organizations are subject  to the rules and regulations 
of multiple agencies on both the federal and state levels. For example, at 
the federal level the Department of Health and  Human Services regulates 
Medicare payments to health-care providers and the Department of Labor 
regulates the hours  and wages of employees of these same providers. At 
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the state level, various licensing boards issue licenses  to  practice  medicine, 
nursing, and pharmacy, and to operate hospitals and nursing homes. 

The  role of the executive branch is not limited to the action of adminis- 
trative agencies; the chief executive plays a large role in this branch of gov- 
ernment. For instance, it is only after the chief executive approves a 
particular bill by signing it that the bill  becomes law. If, however, this chief 
executive disapproves of the bill, he  may veto the bill,  effectively killing 
the legislation unless the legislature successfully overrides the veto through 
the voting process. 

Moreover, the chief executive can issue executive orders. These orders 
interpret, implement, or give administrative effect  to a provision of the 
constitution or law. Executive orders  have the effect of law after being 
published in the Federal Register, in the case of the federal system, or in a 
comparable publication on the state level. 

fudicial Branch 

The  judicial branch functions to interpret the law through the adjudication 
and resolution of disputes. In situations where  the parties cannot resolve 
their dispute  among themselves,  they may resort to a lawsuit, asking the 
court to  resolve their dispute. 

In order to resolve a particular dispute, a court looks  to the relevant 
statutes, constitutional provisions, and administrative rules and regula- 
tions, and applies them where appropriate to the facts of the case.  The 
court also applies the doctrines of stare  decisis and res judicata where neces- 
sary. 

Where  the circumstances of the case warrant, a court will examine the 
specific law or regulation to determine if it conforms to or violates the U.S. 
Constitution. Where the law violates the terms of the U.S. Constitution, the 
court will declare that law, or portion thereof, invalid. The power of the 
courts to pass on the constitutionality of an act of Congress was decided in 
the landmark U.S. Supreme  Court case of Marbury u. M a d i s m 6  The  config- 
uration of the judicial branch is explained in detail in Chapter 2. 
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Quasi-Legal  Requirements 
In addition  to  the  many  requirements  imposed directly by  law, health-care 
organizations  are Subject to a multitude of additional requirements: ethi- 
cal, accreditation, and licensure. To add a  further layer of requirements, 
health-care institutions  frequently  develop  their own policies, procedures, 
and medical staff bylaws. While these additional  requirements  are  not 
laws  in  and of themselves, they greatly influence the running of health- 
care organizations. Furthermore, health-care organizations can be held 
responsible for failing to meet these requirements. For these reasons, they 
are referred to as quasi-legal requirements. 

In the legal  context, quasi-legal requirements  are most often  used to 
establish the standard of care in a medical malpractice  lawsuit or a licens- 
ing hearing. As discussed  in  Chapter 3, if the standard of care established 
under  the quasi-legal requirements is higher  than  the  minimally accept- 
able standard  found  in a  statute, it is  the  higher standard against which the 
health-care organization will be  measured. 

Conclusion 
In large measure,  the sources of law define the government’s authority to 
control the activities of individuals and organizations. By understanding 
these sources of law and  the  separate  branches of government,  the health 

Case Study 

Y ou are the  director  of  health  information services for a medium-sized  health- 
care facility. Like many  of  your  peers,  you  have  contracted with an  outside 
copying service to handle all requests for release  of patient  health  information 

a t  your  facility. You  have  learned that a lobbying  organization for trial  attorneys in 
your state is promoting legislation to place a cap  on photocopying costs, which is 
significantly  below  the  actual  cost  incurred as part of the  contract. Discuss the  roles 
each  branch  of  government will play in considering  this  legislation  and  how  you  and 
your  professional  organization  may act to influence  this process. 



information manager should be better equipped to deal  with  the govern- 
ment’s regulation of the health-care industry. And as the branches of gov- 
ernment pose even  further regulation, the health information manager 
may be  able  to  influence the direction of this further regulation. 

Endnotes 
1. 474  So.2d  95  (Ala.  1985). 
2.  453 S.E.2d 760 (Ga.  Ct.  App.  1995). 
3. 599  N.Y.S.2d  350  (N.Y.  App.  Div.  1993). 
4.  In  the  United  States,  constitutions  on  the  federal  and  state  levels  are  written. 

By contrast,  Great  Britain’s  constitution  is  unwritten. 
5. See, Bartlitzg u. Superior  Court, 163  Cal.  3d  186,  195  (1984). 
6. 5 U.S. 137  (1803). 
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Chapter 2 

Court  Systems and 
Legal  Procedures 

Learning Objectives 
After reading this chapter,  the learner  should be able to: 

1. Compare and contrast subject matter jurisdiction between the federal 

2. Differentiate between subject matter jurisdiction and personal 

3. Explain the basic differences between a trial and  an  appeal. 
4. Identify the steps in a civil lawsuit. 
5. Distinguish between the different forms of discovery. 
6. Describe the roles of the judge and the jury during  a trial. 
7. Compare and contrast an order of garnishment and writ of execution. 

and state court systems. 

jurisdiction. 

Key Concepts 
Appeal 
Complaint 
Court structure 
Court systems 
Discovery 
Diversity jurisdiction 

Federal question jurisdiction 
Jurisdiction 
Legal process 
Satisfying the judgment 
Trial 
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Introduction 
It  is truly an American phenomenon that a  primary  method of resolving 
disputes  in the United States is through the court system. Although alter- 
native methods of dispute resolution increasingly are being used, filing a 
lawsuit has become the way  many Americans deal with resolving their 
disputes. Understanding the court systems and the legal procedures 
employed to process cases through these systems will  assist the health 
information manager in understanding the use of health information in a 
legal action. 

Court Systems 
Federal and state courts are similar in certain respects but differ in other 
respects. Both the federal and state court systems employ  a multitier struc- 
ture: trial courts, intermediate courts of appeal, and a  supreme court. They 
differ, however, on what matters can  be brought before them. 

Jurisdiction 

Jurisdiction is the authority by which courts and judicial  officers may hear 
and decide a case. Jurisdiction encompasses authority not only over the 
parties involved, called personal jurisdiction, but also authority over the 
question at issue,  called  subject matter jurisdiction. This distinction is  illus- 
trated in Figure 2-1. The  scope and extent of subject matter jurisdiction vary 
between federal and state courts, with subject matter jurisdiction in the fed- 
eral courts being more limited in nature than subject matter jurisdiction in 
state courts. The contrast between jurisdictions is illustrated in  Figure 2-2. 

Subject matter jurisdiction in federal court is limited by both the U.S. 
Constitution and statute. As a general rule, cases may be brought to fed- 
eral court if they meet the requirement of either federal question jurisdic- 
tion or diversity jurisdiction. Federal question jurisdiction refers  to  cases 
that call into question or involve a U.S. constitutional principle, treaty, fed- 
eral statute, or federal rule or regulation. Federal question jurisdiction also 
involves those cases that  would traditionally be considered state cases but 
occur on federal land. For example, negligence occurring at a military base 
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Jurisdiction 

I 
Personal 

(over  the  parties  involved) 
Subject Matter 

(over  the  question  at  issue) 

Figure 2- 1. Types of Jurisdictions 

hospital or theft of property  at  a  national  park  would fall within  federal 
question jurisdiction. 

Additional cases may be  brought to federal court  under  the  theory of 
diversity jurisdiction: the case in question involves parties who are citizens 
of different states  and  the  amount in controversy is over $50,000. Both 
points must exist in order to meet the  requirements of diversity jurisdiction. 
In diversity cases, the federal courts apply  the  substantive  law of the partic- 
ular  state in which the federal court is located  to  resolve the  dispute. Proce- 
dural matters in diversity cases are  governed  by  federal common law  and 
the  pertinent rules of court, such as the Federal Rules of Civil Procedure. 

By contrast, state  courts usually maintain  courts of general jurisdiction, 
meaning  that  the subject matter is not  limited. Within a  particular  state 
system,  the  state  courts may be further  subdivided  into special courts deal- 
ing with limited subjects such as probate court, juvenile court, or  small 
claims court. Lawsuits  that  cannot  be  brought  before  the state’s specialized 
courts will be  brought  in  the  court of general jurisdiction. 

lurisdiction 

Figure 2-2. Jurisdictional  Contrasts between Courts 
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In some instances, federal courts will have exclusive jurisdiction over a 
certain subject matter; therefore, a lawsuit covering that subject matter 
may only be brought  in federal court. For example, judicial review of a 
decision by the Provider Reimbursement Review  Board  can only occur in 
a U.S. District Court. 

In other instances, jurisdiction is concurrent between the federal and 
state courts. Where concurrent jurisdiction exists, the party bringing the 
lawsuit may go to either federal or state court and  thus  must choose 
between the two court systems. For example, a medical malpractice action 
involving a citizen of one state  (the patient) and a citizen of a second state 
(the health-care provider) could be brought in either a federal court using 
diversity jurisdiction, if the jurisdictional amount is also met, or in a state 
court of general jurisdiction. The decision over which court to  choose rests 
on many factors, including how long it  will take before obtaining a trial 
date in a certain court and whether certain procedural rules are  more 
advantageous to one side over another. 

In addition to  subject matter jurisdiction, courts must have personal 
jurisdiction in  order to issue a valid judgment. Personal jurisdiction refers 
to the authority of a court over the person as opposed to authority over the 
person’s property. When a plaintiff  files a lawsuit, the plaintiff voluntarily 
submits to the personal jurisdiction of the court. Personal jurisdiction over 
the defendant depends  on a  number of factors, mainly whether the defen- 
dant  was properly served with the summons  and complaint. 

Court Structure 

As stated in Chapter 1, both the federal and state court systems operate 
within a multitier structure. An organizational chart illustrating these 
court  structures is included in Figure 2-3. At the bottom tier is the trial 
court. Above trial courts are intermediate courts of appeal and above these 
courts are the highest courts, supreme courts. In the federal court system, 
all three levels  exist.  Each of the fifty states has at least a trial court and a 
supreme court. In some states, however, no intermediate courts of appeal 
exist; therefore, cases moving  through the court system in those states may 
go directly from a trial court to the supreme court of the state. 

Trial courts conduct trials in civil and criminal matters and supervise 
the discovery process that occurs  before trial. In a trial, the judge and jury 
listen  to the testimony of witnesses and view exhibits in an  attempt to 
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United States  Supreme Court 

State High Courts 
(i.e., Supreme 

r,l Trial 

(i.e., Municipal 
Courts) 

I State systems A 

1 p z q  District Courts 

United States 
Bankruptcy  Courts 1 

Figure 2-3. Structure of Court  Systems 

reach a verdict. The names of trial courts  vary  within  the firty states; trial 
courts  in  the  federal  system  are called district courts. 

It is the  nature of a  trial  that  one  party  must lose, either in  whole or in 
part. The losing party  at  trial may then  decide  to  appeal. If so, the  lawsuit 
moves to the  intermediate  appellate court. 

Appellate courts differ  dramatically  from trial courts in that  the appel- 
late court looks  to the record of events at trial  to determine if error in law or 
procedure occurred,  which would  warrant reversal or modification of the 
result reached at trial. In an appellate court, there is no testimony of wit- 
nesses or introduction of exhibits. In short, there is not  another trial.  Cases 



proceed on the basis of the parties’  written  briefs;  the  only  “live”  portion of 
an appeal consists of the  oral argument the  parties  present  to  the  court  after 
the  briefs are filed.  Appellate  courts  in  the  state  systems are generally  re- 
ferred  to as courts of appeal for  that  particular  state,  i.e.,  the  Missouri Court 
of Appeal.  Appellate courts in  the  federal  system are divided by  geographic 
region and  are referred  to as circuit courts of appeal (see Chapter 1). 

The  highest  level of court  is the  supreme court. Each of the fifty  states 
and the federal government has a court of last  resort  called a supreme court, 
with one exception.  In  New York state, the court of last  resort  is  called the 
court of appeals, whereas the trial  court  is  termed  the supreme court. 

These supreme courts, except  in New York State, hear  appeals from the 
intermediate appellate courts. Under very  limited  exceptions, a case  may 
be brought directly in the  supreme court without first having been heard 
in a trial or intermediate appellate court. 

The U.S. Supreme  Court  hears  appeals  brought from the various fed- 
eral  circuit courts of appeal  and the highest state courts in  cases involving 
the U.S. Constitution, federal statutes, treaties,  or rules and regulations. 
The U.S. Supreme  Court decides which cases  to hear by granting a writ of 
certiorari.  Each  year, litigants in thousands of cases apply for writs of cer- 
tiorari; the U.S. Supreme Court only grants approximately 150 of these 
writs per year.  Similarly, state supreme courts maintain guidelines con- 
cerning the type  and  number of cases  they  can decide per year. 

Legal Process 
As stated in Chapter 1, the law is divided into two general  areas:  criminal 
law and civil law. The stages through which a lawsuit passes are referred 
to as legal  process. Because the civil lawsuit has traditionally played a 
large role in health care,  its steps  are described in  this  section and are illus- 
trated in Figure 2-4. 

The  characteristics of a civil lawsuit vary somewhat from state to state 
because of the differences  in  each state’s procedural rules. The following 
description is modeled on the Federal  Rules of Civil Procedure, which is 
the pattern more than half of the states have used to develop their own 
procedural rules. For simplicity’s sake, all  references are  made to persons 
and not organizations or corporations. 
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Figure 2-4. Steps in a Civil Lawsuit 

Beginning the Lawsuit 

The person who initiates the lawsuit is  called the plaintiff. The person sued 
by the plaintiff  is  called the defendant. Additional parties may also be pre- 
sent, depending  on the complexity of the lawsuit. Where appropriate, 
these additional parties are identified  in this discussion. They are also iden- 
tified  in  Figure 2-5. 

The first step of every lawsuit is the filing of the plaintiff's complaint. 
The complaint is a written document that describes (1) the grounds of 
jurisdiction of the court; (2) the plaintiff's  claim in a short and plain state- 
ment; and (3) the demand for  relief  to which the plaintiff  feels he or she is 
entitled, for example, damages. After  filing the complaint with the court 
clerk, the plaintiff or his or her attorney receives a summons from the clerk 

* 
Plaintiff 

Claim 
Counterclaim 

DefendantjThird-Party  Plaintiff 

Defendant 

Figure 2-5. Parties to a Lawsuit 
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that must be personally delivered to the defendant along with a copy of 
the complaint. The delivery of the summons  and complaint is referred to 
as service of process. 

After  receiving the complaint, the defendant  must file a written re- 
sponse, called an answer. In the answer, the defendant admits or denies 
the contents of the complaint and raises any affirmative defenses, such as 
contributory negligence.  The defendant may also include in the answer a 
counterclaim, which is a claim presented by the defendant against the 
plaintiff.  For example, a physician sued in a medical malpractice action 
may decide to  raise as a counterclaim against his or her former patient a 
claim of malicious prosecution. 

Furthermore, the defendant  may decide to pursue a claim against 
someone  who was not originally part of the lawsuit but is  liable  for  all or 
part of the plaintiff's  claim.  In that case, the defendant is referred to as a 
third-party plaintiff in addition to being the defendant. In this situation, 
the person being sued  by  the  defendant is  called a third-party defendant. 

The defendant has only a limited time frame in which to  file an answer, 
generally twenty days after  service  of  process. If the defendant fails  to  file 
an answer, the court may decide the case against the defendant by entering 
a default judgment. The rules on answering the complaint also apply to 
third-party defendants who  must file an answer or  risk a default judgment. 

In addition to the answer, a defendant  may also file any of a number of 
motions in the hope  that the case can be decided without going to trial. For 
example, the plaintiff  can  file a motion to dismiss the case or a motion for 
summary judgment, citing specific reasons such  as failure to state a claim 
or that no disputed facts  exist and no reasonable jury could find in the 
plaintiff's favor. If the motion is granted, the lawsuit in the trial court stops 
and the only action the losing party can then take is  to pursue  an appeal. 

Discove y 

The delay between the commencement of a lawsuit and a trial date is usu- 
ally explained by the quantity and complexity of the discovery in a case 
and the volume of cases  before the court. 

Discovery  can  be defined as those devices or tools used by  one side to 
obtain facts and information about the case from the other side in order to 
prepare  for trial. Types of discovery include depositions, written inter- 
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Method Denned 

Deposition 

Interrogatories 

Production of  Documents 
and  Things 

Testimony  given  under  oath  outside  the  courtroom 
pursuant to a subpoena 
Written questions  presented to a party or  witness 
designed to gather  information 
Inspection  and/or  copying of  documents  or  other 
physical  evidence upon written request 

Physical/Mental  Examination  Ordered  by the court  upon a party’s  request with good 
cause  shown 

Requests for Admissions Written  questions  presented to a party  designed to 
obtain admission of a certain fact 

~~~~ ~~~ ~ 

Figure 2-6. Methods of Discovery 

rogatories, production of documents or things, physical and mental exam- 
inations, and requests for admissions (Figure 2-6). The parties may use any 
or all of these forms of discovery. 

Depositions 

A deposition is a discovery device  in which one party subpoenas a witness 
to appear  at  a given time and place to testify under oath. The person an- 
swering the questions is  called the deponent. Depositions take place out- 
side the courtroom, frequently in a lawyer’s  office, in the presence of 
counsel  for both sides and a court reporter who administers the oath and 
transcribes the testimony word for word. Depositions can include both 
written and oral questions, with the questions presented in the same  man- 
ner as during trial, with direct examination and cross-examination of the 
deponent. Counsel can  object  to any of the questions asked of the depo- 
nent. Although depositions are relatively  expensive, they are considered 
by  many to  be the most effective way of obtaining a hostile individual’s 
knowledge of the facts. 

The main  purpose of a deposition is  to uncover details of the case. 
Depositions are also submitted  as evidence at trial if the deponent is 
unavailable, or to contradict a deponent’s testimony if an inconsistent 
statement was given. 
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Written Interrogatories 

Written interrogatories are a far  less expensive method to uncover details 
of a case.  This discovery device consists of one party submitting written 
questions about the case  to another party or witness. The questions are 
answered separately in writing, with the person answering the questions 
signing a  sworn statement that the answers are true. The party or witness 
may object  to answering the question, stating the reason for the objection 
in writing. The party must answer the interrogatories generally within 
thirty days from the time  they are sent. 

Production of Documents and Things 

This discovery device permits one side to inspect and copy documents and 
things that  are not already in that side’s physical possession. In this 
instance, a written request is served on the other side, identifying the item 
and category along with  a reasonable time,  place, and manner in which to 
inspect and copy the document or thing. A party receiving the request 
must respond in writing, generally within thirty days, either stating that 
inspection and copying will be permitted as requested or that the party 
has an objection to the request. 

This discovery tool  is  subject  to wide variation. In some cases, a written 
request for documents may only require the respondent to photocopy doc- 
uments  and send them to the requestor. A complete and valid release of 
information submitted to a health-care provider asking for photocopies of 
a medical record would be an example of this type of request. By contrast, 
a request accompanied by  a subpoena duces tecum, a formal request to 
produce  a record, would require a person who possesses the document  in 
question to produce the document  at  a certain time and place pursuant to 
the authority of the court supervising the lawsuit, unless the subpoena 
duces tecum indicates that personal delivery is not required and mailing 
of the document will  suffice. 

Physical or Mental  Examination 

When the physical or mental condition of the plaintiff  is at issue in the 
case, the defendant may ask the court to order the plaintiff to submit to a 
physical or mental examination by a physician. The request must be sup- 
ported by a demonstration of good cause to order the examination. A 
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notice  is given to the person to be examined of the time,  place, manner, 
conditions, and scope of the examination, along with the name of the 
physician who will conduct the examination. The physician then  prepares 
a detailed written report of his or her findings, the results of all  tests, diag- 
noses, and conclusions.  The report is then made available to the party 
examined at that party’s request. 

Requests for Admission 
Requests  for admission are similar to written interrogatories in that one 
party asks the other side a series of written questions. They  differ from 
written interrogatories in that these questions are not designed to gather 
information; rather, the questions are designed so that the other side will 
admit certain facts. A party must respond in writing to a request for 
admission within thirty days or else the subject matter of the request for 
admission will be  deemed  admitted. 

Many routine and  mundane matters are the subject of requests for 
admission, for example, the date, day of the week, and time of occurrence 
of a particular event. Conversely, disputed matters may be the subject of a 
request for admission. In those instances, the party responding to the 
request may object  to the question or deny the fact that is central to the 
question. Any matter that is admitted  pursuant to a request for admission 
is  conclusively established for purposes of that lawsuit only. Under certain 
circumstances, the trial court may later permit withdrawal or amendment 
of the admission. 

Once admitted, the parties do not need to resort to presenting unneces- 
sary proof at trial concerning the subject matter of the admission. Admis- 
sions save each side both time and expenses. 

Pretrial Conference 

Many trial courts have local rules that require the parties to  meet with the 
trial judge before a trial date is set and discuss the status  and issues of the 
case. At the pretrial conference, the trial judge rules on any outstanding 
motions, resolves certain discovery disputes, helps the parties further 
define the issues, and discusses the possibility of settlement. If the case is 
not settled at  that time, the trial judge sets the court date  and enters a pre- 
trial order  that controls the course of the trial. 
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Trial 

Cases that proceed to trial will be decided by either the trial judge or the 
jury. Certain categories of cases are not entitled to jury trials, for example, 
divorce and  adoption proceedings. In those instances, the trial judge will 
make decisions about the disputed facts in the case. Where the case  is tried 
before a jury, the jury will decide the disputed facts in the case. 

After choosing a jury, each side's counsel presents an opening state- 
ment to the jury. The opening statement is an outline or summary  of  the 
case and the evidence that each side anticipates will be presented to the 
jury during  the course of the trial. The opening statement gives a general 
picture of the facts so that the jury will be able to understand the evidence 
as it is presented. The  plaintiff's attorney presents her opening statement 
first. The defendant's attorney immediately follows unless he defers until 
after the plaintiff rests her case. 

The  next step is the presentation of the plaintiff's  case.  The  plaintiff's 
lawyer may call witnesses to explain the facts of the case.  The  plaintiff's 
lawyer engages the witness in a question and answer dialogue, which is 
called direct examination. After direct examination is completed, the de- 
fendant's lawyer has the right to also question the same witness. This  is 
referred to as cross-examination. 

During either direct or cross-examination, the lawyer who is not ques- 
tioning the witness may choose to object to a question asked or the  an- 
swer given if the lawyer believes that either are  outside the bounds of 
admissible evidence. The lawyer voices the objection  to the trial judge, 
giving reasons why the question or answer is improper. The trial judge 
allows the opposing counsel to respond to the objection.  The trial judge 
then decides whether to allow the evidence to be considered by the jury. 
This decision is based on  many factors, including trustworthiness of the 
witness, relevance of the evidence, and prior appellate decisions concern- 
ing that particular form of evidence. The trial judge announces his or her 
decision by saying that the objection is sustained or is overruled and the 
case proceeds. 

After the plaintiff has called all of her witnesses and introduced her 
remaining evidence, such  as exhibits, the plaintiff rests her case. At that 
time, the defendant can ask the court to rule in the defendant's favor 
because the plaintiff has failed to prove her case. This request is called a 
motion for directed verdict. If the trial judge  grants the motion, the law- 
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suit stops; if denied, the trial proceeds with the defendant presenting his 
case. The  same  procedures used in  the plaintiff’s  case, direct and cross- 
examination, are followed in the defendant’s case  for each of the defen- 
dant’s witnesses. 

After both sides have ”rested,” either side may renew the request for a 
directed verdict. If granted, the lawsuit is over; if denied, the case  is ready 
for  closing statements. Similar to opening statements, a closing statement 
summarizes the evidence that has been presented during the trial and 
highlights the weaknesses of the other side’s  case. As a general rule, the 
plaintiff first presents the closing statement; the defendant then replies 
with a closing statement, with the plaintiff being allowed to rebut the 
defendant’s closing statement. This scenario may differ, however, if any 
party elects not to present a closing statement. 

Closing statements often include references  to a witness’ credibility. 
The lawyer will explain to the jury why a particular witness should be 
believed and another witness not believed. Decisions concerning credibil- 
ity are  among the most difficult decisions a jury must make. Credibility 
decisions call into play the jury’s understanding of the witness’s  intelli- 
gence, knowledge of the circumstances in question, reputation for telling 
the truth, and impartiality to the matter at issue in the case. 

Following  closing statements, the trial judge will provide directions to 
the jury Concerning the law that applies to the case.  These directions are 
called jury instructions. The jury uses these instructions to reach its ulti- 
mate decision in the case, which is  called the verdict. 

After the jury returns the verdict, the losing party can ask the trial 
judge to overturn the verdict by  filing a motion for judgment notwith- 
standing  the jury’s verdict. The losing party can also seek a new trial by 
submitting a list of errors to the trial judge that the  party believes caused 
her to  lose.  The trial judge  may  grant either of these posttrial motions if the 
jury verdict is against the weight of the evidence submitted at trial. What- 
ever the trial court’s decision on these post-trial motions, the trial court 
eventually enters a judgment indicating who won and lost in the case. 

As this discussion illustrates, distinct roles  exist  for both the trial judge 
and the jury. The trial judge determines the admissibility of the evidence, 
instructs the jury on the applicable law, and can remove a case  from the 
jury by granting a directed verdict, a motion notwithstanding  the verdict, 
or a motion for new trial. It  is the role of the jury to decide the facts in the 
case and reach the ultimate decision of whether the plaintiff has proved 
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her  case.  Simply stated, it is the trial judge who decides questions of law 
and the jury who decides questions of fact. 

Appeal 

Once  all posttrial motions are decided and judgment is entered, the losing 
party in the trial court may  pursue an appeal. On appeal, a case may be 
affirmed, modified, or reversed. Furthermore, a new trial may be ordered. 
The written opinion issued by the appellate court provides reasons for the 
decision made by that court. Any party losing on appeal from a decision of 
an intermediate appellate court may then choose  to pursue an appeal with 
that state’s court of last resort or with the U.S. Supreme Court as discussed 
earlier in this chapter. 

On appeal, the order of each party’s name  may  be reversed from how 
they were listed in the trial court. For example, the title of the case at trial 
may have been Mary Smith u. John Doe, with the plaintiff being Mary Smith 
and the defendant being John Doe. If John Doe  loses and takes the appeal, 
the order of the parties is frequently switched to show  who is the party ini- 
tiating the appeal, for example, John Doe u. Mary  Smith. If Mary  Smith  loses 
and takes the appeal, the order of the names will usually remain the same. 
Although this is a fairly minor point, it can cause some confusion. 

SatisSying  the Judgment 

After  all appeals have been exhausted, the winning party must still collect 
the amount of the judgment if a money award has been made. This process 
is frequently referred to as satisfying the  judgment. 

Among the most common ways to  satisfy a judgment is  to obtain a 
writ of execution or an  order of garnishment. A writ of execution, the most 
common  method used in the federal court system, is a written document 
that orders the sheriff or other local  official  to take the property of the los- 
ing party and sell  it  to satisfy the judgment. An order of garnishment is an 
order directed to a third person to whom the losing party is indebted that 
orders  payment of the debt directly to the winning party in the lawsuit. 
Garnishment is frequently used to obtain a portion of the losing party’s 
wages. In this situation, the employer of the losing party is directed to pay 
a certain percentage of the losing party’s wages to the winning party. 
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Conclusion 
Each lawsuit filed  in the United  States  differs  in some respect  from  every 
other lawsuit.  These lawsuits may  vary not only  by the type of law in- 
volved and the  facts underlying the  case, but also  by the jurisdiction of the 
court in  which  they are filed and by the types of discovery  devices used. A 
thorough understanding of these  variations  will  assist  health  information 
managers in  complying with the requirements of the legal  process. 
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Chapter 3 

Principles of Liability 

Learning  Objectives 
After reading this chapter, the learner should be  able to: 

1. Describe  each of the following relationships: physician-patient, 
hospital-patient, and hospital-physician. 

2. Define  medical malpractice and negligence. 
3. Identify the elements of a negligence  claim. 
4. Define the meaning of standard of care and explain its role in medical 

5. List the methods a plaintiff may use to establish the standard of care 

6.  Distinguish between the three types of damages. 
7. Analyze the difference between negligence and res ipsa loquitur. 
8. Compare and contrast vicarious liability and corporate negligence. 
9. Explain the difference between assault and battery. 

malpractice cases. 

in  a medical malpractice case. 

10. Describe  each of the following intentional torts: defamation, invasion 

11. Explain the difference between a claim  for nonperformance and 

12. Identify the defenses commonly raised in lawsuits involving health- 

13. Differentiate between contributory and comparative negligence. 

of privacy, and medical abandonment. 

improper performance. 

care providers. 
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Key Concepts 
Assault and battery 
Assumption of risk 
Breach of contract 
Breach of duty of care 
Causation 
Charitable immunity 
Comparative negligence 
Contributory negligence 
Corporate negligence 
Damages 
Defamation 
Duty of care 
Failure  to warn 
Good Samaritan statutes 

Governmental immunity 
Health-care relationships 
Hospital-patient relationship 
Hospital-physician relationship 
Invasion of privacy 
Medical abandonment 
Medical malpractice 
Medical  staff privileges 
Negligence 
Physician-patient relationships 
Res ipsa loquitur 
Statute of limitation 
Vicarious  liability 

Introduction 
Liability  for injury is feared by  many health-care providers. Injury may 
encompass not only physical damage  but also damage to a party’s rights, 
reputation, or property. Improper disclosure of health information is an 
injury for which a party is entitled to bring a lawsuit. Accordingly, indi- 
viduals engaged in protecting health information must  understand the 
principles of liability. 

To understand the principles of liability, the nature of the relationships 
from which liability  can arise must be understood. The  legal theories 
underlying lawsuits in the health-care field and the type of defenses raised 
in  many of these lawsuits can then be  studied. 



Principles of Liability 37 

Health-Care Relatiomhips 
Before an individual  can  bring  a  lawsuit  to establish some  form of liability 
against  a health-care provider,  the  individual  must  have established a rela- 
tionship with that health-care provider.  Without  this relationship, the  par- 
ties to a  lawsuit  are basically strangers who have no obligation to each 
other  that  could  serve  as  the basis for a  malpractice lawsuit.' Although 
many  variations of health-care  provider-patient  relationships exist, this 
section addresses those relationships most common to a  lawsuit in the 
health-care field as illustrated in Figure 3-1. Furthermore, this section ad- 
dresses  a  relationship  that  does not directly involve  patient care, the physi- 
cian-hospital relationship, because  this  relationship increasingly serves as 
the subject of lawsuits. 

Physician-Patient  Relationships 

Physician-patient  relationships  have  traditionally  served  as  the corner- 
stone of health care in  the  United States. As other health-care providers 
assume  a larger role in  the  health care of tomorrow,  new questions of lia- 
bility may arise. Many of the basic principles of the physician-patient rela- 
tionship apply  not only to  physicians but also by analogy  to other types of 
health-care providers, such  as  nurses  and physical therapists. An under- 
standing of the basic principles of the physician-patient relationship will 

Physician-Patient  Hospital-Patient  Hospital-Physician 

Figurn 3- 1. Health-Care Relationships 
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assist the student in making these analogies to situations involving other 
health-care providers. 

The  physician-patient relationship begins when the patient requests 
treatment and the physician agrees to render that treatment. This  relation- 
ship is a contractual one because  it  involves both an offer (the request for 
treatment) and  an acceptance (the agreement to render the treatment). This 
contractual relationship can either exist as  an express contract or an implied 
contract. 

In an express contract, the terms, rights, and responsibilities of the par- 
ties are agreed upon either orally or in writing. For example, an express 
contract  is established when  a physician and  a patient agree, in advance of 
any treatment, on the amount the patient must pay and  what treatment or 
result the physician will render for that payment. By contrast, an implied 
contract  exists when the conduct of the parties and the circumstances of the 
situation create a tacit understanding that an agreement has been reached. 
In this instance, details of the contract are not reached  in advance of treat- 
ment. For example, an implied contract is created when  a physician treats 
the patient prior to an agreement on the terms for payment  and treatment. 

Once the physician-patient relationship is established, it continues 
until such time that it has been properly terminated or the patient no long- 
er requires treatment. Terminating this relationship can  be accomplished 
in a number of ways: (1) the physician may  withdraw from the contract; (2) 
the patient may dismiss the physician; or (3) the physician and patient 
may mutually agree to end the relationship. If the physician decides to 
withdraw from the contract, he  or she must give the patient reasonable 
notice so that the patient may obtain alternative treatment. Most often, ter- 
mination is due to the fact that the patient is either cured or has died. The 
relationship may also terminate as  a result of the patient’s failure to  com- 
ply with the physician’s orders. 

Hospital-Patient  Relationships 

Many of the same concepts addressed in the physician-patient relation- 
ship also apply to the hospital-patient relationship. The relationship be- 
gins when the patient is voluntarily admitted to the hospital. At the time of 
admission, the patient signs certain forms, agreeing to pay for the treat- 
ment  that will be rendered. This  act establishes an express contract to 



Primiples of Liability 39 

receive health care.  The hospital-patient relationship ends  when the pa- 
tient is discharged or leaves the hospital against medical advice. 

As a general rule, a hospital does not have a responsibility to treat 
every patient who arrives at its door. The  exception  to this rule is an emer- 
gency-care situation. Under various provisions of federal and state law, 
along with the Joint Commission on Accreditation of Healthcare Organi- 
zations (JCAHO) standards, the general rule has been modified so that 
hospitals must have, at  minimum, a procedure for assessing whether an ill 
or injured person who appears at the hospital's door can be treated at that 
hospital or transferred to another facility  for treatment. 

Under the Emergency  Medical Treatment and Active  Labor  Act of the 
Consolidated Omnibus Budget  Reconciliation  Act of 1985 (COBRA),2  hos- 
pitals that participate in the Medicare program  must follow certain guide- 
lines for the treatment and transfer of all patients, regardless of whether a 
particular patient who  appears for care is  eligible  for  Medicare. Com- 
monly referred to as the "antidumping law," COBRA requires a hospital 
to treat a patient who is in active labor or in an emergency medical condi- 
tion until the condition is stabilized. Once the condition is stabilized, the 
hospital has three choices: (1) continue to treat the patient; (2) transfer the 
patient; or (3) discharge the patient. 

The requirement under COBRA and similar state laws to treat emer- 
gency-care patients necessarily influences the hospital's ability to decide 
whether or not to create a hospital-patient relationship. As these laws 
illustrate, the law may create a duty to treat the patient, which in turn 
forms the basis  for the hospital-patient relationship. A branch of this duty 
implicates the possibility of liability. 

Hospital-Physician  Relationships 

Unlike the relationships previously discussed, this relationship is not based 
on direct patient care. Rather, it is based on the contract between hospital 
and physician that allows the physician  to bring his or her patients to the 
hospital to  receive health care. In this relationship, the hospital furnishes 
and coordinates patient care along with the physician. 

The hospital-physician relationship begins with the credentialing 
process. Merely being licensed as a physician is not sufficient  to become a 
member of a hospital's medical staff.  The credentialing process involves 
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examination by the hospital’s governing board of the physician’s  back- 
ground, experience, and licensure against established criteria. If the estab- 
lished  criteria are met, the physician is admitted to the medical  staff. 

Once admitted to the medical  staff, the governing board determines 
the scope and limit-that  is, medical staff  privileges-of the physician’s 
practice  in the hospital. In determining medical  staff  privileges, the board 
again reviews the physician’s background, experience, and licensure 
against criteria established by the medical departments or specialties of 
the hospital. The  physician  then  may  exercise only those privileges that 
have been granted or be subject to a charge of practicing beyond the scope 
of his or her privileges. 

Medical  staff admission and privileges  may  be curtailed or terminated 
for a variety of reasons, among  them the failure  to  meet  applicable quality 
of care standards or misconduct by the physician. Depending on the 
circumstances, the physician  may have a right to a formal hearing to  chal- 
lenge  the  action  taken  against  him  or  her.  The  Health  Care  Quality  Improve- 
ment Act of 1986 allows hospitals to summarily suspend or restrict 
medical privileges to avoid imminent danger to patients, provided that the 
procedures specified  by the act are followed. Further discussion of the act 
is provided in Chapter 9. 

In  sum, hospitals have a duty to assure that their medical  staffs are 
competent. Failure  to perform this duty may result in a finding of direct 
liability  to the patient. Such  liability is discussed later  in  this chapter under 
the section on corporate negligence. 

Theories of Liability 
The  theories o f  liability underlying lawsuits in the health-care  field  can  be 
divided into three areas: breach of contract, intentional torts, and nonin- 
tentional torts. Intentional torts are torts committed by persons  with  the 
intent to do something wrong. Nonintentional torts,  by contrast, are torts 
committed by persons who lack the intent to do something wrong. Table 
3-1 lists the theories of liability of intentional and nonintentional torts. A 
fuller description of contract and tort law is provided in Chapter 1. The 
majority of medical  malpractice lawsuits filed  in the United States  involve 
nonintentional torts. 



Table 3-1. Theories of Liability 

Intentional Torts Nonintentional Torts 

Assault and  battery 
Defamation 

Negligence 
Res ipsa loquitur 

Invasion  of privacy Vicarious  liability 
Medical  abandonment Corporate  negligence 

Failure  to warn 

Nonintentional  Torts 

Negligence ami Medical Mdyn7c t i c~~  
Because of its frequent use in  medical malpractice lawsuits, negligence 
has become almost synonymous  with medical malpractice, although they 
are  separate legal terms. Negligence  is the most frequently used theory of 
liability, but it  is  only one of many theories that may support a medical 
malpractice claim. 

Negligence refers to someone failing to do something  that a reason- 
ably prudent person  would do in a similar situation  or, alternatively, 
doing  something  that a reasonably prudent person  would r7ot do in a sim- 
ilar situation. Malpractice, on  the  other  hand,  refers to professional  mis- 
conduct. This misconduct involves a professional who fails  to  follow a 
standard of care prevalent for his or her profession that results in harm to 
another  person. In  medical  malpractice,  this misconduct generally in- 
volves the failing of a physician to  follow a standard of care, which results 
in harm to the  patient. 

Medical  malpractice  actions are  not limited to  physicians, and may  also 
be brought against other health-care providers and institutions. Underlying 
any medical  malpractice  action  is, of course,  the  existence of a relationship 
between the patient and the  health-care provider  or institution. 

To succeed  in a negligence  claim  for  medical  malpractice,  the  plaintiff 
(the patient) must prove the following four elements; (1) a duty of care  is 
owed to  the patient; (2) a breach of this duty of care; (3) a causal connection 
between the breach of duty  and the patient’s injury; and (4) damages. If all 
four elements are  not  proved, the  plaintiff  will  lose the case.  Figure  3-2 
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Figure 3-2. Elements of a Negligence  Claim 

illustrates this interrelationship. The following discussion defines each of 
these elements  and describes how they fit in a medical malpractice lawsuit. 

Duty of care 
A duty of care is an obligation,  to which the  law gives recognition and 
effect, to conform to  a  particular standard of conduct  toward another. That 
is, this duty of care requires  person to behave  in  a  particular way, with  the 
risk that if he or she  does  not  do so, he  or  she will become  subject to liabil- 
ity for any  harm  sustained by another because of his or her actions. For 
example, an automobile  driver has a duty to drive in a safe manner, and 
will become liable for damages  resulting  from an accident if he fails to do 
what a  reasonably prudent automobile  driver  would do. 

As the example  illustrates,  the duty of care is measured under the  reason- 
ably prudent person standard. The  mytlucal  reasonably prudent person is 
someone with average intelligence and experience. This standard is applied 
when negligence is alleged  against  someone who is not a professional.  Where 
negligence  is  alleged  against  the  professional,  however, a different standard of 
care is involved; that of a reasonably prudent professional. 

Breach of duty of care 
The basis of every negligence claim in  a medical malpractice case is the alle- 
gation that  the medical professional failed  to maintain  a certain standard of 
care. This standard of care is the level of care a reasonably prudent profes- 
sional would  have  rendered in the  same or similar  circumstances.  Like the 
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reasonably prudent person, the reasonably prudent professional  is  some- 
one with average intelligence and comparable training and experience. 

During a medical malpractice trial, the plaintiff attempts to show  that 
the defendant, the medical  professional, deviated from the appropriate 
standard of care. To do this, the plaintiff must first establish what  stan- 
dards were appropriate  at the time the care was received. This procedure 
can be accomplished in several ways. 

First, the plaintiff may introduce into evidence the general standards 
contained in state laws and regulations governing the pertinent profes- 
sion, such as  nursing practice acts. If the state law and/or regulation was 
designed to protect a class of persons from certain types of harm, and the 
law was violated, a court and jury will find the medical professional liable. 

Second, general standards of care can be found in written materials 
from various sources. For example, a professional association or accredit- 
ing organization may have published general standards for the profession 
or  the institution it  accredits. Furthermore, certain  textbooks provide guide- 
lines that illustrate the appropriate  standard of care. 

A health-care  facility’s internal policies and procedures, including med- 
ical  staff bylaws and manuals, are a third way to establish the standard of 
care. As a general rule, an institution’s policies and procedures are more 
specific than the standards  found in  textbooks.  In some instances, an insti- 
tution’s  policies and procedures may establish a higher standard of care 
than the minimally  acceptable standard found in textbooks. If a higher 
standard is established by an institution’s policies and/or procedures, it  is 
the higher standard of care against which the institution will be measured. 

Fourth, a plaintiff uses expert testimony to establish a breach of the 
standard of care. Under this scenario, the plaintiff contacts a medical pro- 
fessional who is  proficient in the same area of practice as the defendant. 
After reviewing the facts of the plaintiff‘s  case, the medical professional, 
referred to as the expert witness, testifies in court, describing what he or 
she believes to be the appropriate  standard of care and comparing that 
standard to the care the defendant provided to the plaintiff. 

When trying to establish the standard of care, the plaintiff  is not lim- 
ited to using only one of these methods. And, of course, courts and juries 
may use ordinary common sense when establishing an appropriate stan- 
dard of care. If the very nature of the act committed by the medical profes- 
sional indicates improper treatment and malpractice, such as  amputating 
the wrong limb, expert testimony would not be  necessary and the court 
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and jury could rely on  ordinary experience and knowledge to determine 
the standard of care. 

At one time, courts looked  to the locality where the care was rendered 
to determine the standard of care. Commonly referred to as the locality 
rule, the standard of care under this rule is measured in a given situation 
solely against the practice of other medical professionals in the same local- 
ity. The  locality rule was formulated at a time of great variance between 
the knowledge and skill of medical professionals in rural  and  urban areas. 
Due to improved transportation and communication systems, the trend 
since the 1970s has been away from a locality-based standard of care 
toward a national standard of care that exists in every state in the country. 
Whether the state in which a lawsuit is brought uses the locality rule or a 
national standard of care is determined by that state’s rules of evidence 
and its case law. 

Causation 

Once the patient has demonstrated that the medical professional breached 
the standard of care owed him, he must then establish that it was this 
breach that caused the injury. The breach of duty  must constitute the prox- 
imate cause of his injury, meaning the primary or moving cause without 
which the injury would not have occurred. 

Proving the causal connection, sometimes referred to as causation, 
can be difficult. In some cases,  all or  part of an injury is not the direct 
result of the medical professional’s negligence, but is the indirect result of 
an intervening force. Under these circumstances, the test to determine 
proximate cause is foreseeability: if the reasonably prudent medical pro- 
fessional would  have anticipated that the intervening force would occur, 
then  the injury is considered foreseeable and the medical professional 
will be held liable. 

Damages 

After establishing the causal link between the breach of duty  and the 
injury, the patient is entitled to damages. Damages  may be of three types: 
(1) nominal; (2) actual; and (3) punitive. 

Nominal  damages  are  awarded for the vindication of a right where 
minimal injury can be proved. These damages constitute a very small 
amount of money, for example, $1, and are  awarded  as  a recognition of a 
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technical invasion of a person’s rights. Where other types of damages are 
proved, nominal damages are not awarded. An example where nominal 
damages can  be awarded is discussed in the section dealing with assault 
and battery. 

Actual damages, sometimes referred to as compensatory damages, are 
awarded to “make the plaintiff whole” and restore him to his position 
before the injury. These damages compensate for actual loss and include, 
but are not limited to, the value of past and future medical expenses and 
past and future loss of income. 

Punitive damages, sometimes referred to as exemplary damages, are 
awarded above and beyond actual damages. These damages  are  awarded 
when there is proof of outrageous, malicious, or intentional conduct. The 
theory behind punitive damages is a public policy consideration: by pun- 
ishing wrongdoers or making an example of them, others will be deterred 
from future outrageous, malicious, or intentional conduct. Punitive dam- 
ages are.not often awarded  in medical malpractice cases because most of 
these cases are based on  a negligence theory involving deviation from the 
standard of care, as opposed to intentional tort theories involving conduct 
that is outrageous, malicious, or intentional. 

Res Ipsa Loquitur 

In addition to the traditional negligence theory just described, a second 
negligence theory, res ipsa Zoquitur, can serve as the basis for a medical 
malpractice action. In the most fundamental sense, res ipsa loquitur means 
“the thing speaks for i t~e l f .”~  This theory is not widely used and applies 
only when  a plaintiff cannot prove negligence with the direct evidence 
available. 

Using this theory, the patient attempts to  convince the jury that the 
injury would not have happened except as  a consequence of negligence, 
therefore creating a  presumption of negligence that the medical profes- 
sional must rebut. Underlying this theory is the belief that the medical pro- 
fessional has better access  to evidence of what  happened  than does the 
patient. 

To succeed on this claim, the patient must prove the following  ele- 
ments: (1) the injury  is of such a character that it would not ordinarily occur 
without someone’s  negligence; (2) the medical  professional had exclusive 
control and  management over the instrument or cause of the accident; and 
(3) the injury could not have occurred as a result of any action  by the 



46 Chapter 3 

patient. In some states, the patient must also prove that the medical  profes- 
sional had superior knowledge of the course of the accident. 

The doctrine of res ipsa loquitur, by its definition, can apply in only lim- 
ited situations. For example, the doctrine may be used in instances where 
the patient is undergoing surgery and emerges from the anesthetic with a 
foreign  object inside his body, for example, a sponge. Applying the ele- 
ments listed previously, the patient would be  able  to prove his claim  be- 
cause (1) the foreign  object would not ordinarily be present in the patient 
following surgery  but for the medical  professional’s  negligence; (2) the 
medical professional had exclusive control and  management over the 
operation; and (3) the patient did not contribute in any  way to leaving a 
foreign  object inside his body. 

At one  time, res ipsa loquitur could not be applied in a lawsuit if the 
patient sued  more than one defendant. The  case of Ybarra u. Spangard4 
changed this rule. In Ybarra, the court reasoned that any one of the medical 
professionals involved in the surgery to remove the appendix (i.e., the sur- 
geon, the anesthesiologist, the consulting physician, and hospital employ- 
ees) could have been responsible for the patient’s subsequent paralysis in 
his right shoulder. The court ruled that the patient was not required to 
show which medical professional was responsible for his injury because 
the patient did not have access  to direct evidence proving which medical 
professional was responsible. The court allowed the patient to use res ipsa 
loquitur to create a  presumption of negligence that any of the medical pro- 
fessionals involved in the surgery could have been responsible for the 
injury, and then allowed the medical professionals the opportunity to 
rebut the presumption and individually prove their innocence. 

Vicarious Liability 

The doctrine of vicarious liability, also referred to as respotzdeat superior, 
makes  a health-care organization, such as a hospital, responsible for the 
negligent acts of its employees committed within the course and scope of 
their employment. Underlying the doctrine is the common law  concept 
that  a master is  subject to liability  for the torts of his servants if the servants 
were acting within the scope of their duties. Moreover, the reasoning 
holds  that if an  individual will  be held responsible for the consequences of 
his own actions, so should employers be held responsible for the conse- 
quences of the acts of their agents and employees who act within the scope 
of their employment. 
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Vicarious  liability  is a derivative concept. If a jury determines that the 
employee is not liable,  liability cannot be imposed on the employer under 
this theory. That is to say that the employer can  be found liable under 
other theories, but the vicarious liability theory will not apply. 

Whether an  employment relationship exists may vary from  case  to 
case. To determine the existence of this relationship, courts look to a num- 
ber of factors, including (1) who selected the employee; (2) who  pays the 
employee; (3) who has power to fire the employee; and (4) who has  power 
to control the details of the employee's work. 

Among these factors, control is the most important.  Where  the em- 
ployer has control over the employee's work, an employment relationship 
will generally be found. In the health-care field, hospitals have generally 
been found vicariously liable  for the negligent conduct of nurses, interns, 
residents, and technicians due to the level of control hospitals generally 
have over these employees. 

By contrast, hospitals have generally not been found vicariously liable 
for the negligent conduct of physicians because the physicians are typi- 
cally  classified as independent contractors. Courts frequently classify the 
physician as an independent contractor because of the high degree of skill, 
learning, and judgment the physician exhibits, which the hospital is inca- 
pable of controlling. If, however, the physician is an employee of the hos- 
pital, the classification of independent contractor generally does not apply 
and vicarious liability  can be used. 

Corporate  Negligence 

Unlike vicarious liability, corporate negligence recognizes that a health- 
care organization, such as a hospital, owes a duty directly to a patient with 
regard to care and treatment. The doctrine has been defined as "the failure 
of a hospital, entrusted  with the task of providing the accommodations 
necessary  to carry out its purpose, to  follow the established standard of 
conduct to which it should   on form."^ This duty cannot be delegated, and 
because it is not centered on the physician-hospital relationship, it is sepa- 
rate and distinct from the doctrine of vicarious liability. 

The doctrine of corporate negligence was first applied in the landmark 
case of Darling v. Charleston Community Memorial  Hospital.6 In Darling, a 
college  football player broke his leg during a game and  was treated at the 
emergency room of the hospital. The  on-call doctor, who  had  no orthope- 
dic training, improperly applied a.cast to the leg, which impaired blood 
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circulation.  Despite the patient’s complaints, the cast remained on for four- 
teen days. After the patient was transferred to another hospital, his new 
physician removed the cast,  discovered accumulated dead tissue, and sub- 
sequently amputated the leg. 

In the player’s lawsuit against the first hospital, the court found the 
first hospital liable under the theory of corporate negligence, reasoning 
that the hospital had a duty to require that the patient be examined by 
members of the hospital staff who  were skilled  in the particular treatment 
required under  the circumstances.  The  hospital’s  failure  to provide this 
examination, along with its failure to  review the treatment the patient 
received, as well as not requiring consultants to  be  called  in, was a breach 
of its direct duty to the patient. 

The doctrine of corporate negligence  also encompasses the hospital’s 
duty to adhere to its own bylaws and the applicable state  statute govern- 
ing the credentials process.  In Joolz~zso~ ZI. Misericordia Conzmz~nity Hospital? 
the hospital failed  to  investigate the qualifications of the physician who 
was accused of negligence. By granting staff  privileges without  doing this 
investigation, the court determined that the hospital created a foreseeable 
and unreasonable risk that unqualified physicians might be appointed  and 
harm to patients would result. For that reason, the doctrine of corporate 
negligence applied. 

Failure to warn, sometimes referred  to as failure  to  protect,  is a negligence 
theory that applies to a psychotherapist’s failure to take steps to protect an 
innocent third party from a dangerous patient. First developed in the case 
of Tarasoff v. Regents of University of Califovnia,8 the theory holds that when 
a psychotherapist determines that her patient presents a serious danger of 
violence  to a third person, she incurs a duty to use reasonable  care  to pro- 
tect the third person from this danger. 

After determining that such a danger exists, the psychotherapist must 
then determine  what  steps to  take  to protect the intended victim.  These 
steps may include warning  the victim  directly, warning others who can 
apprise the victim of the danger, notifying the police, or taking other steps 
that are reasonable under the circumstances. 

In addition to being a legal duty, the duty to warn is an ethical duty. 
For example, the ethics code of the American  Psychological  Association 
provides that despite  the general duty of confidentiality, a psychologist 
may  reveal patient confidences if not doing so would pose a clear danger 



to the patient or others.’  This provision illustrates how a professional asso- 
ciation’s own guidelines and requirements can  be used to  establish a stan- 
dard of care. 

Failure  to warn is only one of a variety of possible  theories that could 
support a lawsuit involving a patient’s danger to a third party. Among 
other theories are  the failure  to adequately diagnose the patient, the  failure 
to treat the patient so that the patient’s  violent tendencies could be brought 
under control,  or the failure to commit the individual to a mental institu- 
tion for care. 

Intentional Torts 

Assault and Battery 
Although frequently referred  to in connection with each other, assault and 
battery are  two  separate torts. An assault occurs when  an  individual is 
placed in reasonable anticipation of being touched in such a way that is 
insulting, provoking, or will  cause the  individual physical harm. An 
assault is a threat that does not involve physical  contact. By contrast, a bat- 
tery  consists of physical  contact involving injury  or  offense.  In assault and 
battery, the individual  does  not give permission or authority for either act. 

In  addition to being considered a tort, assault and battery is considered 
a crime, punishable under the criminal law. A medical  professional,  like 
any other person, may be  accused of the crime of assault and battery. It  is 
infrequent, however, that a medical  professional  is  accused of assault and 
battery in a civil matter. When that occurs,  it is usually an accusation of 
technical battery. 

Technical battery occurs when a medical  professional, in the course of 
treatment, exceeds the consent given by the patient. In so doing, the med- 
ical  professional does not necessarily intend a wrongful act and, most 
likely,  sincerely hopes to  aid the patient. Nonetheless, the medical  profes- 
sional does not have  the patient’s permission to  act beyond that to which 
the patient originally consented. Unless an emergency is present, the 
patient may recover damages for the technical battery. If, however, the 
patient benefited from the technical battery, the patient may  recover only 
nominal damages. 

For  example, a claim of battery succeeded in a case where the patient 
consented to exploratory surgery but instead received a mastectomy.’0 
Similarly, a battery claim has succeeded where there has been an obvious 
mistake, such as operating on  the  wrong ear.” 
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Defamation 

Defamation consists of the wrongful injuring of another person’s reputa- 
tion. Defamation may expose the other person to ridicule, contempt, or 
hatred and tends to diminish the esteem, respect, goodwill, or confidence 
in which the other person is held. 

Defamation expressed in print, writing, pictures, or signs is referred to 
as libel; defamation expressed by oral expressions or transitory gestures is 
referred to as  slander. In both libel and slander, the defamatory statement 
must be “published,” meaning that the defamatory statement must be 
made to a third party and not just to the patient. 

As a general  rule, truth of the statement at issue is an absolute defense in 
a defamation lawsuit. This  defense  can  be applied in  cases against health- 
care institutions alleging wrongful release of medical records because the 
contents of a medical  record are generally considered true. 

Where  the defense of truth  does not apply, because some or all of the 
statement at issue is  false, health-care providers may be able to use the 
defenses of absolute privilege and qualified privilege. Under absolute 
privilege, publications made as part of judicial,  legislative, and/or admin- 
istrative proceedings are protected in a subsequent defamation lawsuit. 
For example, a health-care provider who releases information pursuant to 
lawful judicial process, for  example, a lawful subpoena, and then is sued 
for defamation, is protected from liability. 

Similarly, qualified privilege may be used as a defense if the statement 
was  made in good faith, without malice, under a reasonable belief  to be 
true, by someone with an interest or legal duty to  disclose the statement to 
another with a corresponding duty or interest. For example, a health-care 
provider who possesses a duty to inform another of her possibility of con- 
tracting a contagious disease from the physician’s patient, and does so in 
good faith, without malice and reasonably believing the diagnosis to be 
true, can avail himself of the defense even if he later learns he was mis- 
taken concerning the contagious disease. 

Invasion of Privacy 

Invasion of privacy involves the dissemination of information about 
another person’s private, personal matters. To charge invasion of privacy, 
the plaintiff must show any one of the following: (1) an  unwarranted 
appropriation or exploitation of an individual’s personality; (2) a publica- 
tion of an individual’s private affairs, which would cause embarrassment; 
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(3) a wrongful intrusion upon  an individual’s private concerns or activi- 
ties; or (4) some  form of publicity that paints the individual  in a false light. 

Invasion of privacy lawsuits in the health-care  field  can arise in a num- 
ber of ways, including using a patient’s  likeness  for  commercial purposes 
without the patient’s consent. For  example, using ”before” and ”after” pho- 
tographs of a surgery patient for purposes of medical instruction would 
constitute an invasion of privacy if the patient had not given consent. 

Similarly, a charge of invasion of privacy  can  be brought if there has 
been improper disclosure of a patient’s health information  given in the 
course of treatment. For further information discussing  this  topic,  see Chapt- 
er 5. 

Medical Abandonment 

Medical  abandonment generally means the unilateral severing, by the 
physician, of the physician-patient relationship without giving the patient 
reasonable notice at a time when there is a necessity  for continuing care. 
To prove medical abandonment, the patient must establish the following 
elements: (1) the existence of a physician-patient relationship; and (2) that 
the abandonment is the proximate cause of the injury for which the patient 
is suing. Unless the injury is an obvious result of the abandonment, the 
patient must use an expert witness to establish proximate cause between 
the abandonment  and the injury. If there is abandonment  but  no injury, 
the physician will not be held liable. 

Courts have found physicians liable  for abandonment in a number of 
instances:  for intentionally leaving their patients alone at a critical  timeI2 
and for  failing  to  be  available  because of the needs of other patients,’3  vaca- 
tion,’” or the physician’s erroneous belief that the patient had recovered 
and  no longer needed treatment.I5  Conversely, courts have found physi- 
cians not liable  for abandonment in  cases where the patient does not need 
immediate treatment and the physician gives the patient a list of qualified 
substitute physicians. Courts have been split concerning whether a physi- 
cian  can  be  liable  for  failing  to  be  available  because of personal illness.16 

Although the tort of medical abandonment is nearly one hundred 
years old, changes in the economics of health care provide new  opportuni- 
ties  for  its use. With the advent of health maintenance organizations, 
preferred provider organizations, and Medicare’s  Prospective  Payment  Sys- 
tem,  critics have charged that economic issues and pressures, rather than 
medical reasons, have caused the  premature discharge of patients. These 
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critics charge that hospitals and physicians may  succumb to the tempta- 
tion to discharge a patient prematurely, rather than extend the hospital 
stay or transfer the patient to another institution, in order to obtain full 
diagnostic-related group (DRG) reimbursement. This premature discharge 
raises the possibility of a medical abandonment claim if there is not ade- 
quate follow-up treatment for the patient. 

Breach of Contract 

Breach of contract claims  generally involve express contracts and the fail- 
ure to perform these contracts. In express contracts, the parties have agreed 
in advance upon a specific treatment, or the physician may have guaran- 
teed a certain cure or result. If the physician fails  to perform the particular 
act promised, the patient may  sue  under the theory of nonperformance. 

Physicians who fail  to perform as specifically promised have been found 
liable in court. For example, the physician in Brooks o. Robinsod7 expressly 
agreed to treat the patient for tuberculosis but took no action whatsoever. 
Similarly, in Form o. Curungelo,18 the physician agreed to perform a hys- 
terectomy but  did not do so. In both instances, the basis of the patient’s 
successful lawsuit was nonperformance. 

A claim  for nonperformance should not be confused  with a claim  for 
improper performance. In a lawsuit for improper performance, the physi- 
cian begins to take whatever action he  and the patient agreed on, but per- 
forms it improperly. For example, the physician in Horowitz o. Bogart,” 
agreed to remove the patient’s ulcer but instead removed the patient’s 
appendix. In such an instance, the lawsuit is not for breach of contract but 
for  negligence or battery. 

Defenses and Limitations on Liability 
In virtually every lawsuit, the defendant  must decide which defenses to 
present to the charges leveled against him. In addition to disputing the 
merits of the lawsuit, the  defendant  may choose to raise defenses that 
shield him from liability or reduce his level of liability, regardless of wheth- 
er the defenses address the merits of the  lawsuit. Defenses commonly 
raised in lawsuits involving health-care providers are addressed  in the fol- 
lowing sections. 
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Statutes of Limitations 

A statute of limitation is a law that sets forth a fixed time period in which 
a lawsuit must be brought. If a lawsuit is not brought within the time 
frame specified in the applicable statute of limitations, the lawsuit is 
barred  and the court must dismiss the case. 

Statutes of limitations are designed for two purposes: (1) to  force those 
persons considering a lawsuit to bring the lawsuit at a time when memo- 
ries are intact and evidence is available and, therefore, not ”sit on their 
rights”; and (2) to allow potential defendants a time frame from which to 
know that a lawsuit can no longer be maintained against them. 

Statutes of limitations are technical in nature, as illustrated by the fact 
that the time period of each statute of limitations varies between the type 
of lawsuit-that  is, contract or tort-and between each  state’s laws. 
Statutes in virtually every state provide a fixed time frame in which to 
bring medical malpractice lawsuits and other personal injury lawsuits. 

In certain instances, specific statutes  or court decisions have extended 
the time period of the general statute of limitation. For example, the time 
frame in which to bring a lawsuit is generally measured from the time the 
injury occurred. If, however, the injury involves a foreign object  left in the 
body following surgery, the limitations period begins to run  when the 
injured person discovers or should have discovered the injury. 

Extensions of the statute of limitations period also apply to minors or 
persons under  some type of legal disability. The extension of the statute of 
limitations period in these instances is referred to as tolling the statute of 
limitations. For  example, a particular state’s law may extend the period of 
time to a certain number of years after the minor reaches the age of  major- 
ity to bring a lawsuit. This extension is granted so that the minor is not 
penalized for the failure of his parent to bring a lawsuit on his behalf. 

For a variety of reasons, parents do not bring lawsuits on behalf of their 
injured children, including reasons of unwillingness or financial  inability. 
For public  policy considerations, the law allows children whose rights were 
not vindicated by their parents to bring lawsuits to vindicate their rights 
once  they  reach the age of majority.  For this same reason,  this extension 
concept applies to an injured person who is under some  form of legal dis- 
ability, such as being adjudged insane. Once the period of legal disability is 
removed, the time period of the statute of limitations begins to run. 

Illinois law provides a perfect illustration of these concepts. The statute 
of limitation governing malpractice actions against physicians, dentists, 
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registered nurses, or hospitals in Illinois provides a two-year time period 
in which to bring a breach of contract or tort lawsuit.20 The two-year time 
period is measured from the time of injury or death, or the time the patient 
should have known or received  notice of the injury or death, whichever 
occurred first. The statute provides that in  no event can a lawsuit be 
brought  more  than four years from the  date of injury or death  at issue. 

If, however, the person entitled to bring the lawsuit is a minor at the 
time of the injury, the statute provides an eight-year period to bring the 
lawsuit, measured from the date of injury. The statute further provides 
that in  no event can the lawsuit be brought after the minor reaches twenty- 
two years old. Furthermore, if the person entitled to bring the lawsuit is 
under a legal disability, the time period does not begin to run until the dis- 
ability is removed. 

Charitable  Immunity 

At one time, a majority of the states permitted the use of the charitable 
immunity defense. In this defense, a charitable institution such as a hospi- 
tal could be shielded from liability  for any torts committed on its property 
or by its employees. The defense was permitted so that assets intended for 
charitable purposes  would not be used for "improper" reasons, such as 
paying damage  awards.  The doctrine originated in England and  was 
adopted in the United States in the late nineteenth century.21 

The doctrine of charitable immunity was followed until the case of 
Bing II. Thunig.22 In Bing, New York's highest court expressly overruled 
applying the doctrine to shield charitable hospitals from liability and  pro- 
ceeded to apply the doctrine of respondeat superior. The court in Bing rea- 
soned that charitable institutions should be forced  to compensate persons 
for the injuries the institutions caused, just as  any other business organiza- 
tion would be required to compensate for injuries caused by the business 
organization. After the Bing case, virtually every state either limited or 
abolished the doctrine of charitable immunity. 

Governmental  Immunity 

Governmental immunity precludes a plaintiff from asserting a meritori- 
ous lawsuit against a governmental entity unless the governmental entity 
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consents to the lawsuit. The doctrine has its origin in the English common 
law concept that the king could do no wrong; therefore, he and his subor- 
dinates could not be sued. As developed in the United States, federal and 
state governments were immune from lawsuits arising out of the negli- 
gence of their officers, agents, and employees, unless the federal or state 
government expressly consented to the lawsuit. 

Most jurisdictions have abandoned this doctrine in favor of permitting 
tort lawsuit with certain limitations and restrictions. For example, the gov- 
ernment of the United States may not be sued  without its consent. With the 
passage of the Federal  Tort Claims Act in 1946, the U.S. government’s 
immunity from tort liability was largely abolished and certain conditions 
for suits and claims against the U.S. government were established. 

Among those conditions was the requirement that the government 
employee being sued had to be acting within the scope of her employment. 
Whether a government employee, such as an employee of a veterans’ hos- 
pital, is acting within the scope of her employment  depends  on the facts of 
the particular case. 

Conversely, certain restrictions on lawsuits against the United  States do 
remain. The U.S. government is protected from  liability  for the traditional 
category of intentional torts and from  claims brought against employees 
who exercise due care in executing a  statute or regulation. Finally, the U.S. 
government is protected from  claims brought against its employees  based 
on the performance,  or failure to perform, a discretionary duty. States that 
have passed laws abandoning the doctrine of governmental immunity 
have done so with similar conditions and restrictions. 

Good  Samaritan Statutes 

Several states, seeking to encourage physicians and other rescuers to pro- 
vide emergency treatment, have passed what are referred to as Good 
Samaritan  statutes. As a general rule, these statutes protect physicians 
and other rescuers from  civil  liability as  a result of their acts or omissions 
in rendering emergency care.23 If, however, the rescuer acts in a willful, 
wanton, or reckless manner in providing emergency treatment, he cannot 
avail himself of the Good Samaritan statute  as  a defense. 

Generally, the statutes are not designed to protect those health-care 
providers who routinely treat patients in immediate need of emergency 
care, such as emergency room physicians. Rather, the statutes  address 



those health-care providers  who  render emergency  care in the  nontradi- 
tional  setting, such as at an automobile accident on  the  side of the  road. 
Where the nontraditional setting is present, the health-care provider may 
raise the Good Samaritan defense. 

Contributo y and Comparative Negligence 

Contributory negligence and comparative negligence, although  often 
used interchangeably, are  separate legal  concepts used to  limit a defen- 
dant’s liability. Contributory negligence means conduct of the plaintiff 
that contributes in part to the injury the plaintiff  received.  In some states, a 
finding of contributory negligence  on the plaintiff‘s part is  sufficient  to bar 
any form of recovery.  Therefore, even if the plaintiff proves every element 
of a negligence  claim against a defendant, she still  will  lose if the defen- 
dant proves that the plaintiff contributed to her own injuries. 

Comparative negligence,  on the other  hand,  builds  on the concept of 
contributory negligence, but is not as harsh in the result. Rather than  bar 
recovery,  proof that the plaintiff contributed to her own injuries only 
serves to reduce the  amount of damages  the plaintiff  can  recover. 

Under comparative negligence  principles,  negligence is measured in 
terms of percentages. The percentage that can  be attributed to the plaintiff 
will then be reduced proportionally from the overall award of damages. In 
some states, if the plaintiff‘s percentage of fault outweighs the defendant’s 
percentage of fault, the plaintiff  can  recover nothing. The same situation in 
another state, however, may merely reduce the damage  award. Similarly, 
some states permit recovery where  the plaintiff and  defendant  are equally 
at fault; other states do not permit any form of recovery  in such a situation. 

Under both contributory and comparative negligence  theories, the 
negligence of the  defendant is not in  doubt-it has already been proved by 
the plaintiff.  The  basic  difference between the two concepts  is that compar- 
ative negligence attempts to compensate the plaintiff  for some portion of 
her injury, no matter how small, whereas contributory negligence serves 
to bar completely a damage  award  for injury. 

In  the health-care setting,  documentation in the medical record may 
be the only successful way to support either of these defenses. For exam- 
ple, nurses’  notes  documenting  the  instructions given to a patient and 
the patient’s multiple refusals to  follow those instructions  would support 
a defense  that  the patient’s own actions caused, or contributed to, her 
complications. 



Such documentation was used in Se!ynzow D. Vicfory Mernovinl Hospifn124 
to support a contributory negligence  defense.  In Seynour,  the patient was 
instructed not to smoke unless someone was with her, and to  call the 
nurses’ station when  she  wanted smoke. The patient bought cigarettes 
from a volunteer cart, smoked alone, dropped a match, and  burned her- 
self.  She then sued the hospital, raising  claims of both negligence and res 
ipsa lo9uitz~r. The court ruled that the hospital was not liable  because the 
patient knew the smoking procedures  and  was  aware of the  danger if she 
didn’t follow the procedures. The  patient’s  action in obtaining the cigarette 
without calling the nurse  amounted to contributory negligence. 

Assumption of Risk 

Assumption of risk, like contributory and comparative negligence, is a 
method  used to limit liability either completely or in part.  Under  this 
doctrine, a plaintiff who voluntarily exposes himself  to a known and 
appreciated  danger may not recover damages  caused by incurring  that 
risk. In order to prevail  in this defense, the  defendant  must  prove  that  the 
plaintiff knew of the risk, assumed  the risk voluntarily,  and  was  not 
coerced. If all elements  are  proved,  the  defendant  cannot  be held liable 
for negligence. 

Conclusion 
In order to manage health information wisely, the differences and similar- 
ities between the principles listed  in  this chapter must be understood. Each 
main section builds  upon its  predecessor: understanding health-care  rela- 
tionships provides  the basis  for understanding  the types of lawsuits that 
may be  brought  and the defenses that may be  raised. Understanding these 
principles should assist the health information manager in  recognizing 
potential legal situations. 

Furthermore, those  involved with managing health  information must 
be aware that the principles of liability  differ depending  on which  jurisdic- 
tion applies to a particular case.  Learning the particular statutory, common 
law, and administrative requirements of that jurisdiction in order to  make 
prudent decisions  concerning  health  information is extremely important. 
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Chapter 3 

Finally, adopting a constant learning  approach  to  the principles of lia- 
bility is essential because  the  law is constantly changing. Keeping abreast 
of changes  in  the  law  at  all levels, particularly  statutory and common law 
changes, must  be  a goal of health  information  managers. 

A 
Case Study 

surgeon  petforms  elective  surgery  on John Smith.  Smith  later  complains to 
his  surgeon about  pain  resulting from the surgery.  His  surgeon  dismisses  his 
complaints as not credible  and  eventually  withdraws from the case. Smith is 

then  treated  by  another  surgeon who determines that Smith  developed  complica- 
tions from surgery  and that the  delay in treatment has  made the  complications 
worse.  Smith sees an attorney  about a possible  lawsuit  against  the  first  surgeon. 
Describe  the  theories that could  support a lawsuit  under  these  circumstances. 
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Chapter 4 

Patient Record 
Requirements 

Learning  Objectives 
After  reading  this chapter,  the  learner should be able to: 

1. Summarize the multiple functions and uses of a medical record. 
2. Identify and explain how the sources of law influence the content of 

3. Distinguish between authorship and authentication. 
4. Differentiate between proper  and  improper methods for a health 

5. Compare  and contrast the procedures used to comply with or refuse a 

6. Identify the factors influencing a record retention policy. 
7. Explain what role a  statute of limitations plays in  a record retention 

8. Compare and contrast record destruction done  in the ordinary course 

9. Identify the importance of keeping permanent evidence of a record’s 

the medical record. 

provider to  correct the medical record. 

patient’s request to  correct the record. 

policy. 

with that  done due to closure. 

destruction in the  ordinary course. 
10. Identify the special procedures involved with the destruction of 

alcohol and  drug abuse records upon  a program’s closure. 



62 Chapter 4 

Key  Concepts 
Authentication Functions and uses 

Authorship Medical  record content 

Completeness Record destruction policies 
Corrections to the record Record retention policies 
Destruction due to closure Statute of limitations 
Destruction in ordinary course Timeliness 

Introduction 
The health information contained in a  paper medical record, a computer- 
ized medical record, an abstract of patient-specific information, or some 
other format plays a primary role in the delivery of health care. In addition 
to its role in direct patient care, health information maintained in these for- 
mats serves as the health-care provider’s legal  record of patient care. As 
such, it  is  subject  to stringent legal requirements. 

While  technology has advanced quite rapidly, advances in the law 
concerning technology have not been as  rapid. Despite new methods of 
storing health information, legal requirements governing such informa- 
tion often reference only one format, the paper medical record. For pur- 
poses of simplicity, this chapter refers  to the traditional concept of a 
medical  record in explaining the legal requirements governing the content, 
retention, and destruction of health information. Despite this approach, 
the student  should  understand  that  many of the concepts addressed in this 
chapter may  apply by analogy to the other formats. Where  appropriate, 
other record formats are  addressed. 

To understand  the legal requirements  governing  the medical record, 
the  learner  should first recognize its function and uses. Functions and 
uses, in turn,  are affected by statutory,  regulatory, accrediting, and insti- 
tutional  requirements. By understanding these concepts, effective poli- 
cies governing medical record  content, retention, and destruction can be 
created. 
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Function and Use of the  Medical  Record 
The multiple functions and uses of the medical record  have  resulted  in 
various  names  such  as  health record, hospital chart, outpatient record, 
clinical record, and other  such  descriptors for the basic medical record. 
Generally defined, a medical record is a  document  that contains a com- 
plete and accurate description of a patient’s history, condition, diagnostic 
and therapeutic  treatment, and the  results of treatment. The medical 
record includes detailed personal, medical, financial, and social data  about 
the patient.’ Figure 4-1 categorizes these data by their sensitivity and need 
for confidentiality. Because extensive literature  already exists that  ad- 
dresses these types of data,  more  detail will not  be  given here. 

The medical record serves both clinical and nonclinical uses  as  shown 
in  Figure 42. In the most basic  sense, the medical record serves as  the 
chronological document of clinical care rendered  to  the  patient.  Created 
contemporaneously with  the clinical care rendered,  it  provides  a  method 
for various  medical disciplines to  communicate  about  the patient’s illness 
and course of treatment during a  particular  episode of care. Further, it sup- 
plies information  to caregivers involved  in  a patient’s subsequent  episode 
of care. 

In addition to direct patient care, medical records serve  other clinical 
purposes.  Through  concurrent and retrospective analysis, medical records 
are relied on by the medical, nursing, and scientific communities  as  a pri- 
mary  source of information for research. By identifymg specific incidences 

Least  Sensitive 

Personal  and 
Financial  Data 

More Sensitive 

Social  Data 

c 
Most Sensitive 

Medical  Data 
j 

figure 4-1. Patient Data Categories 
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Clinical Uses 

Direct  Patient Care 
Chronological  Document of Clinical Care 

Method of Cross Discipline  Education 
Research  Activities 

Quality  Improvement  Activities 
Public  Health Monitoring ! 

I 

Nonclinical Uses 
I 

Billing and  Reimbursement 
Verify  Disabilities 

Legal  Document of Care 

Figure 4-2 Uses of Medical Records 

of disease, medical records assist the public health community’s efforts to 
control disease and monitor  the overall health  status of a  population. Fur- 
thermore, medical records assist in quality  improvement activities because 
they provide  a  source  from  which  to  evaluate  the  adequacy  and  appropri- 
ateness of patient care. 

In addition  to clinical  uses, medical records serve other secondary  pur- 
poses. Health-care providers rely on medical records to support  the billing 
of insurance  and  benefits  claims of individual  patients  to  whom  they 
have  provided care. Third-party  payors rely on medical records to make 
payments  on claims to health-care providers  and  to  monitor  the  appropri- 
ateness of care and services rendered to the  patient. Employers rely on 
medical records to document the extent of an employee’s disability. 

Finally, medical records serve  as legal documents:  the record of a  par- 
ticular episode of a patient’s care. The backbone of virtually  every profes- 
sional liability action, medical records are  used to prove  what  did  or  did 
not  happen  in a  particular case and to establish whether  the applicable 
standard of care was met. Because memories fade  and  persons who partic- 
ipated  in direct patient care are  not  always available at  the  time of trial, the 
medical record serves as the most frequently used  method  to reconstruct 
an episode of patient care. 
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Legal Requirements for Medical Record Content 
In light of the  many  uses of medical records, it is incumbent upon health 
information  managers  to  design and manage  systems  that  ensure accurate 
and complete medical records. Before doing so, health information man- 
agers must become aware of the legal requirements  governing  the content 
of a medical record. 

Content of the  Medical  Record 

Unfortunately, no  one  source of law definitely addresses  the legal require- 
ments  governing  the  content of medical records. Rather, a  myriad of 
sources supply these requirements: statutory, regulatory, accrediting, 
institutional, and professional guidelines. Although each source is sepa- 
rate, they  must all be reviewed together to obtain an  understanding of the 
legal requirements  governing medical records. See Figure 4-3. 

figure 4-3. Interrelationship of Legal  Requirements Governing  Content of the 
Medical Record 
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Statutory Provisions 
First and foremost in any review of the legal requirements governing med- 
ical records are statutory provisions. Although very few statutes  address 
the contents of medical records specifically, statutory provisions should be 
reviewed first because of the critical  role  they play in the legal system. 

As explained in Chapter 1, statutory provisions can  be federal or state 
laws or municipal codes. Unfortunately, no one federal law addresses the 
legal requirements governing all patient records.  Rather, a small patchwork 
of federal and state laws on this subject  exists.  For  example, the section of 
federal law that establishes the Conditions of Participation in federal reim- 
bursement programs such as Medicare defines a hospital, in part, as an 
institution that ”maintains clinical records on all patients.”* That same sec- 
tion does not, however, define what a clinical  record must contain. 

Similarly, those states that have passed statutes referring to  medical 
records generally limit the statute  to the requirement that the health-care 
provider merely create a medical record.3 If the content of the medical 
record  is defined by  statute, the definition is often provided in the context 
of hospital licensing.  For example, a portion of the Tennessee law that 
licenses health facilities, referred to as the Medical  Records  Act of 1974, 
defines the content of a medical record. It provides: 

(5) (A) ”Hospital  records”  means  those  medical  histories,  records,  reports, 
summaries,  diagnoses,  prognoses,  records of treatment  and  medication 
ordered  and  given,  entries, X rays,  radiology  interpretations,  and  other 
written,  electronic,  or  graphic  data  prepared,  kept,  made  or  maintained  in 
hospitals  that  pertain  to  hospital  confinements  or  hospital  services  ren- 
dered  to  patients  admitted  to  hospitals  or  receiving  emergency  room  or 
outpatient  care.4 

Regulations 

Closely related to statutory provisions are regulations promulgated by 
executive  agencies. Frequently, statutory provisions delegate certain pow- 
ers to the executive agency responsible for  licensing a health-care facility, 
such as the power to promulgate and enforce rules and regulations gov- 
erning the health-care facility’s  medical records. 

Found  on both the federal and state levels, these regulations vary 
between (1) general statements that a medical  record be maintained; (2) 
broad listings of content requirements; and (3) specific, detailed provisions 
governing content. 



An example of specific  detailed  provisions on the  federal  level  include a 
regulation  promulgated  by  the  Department of Health and  Human Services as 
a Condition of Participation in the  Medicare  program. This regulation  states: 

(b)  Standard:  Content.  The  clinical  record  contains  sufficient  information 
to identify  the  patient  clearly,  to  justify  the  diagnosis(es)  and  treatment, 
and  to  document  the  results  accurately.  All  clinical  records  contain  the 
following  general  categories of data: 

(1) Documented  evidence of the  assessment of the  needs of the  patient, 
of an  appropriate  plan of care,  and of the  care  and  services  provided, 

(2) Identification  data  and  consent  forms, 
(3)  Medical  history, 
(4) Report of physical  examinations, if any, 
(5) Observations  and  progress  notes, 
(6) Reports of treatments  and  clinical  findings,  and 
(7) Discharge  summary  including  final  diagnosis(es)  and  prognosis.5 

In  place of specific regulations, some states have adopted  as their own, 
all  or portions of the requirements of the  Medicare Conditions of Participa- 
tion.6  Finally, at least two states have  adopted the Accreditation Standards 
of the Joint Commission on Accreditation of Healthcare Organizations 
(JCAHO) as the governing  regulation^.^ 

Accrediting S far~dards  
Although accrediting standards do not  have the force of law standing 
alone, they are frequently used to establish the standard of care in negli- 
gence actions against health-care providers. As stated previously, at least 
one  state  has  adopted accrediting standards  as its governing regulations. 
Thus, health-care providers  must pay close attention to these standards of 
accreditation. For further information concerning the standard of care  in 
negligence  actions,  see Chapter 3. 

The primary source for  accrediting standards in health care  is the Joint 
Commission on Accreditation of Healthcare Organizations (JCAHO). 
JCAHO standards require hospitals to maintain medical records for each 
patient  and describe  in particular detail the contents of the medical record? 

l~ s t i t u t ionn l   S tandards  
Where no specific statute or regulation specifically addresses the existence 
or content of a medical record, health-care institutions may wish to create 
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their own  standards or adopt the standards issued by an accrediting 
agency.  These institutional standards  may be either broad statements or 
detailed listings or fall somewhere  in between. They serve as a guide to 
medical record content for that institution. 

Similar  to accrediting standards, institutional standards do not carry 
the force of law. Nevertheless, they are useful to establishing the standard 
of care in a negligence action. And, as indicated in Chapter 3, if the institu- 
tional standards  are higher than the minimally acceptable standard  found 
in a statute or textbook, it is the higher standard against which the institu- 
tion will be measured. 

Professional Guidelines 
In addition to the sources listed previously, allied health professional 
organizations publish guidelines that address the existence and content of 
medical records. For example, the American Health Information Manage- 
ment Association, in conjunction with a number of health-care associa- 
tions, has published a brochure entitled ”Principles of Medical  Record 
Doc~mentation.”~ This brochure is reproduced in the appendix section of 
this book. Similarly, health-care associations publish position statements 
on issues related to medical records. Although these health-care associa- 
tions are not providing legal advice when publishing these guidelines and 
position statements, the documents address sensitive legal issues related 
to  medical records. As such, they assist health information managers to 
ensure accurate and complete medical records. 

Timely and Complete  Medical  Records 

As described earlier, a medical record serves multiple functions and uses. 
It is  axiomatic that a timely and complete medical  record is essential to 
achieving these purposes. 

Authentication and Timeliness 

All entries in the medical record must be authored and authenticated. 
Authorship identifies the health-care provider who  has  made the entry, 
either in writing, by dictation, keyboard, or keyless data entry. Authenti- 
cation confirms the content of the entry, either by written signature, ini- 
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tials, or computer-generated signature code. This confirmation implies 
that the entry as recorded is accurate. 

In some localities, the licensing authority  may consider authentication 
to include the use of a rubber stamp  signature  by the medical  staff member 
the signature represents. In such an instance, the licensing authority  may 
require the health-care institution to maintain in its administrative offices 
a signed statement that the medical  staff member  whose  stamp is involved 
is the only one  who has the  stamp and is the only one authorized to use it. 
Duplication and delegation of the stamp by others would be strictly pro- 
hibited'O and, if allowed, would defeat the concept of verifying the accu- 
racy of the entry in the medical record. 

As an ordinary matter, health-care providers who make an entry in 
the medical record must do so contemporaneously with  the actual occur- 
rence of the event. This need for timeliness is not only critical  to deliver- 
ing quality patient care, it is required  as a condition of both licensing and 
accreditation." 

completeness 

Completeness of a medical  record  is not only a matter addressed by  state 
laws, federal and  state regulations, and accrediting standards, it is a matter 
of common sense.'* Without a complete medical record, the health-care 
provider's ability to render quality patient care and conduct research and 
education is impaired. In addition, the health-care provider's ability  to 
present a defense in a lawsuit is  called into question. 

The impact of an incomplete record on a medical malpractice lawsuit is 
illustrated by Ravenis v .  Detroit General Hosp.13 In Ravenis, two patients who 
received  cornea transplants from a cadaver subsequently developed oph- 
thalmitis and eventually lost their sight. In the lawsuit the patients 
brought against the hospital, the evidence indicated that the results of lab 
tests that had been performed on the deceased and  that revealed an acute 
infection were not made a part of the record at the time the decision to har- 
vest the organs was made. Because the hospital failed to maintain com- 
plete records showing the medical history of the eye donor, the jury found 
the hospital liable  for  medical malpractice. 

Completeness of a medical record is measured against the require- 
ments governing medical  record content examined earlier in this chapter. 
An incomplete record may be discovered during concurrent or postdis- 
charge review by the health information management  department. A 
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health-care provider’s immediate attention to the deficiencies identified in 
such  a review support  a conclusion that the health-care provider is docu- 
menting the actual treatment rendered rather than  making belated entries 
to support a defense in a lawsuit. 

For considerable time, courts have held the opinion that if an event or 
aspect of patient care was not recorded in the medical record, it is appro- 
priate to conclude that it did not occur.  This  is sometimes phrased as: ”If it 
wasn’t charted, it didn’t happen.” The  absence of proper documentation in 
the medical record impacting the health-care provider’s defense in  a negli- 
gence lawsuit is illustrated by Collins u. Westlnke Community 

In Collins, the plaintiff alleged that the nursing staff;s failure to ob- 
serve and record the condition of his leg while it was in a cast culminated 
in amputation of the leg.  The court examined the plaintiff‘s medical 
record and noted that  no entries were made in the nurses’ notes during  a 
critical seven-hour time period, despite  a physician’s order directing the 
nursing staff  to “[wlatch condition of toes.” Testimony by the nurse  on 
duty that a nurse does not always record her observations on  the chart 
every time the patient is checked, and that she usually records only 
abnormal findings did not overcome the inference that no observations 
were actually made of the patient. 

By contrast, the absence of documentation of patient care was over- 
come  in the case of Hurlock ZI. Park Lane  Medical  Center.I5 In Hurlock, the 
attending physician had  ordered the nursing staff  to turn  a paraplegic 
patient every two hours to avoid development of decubitus ulcers.  The 
patient developed decubitus ulcers at multiple sites, which eventually 
contributed to amputation of her leg. 

The  medical  record introduced at trial indicated that the nurses’ notes 
contained only eighteen entries concerning turning the patient. Had the 
order to turn  the patient been complied with and properly documented, 
the patient’s medical record should have included 117 such entries in the 
nurses’ notes. This  absence of documentation allowed the jury to infer  that 
the nurses had not turned the patient as ordered by the physician. The 
jury’s verdict in the patient‘s favor was later overturned on appeal because 
the court determined that the patient had failed  to definitively prove that 
the nurses were negligent. 

Although both cases discussed above resulted in different outcomes, 
they illustrate the necessity  for a complete medical record reflecting the 
patient care rendered, even routine care. 
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Corrections to  the Record 
By the health-care provider 

No matter how careful the health-care provider is, at times, details of 
patient care may be incorrectly recorded. Perhaps the patient information 
is recorded in the wrong patient’s medical record or words  are misspelled. 
When these mistakes occur,  it  is appropriate for the person who  made the 
original entry to make corrections  to  the  record. 

The proper  method to  correct the record is to draw a single line 
through the entry and write  ”error” next to it, along with  the date, time, 
and initials of the person making the correction. The line should be drawn 
so that whatever was written can be read. Under  no circumstances should 
the original entry be obliterated or covered with correction fluid. Where 
appropriate, the reason for the correction should be noted, for example, 
wrong patient record. Finally, only the individual  who  made the mistaken 
entry  should correct the entry. 

A case illustrating the wrong  way to  correct the record is Ahrens u. 
Katz.I6 In Ahrens, a portion of the nurses’ notes had been covered up with 
correction fluid. To determine what  was recorded under the correction 
fluid, the court allowed x-rays  to  be taken of notes in question. Testimony 
at trial indicated that the use of correction fluid to make corrections to the 
record was not in accordance with correct nursing practices. 

A case illustrating the principle that the only individual  who  should 
correct the record  is the one who  made the mistaken entry is Henry by 
Henry v. St.  John’s H 0 ~ p . l ~  In Henry, a child was born with cerebral palsy, 
allegedly because of the use of an inappropriate  amount of anesthetic. At 
trial, it  became  clear that the physician who  had administered the anes- 
thetic had corrected the entries made by a  nurse concerning the amount of 
anesthetic given. The court noted that a physician would not ordinarily 
write on, or correct, nursing notes. Because the physician had altered the 
entry of another health professional, it created an inference that she was 
attempting to  conceal information and  was therefore liable  for  negligence. 

By the  patient 

Although health-care providers typically are the individuals  who discover 
the need to  correct the record, this is not always the case.  For example, the 
patient who has received a copy of her medical record may discover some 
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inaccuracy or incompleteness and may decide to  correct the record  accord- 
ingly.  Such  corrections  by the patient is a matter governed by state law. 

One state statute illustrating the  proper method for the patient to  cor- 
rect the record is that of Washington state. Under Washington law, a 
patient who determines that her record  is inaccurate or incomplete  may 
request in writing that the health-care provider correct or amend  the 
record.IH  The health-care provider  then has a limited time frame in which 
to make the correction or amendment  and inform the patient of the action. 
The procedure to make the correction or amendment involves adding  the 
amending information to the record and marking the challenged entries as 
corrected or amended entries. The  health-care provider  then  must indicate 
where in the record the corrected or amended information is located. 

If the health-care provider refuses  to make the requested correction or 
amendment,  the health-care provider  must inform the patient in writing of 
that decision and of the patient’s right to add a statement of disagreement. 
Upon receipt of a concise statement of the correction  or amendment re- 
quested and the reasons therefor, the health-care provider must file the 
statement as  part of the patient record, mark the challenged entry  as inac- 
curate or incomplete according to the patient, and note where in the record 
the corrected information is  located. 

The  health-care provider who fails  to  comply with these requirements 
may  be  subject  to  liability.  The statute permits the patient to bring a law- 
suit against the health-care provider or facility  for  noncompliance and 
receive actual damages along -:.-ith attorney’s  fees and costs.”  Such poten- 
tial for liability should cause all health information managers to  examine 
their  policies governing patient correction  to the medical  record for com- 
pliance with their own state’s laws. 

Retention Requirements 
Retention of health information has long been influenced by both external 
and internal forces. Certain statutes and regulations  provide specific 
requirements  on record retention. The  ability of a health-care provider  to 
meet the  needs of continuing patient care, education,  and research and 
defend professional liability actions influences how long health  informa- 
tion  will  be retained.  Furthermore,  storage constraints, new technology, 
and fiscal concerns play a role in reaching a decision on this issue. See 
Figure 4-4. 
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Statutory  and  Regulatory  Requirments 

Health-Care  Provider‘s  Ability  to: 
Render  continuing  patient  care 
Conduct  education  and  research 
Defend  a  professional  liability  action 

Storage  Constraints 

New Technology 

I Fiscal  Concerns 

Figure 4-4. Forces  Influencing  Retention of Health  Information 

The health  information  manager  must  be able to  reconcile these forces 
when creating effective record retention policies. For example, should  a 
health information  manager choose a  form of document  imaging  rather 
than retain records in their paper form? If so, what form is cost-effective? 
Or if computerized  patient records are  the norm, when  should  the  health 
information  manager consider transferring these records to an archival 
database? Whatever choice is  made,  that choice should be guided by a 
record retention policy that  addresses legal requirements  in  addition to 
institutional needs. 

Statutes  and  Regulations 

Statutes  on  the  state level and regulations on  both  the  state  and federal lev- 
els address retention requirements. For example, some state  statutes estab- 
lish specific time  frames for which to  retain the medical record following 
the  death or discharge of a  patient.20 These time frames may differ if the 
patient is an  adult or minor or has  a  mental disability.21 

More  often, it is regulations rather than  statutes  that  provide  the  spe- 
cific time frames. On the  federal level, the  Conditions of Participation in 
the Medicare program  require  hospitals  to  maintain medical records for 
the  period of the state’s applicable statute of limitations or, if there is no 
applicable statute, for  five years after discharge.22 
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Finally, statutes of limitation in contract and tort actions also influence 
retention decisions because the ability to defend a lawsuit successfully 
depends in part on the availability of the medical record. An example of 
the unavailability of a medical record to defend a lawsuit is illustrated by 
B o ~ d u  ZI. G u r ~ ~ i c h . ~ ~  In Bondu, Mrs.  Bondu’s husband  died of a heart attack 
during the administration of anesthesia as  part of heart surgery. When she 
sought copies of her husband’s medical record as  part of the evidence to 
support her medical malpractice lawsuit, she discovered that the hospital 
had either lost  or destroyed it. 

In addition to suing the hospital and the physicians for  medical  mal- 
practice,  Mrs. Bondu sued the hospital for negligent loss of records. Not 
only did  the court find that state statutes required the hospital to maintain 
patient records, the court found that state regulations required the hospital 
to maintain medical and surgical treatment notes and reports as  part of the 
content of the medical record. The hospital’s inability to produce the 
records caused a shift in the burden of proof  to the hospital to prove that it 
was not negligent. With this significant change in burden of proof, the 
court let both claims proceed to trial. 

Other External  Forces 

Beyond  these  strictly  legal considerations, other external  forces may guide 
health information managers in developing a retention policy.  For  exam- 
ple, the health information manager may look to professional organizations 
for guidance. Along this line, the American Health Information Manage- 
ment Association recommends a ten-year retention period on  adult patient 
records, measured from the date of the patient’s  last enc0unter.2~ Further- 
more,  AHIMA  recognizes that records of minor patients pose  special  con- 
cerns and therefore recommends retaining records until the patient reaches 
the age of majority plus the statute of limitations period governing medical 
malpractice lawsuits. 

Similarly, the American Hospital Association suggests a ten-year  re- 
tention period for  clinical records, again measured from the date of the 
patient’s last encounter.25 The  AHA’S  policy permits storage of inactive 
records, either in the hospital or off-site if permitted by law or the appro- 
priate licensing body. 

Another external force that should be considered in a retention discus- 
sion is new technology.  In the near future, the push toward a computer- 
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ized patient record  will become a reality. One of the many advantages to a 
computerized patient record is the physical space savings it  offers.  The 
previously discussed factors pertaining to the retention of health informa- 
tion stored in a traditional medial record format should also be considered 
when retaining health information stored in a computerized format. For 
more information concerning computerized health information, review 
Chapter 11. 

Bases  for  Decision 

As this discussion demonstrates, there is no answer to the question of how 
long medical records should be retained. Under the reasoning of the Bondu 
case,  it  is  clear that institutions should strive to retain their records for at 
minimum the period specified under  statute and regulation. Retaining 
medical records beyond that period should be decided based on medical 
and administrative needs, along with fiscal,  technological, and storage 
constraints. 

Record Destruction 
Each institution that retains medical records faces the prospect of destroy- 
ing those records at  some  future  date. When that time arrives, the institu- 
tion should have in place a policy governing destruction. Destruction of 
medical records occurs in either of two instances as outlined in Figure 4-5 
and as described in the following paragraphs. 

Destruction  in  Ordina y Course 

Record  destruction policies should address, at  minimum, the controlling 
statute and/or regulation. These controlling statutes and regulations may 
specify or recommend the method of destruction, for example, shredding, 
burning, or recyclingz6 Some laws may also require the hospital to create 
an abstract of patient data before destroying the patient’s record.27 Other 
state laws may require the facility  to notify the patient or the licensing 
authority before destroying the patient’s record.28 
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I Destruction of Medical Recorda 

In the 
Ordinary  Course 

Due to 
Provider's  Closure 

Figure 4-5. Instances of Destruction of Medical  Records 

No matter  what  method is selected, the  paramount  concern  should  be 
one of keeping  the contents of the record confidential. Institutions  may 
attempt  to  protect this confidentiality by destroying  the records internally 
or by using  a commercial contractor who is subject to  stringent restric- 
tions.  If a commercial contractor is involved, the  institution  should  include 
restrictions in  the  written contract that specify the  method of destruction, 
the  safeguards to be  employed,  the  indemnification  provided  in  the  event 
of an unauthorized disclosure, and the certification procedure  indicating 
that  the records received were  properly  destr0yed.2~ 

Whether destroyed  internally or externally, the  institution  should re- 
tain permanent  evidence of the record's destruction in the ordinary course 
of business. This permanent  evidence  would most likely  be a dated certifi- 
cate indicating destruction of a  particular record. This certificate could 
subsequently  be  used  to  defend  a health-care provider  in  an investigation 
before a  governmental agency or in  a medical malpractice lawsuit  where 
the absence of a medical record is an issue. 

Failure to  retain  a certificate of destruction of medical records  opens 
the health-care provider to a  charge  that an individual record was  de- 
stroyed for suspicious reasons, such  as  to  gain  advantage in a  lawsuit.  Just 
such  a claim was  made  in Curr D. St. PuuZ Fire & Murine Ins.3O In Caw, the 
hospital briefly treated  the  patient  in  the emergency room and then  sent 
him home. Shortly after returning  home  from  the emergency room, the 
patient  died. Because the  hospital  could not  produce  the emergency room 
record upon  request or show  that  it  had  been  destroyed  in  the  ordinary 
course of business, it was accused of destroying  the patient's record con- 
trary to  acceptable hospital practice. This claim went  to  trial  and  the j u r y  
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was allowed to infer that the destroyed record may have shown evidence 
of a medical emergency necessitating further care than  that  provided  by 
the hospital staff. 

As the Carr case illustrates, destruction of records in other than  the ordi- 
nary course of business may result in civil  liability. Criminal liability may 
also apply if the destruction is for the purpose of concealing responsibility 
for a patient’s  illness,  injury, or death.31  Finally, health-care providers 
should not destroy records currently involved in litigation, audits, or inves- 
tigations, even if the retention period would otherwise have ended, 
because of the possibility of civil  or criminal penalties. 

Destruction Due to Closure 

Destruction of the medical record may be necessary after a health-care 
institution closes or a medical  practice dissolves. Health-care providers 
generally are liable  for accidental or incidental disclosure of health infor- 
mation at such a time. 

State laws and regulations vary on  how a health-care provider should 
handle this situation. Some states recommend  that the health-care pro- 
vider transfer medical records to another health-care provider while other 
states recommend delivery of medical records to the state licensing 
authority for  storage.32  Some states require the health-care provider to 
notify the appropriate licensing authority before taking action.33 

Additionally, if the health-care provider offered  alcohol and/or  drug 
abuse services, the health information manager should examine federal 
regulations governing these areas to determine how to proceed. These reg- 
ulations require health-care providers to obtain the patient’s written 
authorization before transferring records to an acquiring program or any 
other program named in the authorization. If transfer has not been autho- 
rized and records must be retained for a period specified  by law, the 
records must be placed in a sealed envelope or other container and labeled 
as follows: 

Record of [insert  name of program]  required  to  be  maintained  under 
[insert  citation  to  statute,  regulation,  court  order  or  other  legal  authority 
requiring  that  records  be  kept]  until a date  not  later  than  [insert  appropri- 
ate  dateIM 
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These sealed records must  be held confidential under the  procedures  out- 
lined in the regulations until  the  end of the retention period. At that time, 
the records may be destroyed.  Further  information concerning the special 
handling of alcohol/drug  abuse records is in Chapter 9. 

Conclusion 
The  legal requirements  governing the content, retention, and destruction 
of health  information most closely resemble a  patchwork  quilt:  a variety of 
federal and  state  laws  and regulations address issues central to these 
health information matters. No one reliable scheme exists that  addresses 
the issues contained  in this chapter. 

Until one  such scheme exists, health information  managers  must 
review and  understand those legal requirements  that  apply to their partic- 
ular situation. A review of the legal requirements  should  begin  with  the 
applicable statutes  and regulations. The review should also include quasi- 
legal requirements  such as accrediting and institutional  standards and 
professional guidelines. Health  information  managers  must  then incorpo- 
rate these legal and quasi-legal requirements  into policy, balancing these 
factors against the functions and  uses of health  information and very prac- 
tical  concerns, such  as  storage constraints. Striking such  a balance should 
lead to policies that  are  not only legally sound  but realistic and practical. 

Case Study 

Y ou are  the director of health  information at  a large  medical  center that offers 
inpatient,  outpatient,  and  emergency  care a t  several sites in one state. Your 
medical  center has announced that it will acquire a facility  offering  similar ser- . .  . I .  . . . "I I I ..- . ~ ~ - e -  ~. LI" "A vlces In a nelgnt3onng state. I ne  laws  ana  regularlons  governmg me retention anu 

destruction of  medical  records  differ  between  these states. Discuss how the lack of a 
consistent set of laws  and  regulations  on  these two matters  impacts  the institution 
you serve  and outline  the steps you will take to deal with the  situation. 
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Chapter 5 

Access to  Health 
Information 

Learning Objectives 
After reading this  chapter,  the learner should be  able to: 

1. Describe the continuum through which questions of health 

2. List the common elements of a valid release of information form. 
3. Explain who is granted authority to  release health information. 
4. Describe the different methods employed to  disclose health 

5. Explain the purpose of a redisclosure statement. 
6. Compare and contrast the rights of access of patients and third parties 

to  patient-specific health information. 
7. Explain the concept of reasonable fees and the challenges made to this 

concept. 
8. Explain the role that institutional review boards play in the access  by 

researchers to health information involving human subjects. 
9. Describe the reasons and  mechanism for reporting public health 

threats. 
10. Compare the judicial approach with the legislative approach for 

information ownership have passed. 

information. 

access to adoption records. 
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Key  Concepts 
Adoption records 
Continuum of ownership 
Disclosure of information 

Institutional review board (IRB) 
Public health threats 
Reasonable  fees 

Introduction 
Access  to  patient-specific health information is a complex issue governed 
by  a variety of legal rules. Health-care providers  are charged under the 
law with the obligation to maintain patient-specific health information in  a 
confidential manner. At the same time, health-care providers are charged 
with the obligation to allow third parties and patients access to patient- 
specific health information, if appropriately requested. Understanding the 
balance between these obligations is essential to the health-care provider’s 
practice and compliance with the laws governing access. 

The law particularly targets disclosure of patient-specific health infor- 
mation that is deemed confidential. Confidential information is distin- 
guished from nonconfidential information by  the fact that  the information 
is made available by the patient to the health-care provider during the 
course of their confidential relationship. By contrast, nonconfidential in- 
formation is generally considered information that is a matter of common 
knowledge, with  no restrictions requested by  the patient. For purposes of 
this chapter, references  to  patient-specific health information are to confi- 
dential information. 

Questions of access to  and disclosure of patient-specific  information 
frequently  arise in  the  health-care  context. For that  reason,  the  learner 
must  understand  the legal principles  governing ownership  and disclo- 
sure of health  information, how disclosure  principles  differ with 
respect to who seeks access to health  information, and  when disclosure 
of health  information is mandated by  law.  With  that  knowledge  and 
understanding,  the  learner can develop  and  implement policies and 
procedures  addressing access and disclosure of patient-specific infor- 
mation. 
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Ownership of Health  Information 
Who really owns health information? Is  it the patient, the health-care 
provider, or both? Or can health information be owned, as opposed to 
owning the medium in which information is stored, for example, the med- 
ical record? At this time, the state of the law is in transition, providing no 
certain answer to questions of ownership of health information and the 
media in which it is stored. To understand  why generalizations exist 
rather than  hard  and fast  rules, the continuum through which ownership 
questions have passed must be understood. 

Traditionally, the law has focused on the medium used: the paper- 
based medical record. Under the traditional approach, the medical record 
was considered the sole property of the health-care provider and patient- 
specific health information was not considered separate from the medium 
used. Decisions on whether to allow access to the medical record fell 
within the sole province of the health-care provider. The health-care pro- 
vider reached decisions on access through the guidance of the provider’s 
professional association. If the association’s recommendation was to pro- 
hibit access  to the patient and the health-care provider did not believe 0th- 
envise, so be it. 

As privacy rights were established and defined by courts and as con- 
sumer awareness blossomed, the concept developed of the patient pos- 
sessing a right to his own health information contained in the medical 
record. Although not always clearly defined and still focusing on the 
medium used, the patient’s right of access  to the medical record and  the 
health information contained therein could not be ignored by the health- 
care provider. 

The trend of the future is away from  focusing on the medium used and 
toward the protection of health information itself. This future trend places 
health information in a trust capacity, with the health-care provider acting 
as trustee for the patient’s  benefit  to  create,  receive, and protect patient-spe 
cific health information. A bill promoting this view has been introduced 
into Congress as  part of the federal government’s  efforts on health-care 
reform.’ 

Currently, the state of the law is such that answers to questions of 
ownership of health information fall somewhere in the middle of this con- 
tinuum. See Figure 5-1. Unfortunately, a specific spot  on the continuum 
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Traditional Vlew Modern Vlew Future View 

owns  medical  record e provider  owns the e in trust  by  health-care 
Health-care  provider  While  health-care  Health information held 

medical record, patient provider  for the benefit 
possesses right of access of  the patient 

ffgure 5-7. Ownership of Health  Information: A Continuum 

cannot be  pinpointed  because this matter  is  currently  governed by state 
law, not federal law, and variances between  state  law exist. 

One general rule of ownership may be  stated,  however,  which is 
accepted in  virtually  all of the United States: the medical record, as  a 
medium,  is  owned by the health-care provider, with  the  patient  possessing 
a limited property  interest in the  health  information  contained therein. 
This general rule is established in some  states by statutes: in other states 
by licensing regulations? and in still other  states by  judicial  decisions: 
When determining  ownership issues in any particular  situation,  the  health 
information  manager  must be conscious of this rule and review state  law 
for guidance,  including  regulations  governing specialized patient records. 

Access by or on Behalf of the  Patient 
Questions of access  to health  information  by  the  patient or by  third  parties, 
on behalf of the  patient  are  governed by a complex web of laws and regu- 
lations. To navigate through this web, the  learner  must  first understand 
the general principle of disclosure of information. From there, the learner 
must  understand the differences the  law makes between access by the 
patient and access by third parties. 

General  Principles of Disclosure of Information 

From the general ownership  rule  addressed above flows  two  additional 
principles: (1) records  remain  within  the provider’s control and safe- 
keeping and may only be removed  in  accordance with a  court  order or 
subpoena; and (2) the  provider  may  not disclose or withhold  health in- 
formation  at will.  Removal of records from  the provider’s control is 
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addressed in Chapter 7; the disclosure or withholding of information is 
addressed in this chapter. 

Before any health-care provider or institution may disclose patient- 
specific health information, the law requires the express consent of the 
patient. Such express consent must be in writing, or where state law per- 
mits, via computer. Commonly referred to as the process for authorizing 
release of information, a valid release of information form provides health- 
care providers and institutions with the authority to disclose patient-spe- 
cific health information to persons not otherwise authorized to  receive this 
information. 

The minimum elements that must be present to constitute a valid  release 
of information form is a matter governed by state law. Health-care 
providers may also be guided by professional guidelines, such as that of 
the American Health Information Management Ass~ciation.~ Common 
elements of a valid release include the patient’s name, the provider or 
institution directed to  release the information, a description of the infor- 
mation to  be released, the identity of the party to  receive the information, 
the language authorizing the release, the signature of the patient or autho- 
rized individual, and the time period for which the authorization remains 
valid6 (see Figure 5-2). State  law may add other elements, such as specify- 
ing on the form the reasons or purpose for disclosure or an indication that 
the authorization is  subject  to revocation. 

Who may  grant  authority to  release health information is also a matter 
governed by state law and regulation. Generally, the authority to  release 

1. Patient name/identifying  information 
2. Addressed to the  provider  or institution who is directed to release  the infor- 

3. Description of the  information to be  released 
4. Identity of the  party to be furnished  the  information 
5. Language  authorizing  release  of information 
6. Signature  of patient or  authorized  individual 
7. Time  period  for  which release remains  valid 

mation 

Figure 5-2. Common  Elements  of a Valid Release of  Health Information Form 



information rests with (1) the patient, if the patient is a competent adult or 
emancipated minor; (2) a legal guardian or parent  on behalf of a minor 
child;  or (3) the executor or administrator of an estate if the patient is 
de~eased .~  

The question of whether  one is an emancipated minor is answered by 
the requirements of each state's laws and/or regulations. Common condi- 
tions of emancipation include evidence that the minor is married, on active 
duty with the U.S. Armed Forces, self-supporting and living away from 
home, or unmarried  and pregnant.8 Where the patient has been declared 
incompetent by a court of law or  is otherwise unable to authorize disclo- 
sure (e.g., due to  coma  or  critical condition), state law will provide the 
order of individuals  who may serve to authorize disclosure. 

Finally, the method of disclosure must be addressed. As a general mat- 
ter, state law or regulation does not specify the method of disclosure. 
Rather,  professional guidelines and institutional practices and  procedures 
govern. The disclosure of health information is most frequently handled 
by  mail, but may also  be  accomplished through electronic transmittal, fac- 
simile  machine,  or  by telephone where the mail method will not meet the 
need for urgent patient care. If handled in any of the latter three ways, the 
health information manager should consider instituting additional safe- 
guarding procedures. These safeguards could include encrypting data if 
public channels are used for  electronic transmittal, creating documenta- 
tion requirements for telephone disclosures, and following the guidelines 
of professional  associations  for  faxing health information.' 

One  additional safeguard mandated in  certain states is the inclusion  of 
a redisclosure  notice with  the information sent."'  This  redisclosure  notice 
is a statement placing the recipient  on  notice that the information received 
may  be used only for the stated purpose, that the recipient is barred from 
redisclosing the information to third parties without the patient's autho- 
rization, and that the information should be destroyed after the stated  pur- 
pose  is fulfilled. The  inclusion of a redisclosure  notice  is mandated by the 
federal government when information relating to  alcohol or drug abuse 
patients is  released." 

By the Patient 

Although it may seem a somewhat elementary concept that the health 
information contained  in the medical  record  belongs  to the patient, and 



therefore the patient  has a right to review and copy that information, that 
concept has  not been translated into a legal right in  all  fifty states. The 
extent of the patient’s access to his own health information is similar to the 
continuum of ownership issue: ranging from those states  that do not 
address  patient access at all or allow the health-care provider to determine 
the extent of access12 to those that specifically grant  patients access to their 
health records.I3  Because  each  state’s law varies, health information man- 
agers  developing policies on release of information directly to the patient 
must review the applicable state law, particularly if the policy  is to be 
developed for a hospital system  spanning  more  than one state. 

Patients receiving  care from health-care facilities operated by the fed- 
eral government,  such  as Veterans Administration hospitals, have greater 
rights of access. The Federal Privacy  Act governs  patient care  in those 
facilities and permits the patient the right of access to his own health infor- 
mation, to have a copy made of all or  part of his record, and to  correct  or 
amend  the record.I4  Unlike some federal statutes, the rights listed in  the 
Federal  Privacy Act are limited to  facilities operated by the federal govern- 
ment  and do not  apply to health-care facilities that receive federal funds, 
such as Medicare reimbursement. 

Although  patients  have  gained greater rights of access to their health 
information, the rights of access are  not absolute. Under certain circum- 
stances, the health-care provider may  be  justified  in withholding access to 
health information from the patient. For example, if the health-care pro- 
vider  determines  that the release of information will have a detrimental 
effect on the patient, the health-care provider may withhold the informa- 
tion from the patient, but may be required to provide it to a third  party 
authorized by the patient.Is Where withholding of health information is 
justified,  it frequently occurs  in the context of mental health treatment. 

To Third Parties 

As  seen previously, a simple concept such  as the patient being able to 
access his own health information does  not translate into a legal right in 
every state. By contrast, third  parties who may be perfect strangers to the 
patient  have a right of access to the patient’s health information, provided 
the  patient  has completed a valid  release of information in their favor. And 
in certain instances, the  third  party may be able to access the information 
without  patient  authorization. 
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The extent of access and the need for patient authorization is defined 
by the identity of the third party seeking access.  For example, if the third 
party seeking access  is the patient’s attorney or insurance company, the 
health-care provider may disclose patient-specific health information only 
with the patient’s authorization. Similarly, patient authorization is gener- 
ally  necessary before disclosure may be made to a federal, state, or local 
government agency. 

If the  patient’s  employer  seeks  access, the patient’s authorization is re- 
quired, unless a workers’  compensation  claim  is  involved.  Where  workers’ 
compensation  claims are involved, state law may provide the  employer with 
a right of access  to the information without the  patient’s  authorization.16 

Another example of a third party requiring patient authorization is a 
member of the patient’ family. Although the family member  may believe 
he possesses a right of access to the patient’s health information by virtue 
of the family relationship, that is not the case under  the law. Only with a 
valid release of information form may the family member legitimately 
gain access  to the patient’s health inf~rmation.’~ An  exception  to this rule 
is where the family member has been appointed the patient’s attorney in 
fact under a durable  power of attorney for health care. In such an instance, 
the law generally allows the family member as attorney in fact  to  review 
the patient’s medical record.ls 

As indicated earlier, some third parties may be provided access to 
patient-specific health information without first obtaining the patient’s 
authorization. For  example, health-care practitioners within the provider 
institution may be granted access on a need-to-know basis  to perform their 
jobs with the patient. Similarly, surveyors with accrediting and licensing 
agencies may be granted access  to the extent necessary  to assure compli- 
ance with standards or regulations for health information management. 

Reasonable Fees 

With the increasing demand for  access  to health information, the cost  to 
the health-care provider to respond to such requests has increased propor- 
tionally, both in terms of materials used and employee time and labor. For- 
tunately, the law recognizes that the health-care provider should not bear 
these  costs free of charge to those requesting information access.  State law 
generally permits the health-care provider to charge a reasonable fee  for 
reproduction of the record.19 
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The question regarding  what is considered a reasonable fee has been 
flourishing as  a matter of dispute. As health-care providers  have 
increased reproduction charges or utilized correspondence services who 
set their own rates, the recipients of these charges have questioned 
whether the charge made is reasonable. Recipients have challenged 
“excessive” charges through  two  main approaches: filing lawsuits alleging 
that the charge was beyond the provider’s actual costs or seeking legisla- 
tive reform setting a price per page or price cap for reproduction. Both 
approaches have achieved mixed results, with more success achieved with 
legislation.20 

The increase in challenges to reasonable fees for reproduction has 
emerged as a trend throughout the United States. Health information 
managers involved with the process of releasing information should seri- 
ously review their policies and practices to determine whether the fee 
charged is reasonable or falls within the limits set by  statute or case law. 

Access by the Researcher 
Central to the rapid advancement of health care is the role of medical 
research. Medical  research studies have measured the impact, effective- 
ness, quality, outcome, and costs of occupational hazards, new  pharma- 
ceuticals, and  the treatment methods of chronic diseases and infectious 
illnesses.  The results of this research have led  to improved understanding 
and improved possibilities for the management and prevention of disease 
and disability. 

Considerable medical research involves the study of individuals rather 
than the study of medical records for epidemiological purposes alone. As 
such, these studies  are concurrent or prospective in nature,  as  opposed to 
retrospective. 

Because human subjects are involved, confidentiality of patient infor- 
mation becomes  critical. At the same time, the success of research depends 
in large measure on the access  to health information about these subjects. 
The  balance that  must be struck between these two competing interests 
has been answered on the federal level through the Department of Health 
and  Human Services and the Food and Drug Administration (FDA), 
which promulgate regulations governing the participation of human sub- 
jects in clinical investigations. The Department of Health and  Human Ser- 
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vices supervises  investigators who receive federal funds for research; 
the FDA supervises clinical trials of pharmaceuticals and related medical 
devices. 

The regulations promulgated by  each  agency require investigators to 
obtain the approval of an  institutional review board (IRB) before involv- 
ing a  human subject.21  Typically  associated with  a university, the IRB is a 
group formally designated by an institution to safeguard the rights and 
welfare of human subjects by reviewing, approving, and monitoring 
medical research. As part of the safeguards, the IRB requires the investiga- 
tor to submit the research plan and informed consent form to the IRB for 
approval. The research plan  must  address,  among other issues, how confi- 
dentiality will be maintained, the methods of recruiting subjects and 
obtaining the subject’s informed consent.** Confidentiality protections 
often include maintaining research data in a locked storage area and iden- 
tifying the patient in published articles by number or pseudonym only. 

Any health information manager  whose institution is involved with 
medical research involving human subjects should  ensure  that all requests 
for  access to health information from investigators have the prior approval 
of the IRB. A request for  access  to patient-specific health information for 
research purposes that has not been previously approved, either by an IRB 
if human subjects are involved or by  a medical record committee if a retro- 
spective review is  called  for, must be treated with great care. Unless 
patient consent has been given or patient identifying information has been 
removed or concealed, the health information manager should not grant 
the researcher access  to the information sought. Furthermore, the health 
information manager should consider including, with any information 
released, a written statement prohibiting redisclosure without the institu- 
tion’s prior consent. 

Access  Pursuant  to  Reporting  Laws 
Access  to  patient-specific health information may also be  necessary  to  safe- 
guard the public’s health. In order to prevent and lessen the occurrence of 
threats to public health, such as communicable diseases, virtually all states 
require, either by  statute  or regulation, the reporting of certain patient-spe- 
cific health information. Because  local health-care providers and institu- 
tions are in a position to observe patients posing public  health threats, 
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they are  the most  logical ones to initiate the chain of events that lead to 
control and prevention of these threats. For that reason, the law places a 
burden on health-care providers and institutions to report public health 
threats. 

Public health threats can encompass a wide variety of health-care  prob- 
lems, depending on a particular state’s definition of public health threat. 
Common public health threats include communicable diseases (such as 
venereal diseases and child abuse,24 injuries caused by deadly 

fetal deaths,26 and cancer.27  Each state’s law details its report- 
ing requirements, including a listing of threats that  must be reported, time 
frames within which to report the threat, and whether or not to disclose 
patient identity. 

In practice, the health-care provider or institution reports these threats 
to the state’s department of health or like  agency, which collates the data 
and determines what action should be taken. Where injuries by  deadly 
weapons  are concerned, the health-care provider or institution reports the 
incident to  law enforcement personnel. Aggregate state  data concerning 
communicable diseases are  in  turn gathered by the U.S. Public Health Ser- 
vice, which collates and assesses the data on a national level. Working 
through the Centers for  Disease Control, the Public Health Service pub- 
lishes this information in the Morbidity and Mortality  Weekly Report. 

Every health information manager working with a health-care pro- 
vider or institution who deals with public health threats must determine 
what  mechanism is in place to report these threats. Failure of the health- 
care provider or institution to report public health threats may be an 
infraction of the law. The health information manager may wish to audit 
the patient’s medical record for the date and time that the health-care 
provider reported the threat, to determine if the reporting mechanism 
works properly. 

Access  to  Adoption  Records 
In virtually every state, adoption records are considered confidential and 
disclosure of the information contained in  them  may only be made  pur- 
suant to legal procedures. At the core of the access  to adoption records 
issue are two competing interests: (1) the interests of the biological par- 
ent(s)  in placing a child for adoption, often with the promise of confiden- 
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tiality; and (2) the  interests of the  adoptee for  genetic information and to 
satisfy curiosity about his or her  natural  identity. These competing  inter- 
ests have  clashed in recent years as more  and more adoptees  have  sought 
access to  their  adoption records, including  birth records (see Figure 5-3). 

The law  governing access  to adoption records is a mix of both judicial 
decision and statute. For decades,  courts  have  considered  the  requests of 
adoptees for  access to  their  adoption  records as potential  impediments  to 
the  adoption  process  and so have  discouraged  granting access. Courts 
have erected barriers  to access, such  as  requiring  the  adoptee  to establish 
good  cause for  access and imposing notice and  hearing requirements. 
Examples of good  cause  are specific with each court case and may include 
the  need for  genetic information to solve a medical condition or psycho- 
logical traumaF8 Notice and  hearing  requirements may include (1) con- 
ducting  a  search  to  determine if the biological parent(s)  consents  to  the 
release of information; and (2) conducting  a  hearing  to  balance  the  inter- 
ests of all ~ar t ies .2~ 

Because the  barriers erected by courts  are  sometimes  burdensome and 
difficult to overcome, adoptees  have focused on  state legislatures to obtain 
legal access to  their  adoption records. In some cases, legislatures have 
responded by easing  the  standards for  access, either by creating voluntary 
adoption registry services30 or by permitting independent searches for  bio- 
logical parents  to solicit their  consent for a meeting.31 In the majority of 
states, the  law still requires  the  adoptee  to  obtain  a  court  order  before per- 
mitting the health-care provider or institution  to disclose identifymg  infor- 
mation  without  the  consent of the biological parent. 

As a  matter of practice, each health  information  manager  should  deter- 
mine what  laws  apply  to  adoptees  in their particular  state  and, in consul- 
tation with counsel, develop policies and  procedures  to  address disclosure 

Interests  of Interests of adoptee  for 
biological  parents in genetic  information 

placing  child  for  adoption and to satisfy  curiosity 

Ffgure 5-3. Access  to  Adoption  Records: Clash of Competing  Interests 



Access to Health  Information 95 

requests. If and  when  the  health  information  manager receives a  request 
by  an  adoptee for information  relating  to his biological parents, he will be 
better prepared to handle the request. As a general matter, where  state  law 
bars disclosure of the  information sought, the health information  manager 
is advised  to refuse the  request and refer the  adoptee to the agency that 
handled  the  adoption  or  the  appropriate  court  having jurisdiction over 
adoption proceedings. Where the request is accompanied by claims of an 
emergency nature,  the health information  manager  should consult with 
counsel to determine  how to assist the  court  in  considering  the request, or 
whether  to  provide  summary  information  from  the record that  does  not 
include  patient identification. 

Conclusion 
Because the  proper disclosure of health  information is governed  by 
complex legal requirements,  requests for  access to patient-specific health 
information  should  only be handled by those with  proper  training  and 
supervision. Health  information  managers responsible for disclosure of 
health  information  must  develop,  implement, and periodically revise 
training  programs  that  incorporate  the  governing legal requirements. Such 
programs  should  address  the principles raised in this chapter, particularly 
the differences the  law  makes  between  the categories of individuals seek- 
ing access  to health information. 

Case Study 

Y ou  are the  director of health  information  services at a tertiary-care  hospital. You 
and the  director of emergency  room  services are jointly  responsible for report- 
ing instances of communicable  disease, child abuse, and cancer  to  the  appro- 

priate  state  authority. You  have  just completed an audit of your  institution's 
reporting  mechanism and discovered that  the  reporting  requirements  are  not con- 
sistently  met.  The  audit  could  not  definitively  establish  whether  the  reporting  never 
occurred  or  occurred but was not  documented in the  patient's  medical  record, Dis- 
cuss what  legal  issues  are  present and what approach(es) you should take to resolve 
this problem. 
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Chapter 6 

Confidentiality and 
Informed  Consent 

Learning  Objectives 
After  reading  this  chapter, the leartzer should be able to: 

1. Explain the  interrelationship  between confidentialit] q and priv acy. 
2. Identify and discuss  the  three  sources of law  on  which  the  right of 

3. Compare  and  contrast  open record statutes  and privacy statutes. 
4. Explain the  use and application of the physician-patient privilege. 
5. Trace the historical development of the  informed consent doctrine. 
6. Discuss the concept of substituted consent, generally, and its 

application to minor  patients. 
7. Define the  term advmzce directive. 
8. List the obligations placed on health-care providers by the Patient 

9. Distinguish  between living wills and  durable  powers of attorney for 

10. Discuss the legal protections afforded to health-care  providers  when 

11. Compare  and  contrast  the professional disclosure standard  and  the 

privacy is based. 

Self-Determination Act. 

health care. 

treating  patients  in  an  emergency  situation. 

reasonable patient standard. 
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Key  Concepts 
Advance directives 
Confidentiality 
Durable powers of attorney 
Informed consent 
Living wills 
Open record statutes 

Physician-patient privileges 
Privacy 
Professional disclosure standard 
Reasonable patient standard 
Substituted consent 

Introduction 
One striking development in the delivery of health care during the twenti- 
eth century has concerned confidentiality. From its origin in professional 
practice  to its development into legal protections, the concept of confi- 
dentiality has served to protect patient-specific health information from 
disclosure. Not only have those involved with direct patient care served to 
protect health information, but health information managers have assumed 
responsibility  for protecting confidential  patient-specific health informa- 
tion.  Actions  by both groups to maintain confidentiality have become 
increasingly  difficult, as demands for  patient-specific information increase. 

Demands for information arise not only from third-party payors and 
governmental entities, but also from patients themselves when deciding to 
consent to or forgo treatment. This demand for information has initiated a 
significant development in the relationship between law and medicine: the 
doctrine of informed  consent. 

To understand the responsibilities that confidentiality and informed 
consent place on health-care providers, the learner must first understand 
the historical development of each concept. From there, this chapter then 
examines the legal bases for confidentiality and the scope of the informed 
consent doctrine. 

Confidentiality 
When addressing issues of confidentiality of patient-specific health infor- 
mation, the focus rests on the relationship between the patient and the 
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Figure 6-1. The  Health-Care  Provider-Patient  Relationship 

health-care  provider.  Through  this  relationship,  the  patient  provides  to  the 
health-care  provider  information  that  will  assist  her  in  diagnosing and 
treating  the  patient’s  symptoms. This dialogue  between  the  patient and 
health-care  provider  is  beneficial in two respects: the health-care  provider 
gathers the data needed  to  make  informed  diagnoses and treatment  deci- 
sions,  and the patient  provides  the  necessary  information  without  fear  that 
it  will be disseminated  beyond  the  health-care  provider. (See Figure 6-1.) 

The  obligation of health-care  providers  to  maintain  patient  informa- 
tion in a  confidential  manner  is as old as medicine  itself.  The  Oath of Hip- 
pocrates,  written  centuries  ago,  states:  ”What I may  see  or  hear  in  the 
course of the  treatment  or  even  outside  the  treatment  in  regard  to  the  life 
of men,  which  on  no  account  one  must  noise  abroad, I will  keep  to  myself 
holding  such  things  shameful  to  be  spoken  about.”’ The  Hippocratic  Oath 
has served as the  foundation of the  current  medical  professions’  guidelines 
on the confidentiality of health  information?  (See  Figure 6-2.) 
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I swear  by  Apollo  Physician  and  Asclepias  and  Hygieia  and  Panaceia  and all the 
gods  and  goddesses,  making them  my witness, that I will fulfill according to my 
ability  and  judgment  this  oath  and  this  covenant: 

I will apply  dietetic measures for  the  benefit of  the  sick according to my  ability 
and judgment; I will keep them  from  harm  and  injustice. 

I will neither  give a deadly drug to anybody  if  asked for it, nor will I make a sug- 
gestion to this effect. Similarly, I will not give to a woman  an  abortive  remedy. In 
purity and  holiness I will guard my life  and art. 

I will not use the knife, not even  on  sufferers from stone, but will withdraw in 
favor  of  such  men as are engaged in this  work. 

Whatever  houses I may visit, I will come for  the  benefit of  the sick, remaining free 
of all intentional injustices,  of  all  mischief  and in particular of  sexual  relations with 
both female  and  male  persons,  be  they  free  or slaves. 

What I may see or  hear in the course  of  the  treatment  or  even  outside  of  the 
treatment in regard to the  life of  men, in which  on  no  account one  must  noise 
abroad, I will keep to myself holding such things  shameful to be  spoken about. 

If I fulfill this  oath  and  do not violate it, may it be granted to me to enjoy  life  and 
art, being  honored with fame  among all men for all time to come; if I transgress 
it and  swear  falsely,  may  the  opposite  of all this  be  my lot. 

Figure 6-2. Hippocratic  Oath 

With the development of the health-care industry  in  the past century, 
particularly the significant changes in medical  technology, the growth of 
government participation in health care, and  the emergence of the central 
role of third-party payors, the amount  and type of available patient-spe- 
cific health information has greatly expanded. In light of these develop- 
ments, society has recognized the need for more than professionalism to 
protect patient-specific health information. Thus, a complex web has 
arisen of legal protections for  patient-specific health information. 

As a general matter, the underpinning to  legal protections for patient- 
specific health information is the patient’s right to privacy. This right to 
privacy is sometimes referred to as the right to be let alone and other times 
as the right to control personal information, depending on the source of 
law upon which the right is based. The foundation for rights to privacy are 
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~~ 

Figwe 6-3. Foundation for the Rights to Privacy 

the following  sources of law:  constitutional  provisions, statutory provi- 
sions, and common  law  provisions,  as  illustrated in Figure 6- 3. 

Constitutional  Basis 

Any  analysis of constitutional  protections  must  begin  with  the  constitution 
of the U.S. government.  While  the  right  to  privacy  is  not  explicitly  listed in 
the U.S. Constitution,  the U.S. Supreme  Court  has  held  that  a  fundamental 
right  to  privacy  exists.  Although  the  scope of the  privacy  right  has  never 
been  clearly  defined  by the Supreme  Court,  the  Court has applied  it in the 
context of health  information. 

In Whalen v. Roe: the  Supreme  Court  examined the right  to  privacy in 
the  context of New  York  State's  effort  to  collect a  computerized  database 
concerning the use of certain drugs labeled as dangerous and likely  to  be 
abused.  Under  New York law,  physicians'were  required  to  report  to the 
state department of health  the  patient's  name,  age, and address,  the  names 
of the  pharmacy and physician, and the dosage of the drug if one of the 
listed drugs was  prescribed. 

Several groups representing  patients  who had received  the  prescrip- 
tions and two  physicians'  associations  challenged  the  law  on grounds that 
it  invaded  the  patients'  privacy. In determining  whether the reporting  re- 
quirements  amounted  to  a  constitutional  violation of the  right  to  privacy, 
the  Court  applied  a  two-prong  analysis  relating  to  the  patient's  interests: 
(1) a  nondisclosure prong that  recognized  the  individual's  interest in 
avoiding  disclosure of personal  matters; and (2) an  individual  autonomy 
prong that  recognized  the  individual's  interest in independent decision 
making.  The  Court  recognized  that  both  patient  interests  existed and then 
balanced  these  interests  against the state's  interest in deterring drug abuse 



and the  safeguards  implemented to protect  the  information  from  subse- 
quent  disclosure.  On balance, the  Court  concluded  that  the public's need 
for information  outweighed  the  individual's privacy interests. 

While specific to the facts of the case, the kV/Zfllell decision is significant 
for the fact that  the  Supreme  Court recognized in it a right to informational 
privacy. The contours of this  new  right  have  never  been fully explained, 
however, and  are subject to further definition on the federal level. This 
right to privacy has also been recognized on  the  state level, with  some 
states  providing  more explicit constitutional privacy protections  than  that 
of the  federal  government." 

Statuto y Basis 

On  both  the  federal  and  state levels, the  right to privacy has been recog- 
nized by the respective legislatures. The statutes  created focus on the type 
of records  involved,  the limits placed on  the  use of the  protected records, 
and  whether  the  government or the  private sector is involved. 

Central to the  federal  government's efforts have been the  Freedom of 
Information Act (FOIA)5 and the Privacy Act of 1974.6 Both laws  apply to 
governmental  record-keeping activities and  do not focus on the activities 
of the  private sector. The FOIA encourages access to government records 
and  mandates  disclosure  upon  request,  absent  an exception listed in the 
statute. By contrast,  the Privacy Act presumes  that certain information is 
confidential and may not be disclosed unless  there is written consent of the 
individual. 

In the health-care arena, these provisions come into play in the context of 
data held by the Social Security Administration (SSA) and the Department 
of Health and  Human Services (HHS). Both executive branch agencies re- 
lease information held by them for purposes of research and statistical stud- 
ies. When releasing these data,  the agencies abide by the  statutory 
provisions listed above, including removing patient-identifying data. 

Additional federal statutory confidentiality protections include the lim- 
ited disclosure  provisions  governing drug  and alcohol abuse  treatment 
and  participation in the Medicaid p r ~ g r a m . ~  These protections  apply to 
health-care providers in the  private sector who accept federal funds. For 



more  information concerning restrictions on drug and alcohol abuse treat- 
ment  programs, see Chapter 9. 

Sfn te Levcl 

Confidentiality protections  on the state level fall into  three categories: 
open record statutes, privacy statutes, and physician-patient privileges 
statutes.  Open record statutes generally apply to records  held by a state 
agency and correspond  with  the  principles of FOIA: a  presumption of 
disclosure  absent a statutory  exemption.x Privacy statutes generally corre- 
spond  with  the principles of the Privacy Act: a  presumption of confiden- 
tiality, which may be rebutted  with  evidence of patient consent to disclose 
information.' 

The physician-patient privilege applies to the  introduction of evidence 
at trial and is used to prevent  the forced disclosure or testimony about 
information  obtained by the health-care provider during the  course of 
treatment. The privilege exists to encourage  the patient's disclosure of rel- 
evant  information  to  the  health-care  provider, no matter if that  informa- 
tion is of an  embarrassing  or  humiliating nature.'') The privilege applies to 
both  the  governmental  and  private  sectors and is generally held to rest 
with  the  patient,  but may be asserted  on  the  patient's  behalf by the  health- 
care provider to prevent forced disclosure. 

Common Law Basis 

Common law protections of health information essentially recognize the 
individual's right to bring  a  lawsuit for damages or injunctive relief against 
one  who inappropriately obtains, discloses or uses patient-specific health 
information. Examples of lawsuits of this type  include actions for invasion 
of privacy, defamation, and breach of contract. Each of these lawsuits is 
described in  detail  in  Chapter 3. 

Informed Consent 
Among  the most significant developments in the  relationship  between  law 
and medicine in  the  twentieth  century is the  doctrine of informed consent. 
From its  origins  in  the  right of privacy, this doctrine  has  developed  into an 
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integral part of the health-care provider-patient relationship. It has also 
served as the basis for federal regulations governing research involving 
human subjects and is reflected in consent forms used by health-care 
providers before treatment is rendered. 

Historical  Development 

Where the issue of consent originally came into play, courts in the early 
1900s applied the theory of battery to lawsuits brought against health-care 
providers." AS discussed in more detail in Chapter 3, battery constitutes 
the unauthorized touching of another. Initially, when a hea1th-car-e pro- 
vider did not obtain the patient's consent before treating the patient, and 
subsequently the health-care provider touched the patient without autho- 
rization, the health-care provider was liable for battery. 

As the century progressed, the focus of lawsuits addressing the con- 
sent issue changed. No longer was the question whether the patient had 
consented to treatment; rather, the question became whether the patient 
truly understood the nature  and effects of the treatment for which he or 
she had consented. Essentially, the question centered on the quality of the 
consent given by the patient: Did the patient have sufficient information 
from  which  to make an informed decision? 

As the focus changed, it became evident that the traditional battery 
theory would not suffice as  a basis  for these lawsuits. At the same time, 
courts across the country were abrogating the charitable immunity de- 
fense and refining the application of negligence principles to health-care 
providers. It soon became apparent that negligence principles could be 
applied to the consent process. Thus developed the concept of a separate 
legal  theory: the doctrine of informed consent. 

By grounding the informed consent doctrine in negligence, courts nec- 
essarily placed the focus on the health-care provider's duty of due care. As 
developed by the courts, the informed consent doctrine places a  duty  on 
the health-care provider to not only obtain consent to treatment but also to 
disclose  to the patient, in an adequate manner, the nature of the treatment 
or procedure, the risks involved, any available alternatives, and the bene- 
fits that could reasonably be expected as a result of the treatment or  proce- 
dure. The health-care provider's failure to discharge the duty to  disclose 
sufficient information to the patient before treatment, accompanied by 
harm to the patient, resulted in a finding of liability  for  negligence. 
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Scope of Informed Consent  Doctrine 

The  scope of the  informed  consent  doctrine  can be measured in several 
ways:  who  may  consent  to  treatment,  how  much  information  the  health- 
care  provider  must  disclose  to  the  patient, and what situations  require 
informed  consent.  The  scope of the  informed  consent  doctrine is illus- 
trated  in  Figure 6-4. 

Who May Consent  to  Treatment? 
As a  general  proposition,  it is the  patient  and  the  patient  alone  who  decides 
whether  to  consent  to  or  forgo  treatment. This general  proposition  assumes 
two things:  that  the  patient  is  competent  under  the  law  to  consent  to  treat- 
ment  and  that  an  emergency  situation  is  not  present.  Adult  patients  are  pre- 
sumed  competent  absent  an  adjudication of incompetency  by  a  court of law. 

For those  patients  where  legal  competency  is  clearly an issue,  for  ex- 
ample,  minors and comatose  patients, the law  provides  that an authorized 
person  may  consent  to  or  forgo  treatment on the patient’s  behalf.  Referred 
to as substituted consent, the process  allows  a  health-care  provider  to  pro- 
vide  treatment  to  the  patient  when  the  patient  cannot  provide  consent  to 
treatment. 

1. Who  may  consent to s 
treatment? 

I 

2. How much  information 
1 must  the  health-care  provider 1 

disclose? 

3. m a t  situations  require \ 
informed  consent? 

Figure 6-4. Scope  of Informed  Consent  Doctrine 
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Minor patients 
In the minor context, substituted consent given by the parent or legal 
guardian will apply until the minor reaches the age of majority or becomes 
emancipated in the eyes of the law. Examples where emancipation would 
provide legal authority for the minor to give consent include marriage,I2 
~hildbirth,’~ or entry into the armed forces.I4  Where certain medical condi- 
tions are present, state law may provide for the minor’s consent even if 
majority or emancipation requirements are not met. Examples of these 
special medical conditions include pregnancy, sexually transmitted dis- 
eases, and substance abuse.I5 

Legally incompetent  patients 

When speaking of legally incompetent patients, the focus rests on those 
patients who were either never competent or who were once competent 
but subsequently became incompetent due to illness  or accident. Often, 
consent issues in this context involve the question of whether the patient, 
or one acting on the patient’s behalf, has the right to refuse treatment with 
the result that the patient may die. Commonly referred to as the “right to 
die,” this issue had been present in the health-care community for many 
decades. It was not until the case of Cruzan u. Director, Missouri  Department 
of HeaZth16 and responsive legislation that the country focused on the so- 
called right to die issue. 

In Cruzan, the U.S. Supreme Court addressed whether life support 
could be withdrawn from Nancy Cruzan, a patient in a persistent vegeta- 
tive state due to a car accident. The Court determined that Missouri’s  re- 
quirement of a showing of clear and convincing evidence of Nancy’s 
wishes indicating that she wished life support  withdrawn before the 
health-care provider withdrew treatment was not unconstitutional. 

The  national spotlight focusing on this  one  case eventually led  to the 
passage of the  Patient  Self-Determination Act  (PSDA).I7 The  goal of the 
PSDA is ”to ensure that a patient’s rights to  self-determination in health-care 
decisions  be  communicated and protected.”’* It requires those  health-care 
providers who are Medicare/Medicaid ~ertified’~ to  inform  their patients of 
the status of state law governing a patient’s  right  to make advance direc- 
tives for  accepting  or  refusing  health-care  services and the health-care pro- 
vider’s written policies  concerning implementation of the patients’ rights. 
The  text of  PSDA may  be found in the Appendix section of this book. 
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Advance directives are defined as  written instructions recognized 
under  state law, such  as living  wills or durable  powers of attorney for 
health care, which relate to the kind of health care the patient wishes to 
have  or not have when incapacitated. In addition to informing the  patient 
of the law and the provider’s policy to implement it, PSDA requires the 
health-care provider to assure  that  the patient’s medical record reflects 
whether the patient has an advanced directive, and if so, what type. 
PSDA further requires the health-care provider to avoid discrimination 
against patients on the basis of whether the  patient  has executed an 
advance directive. 

Although PSDA places new obligations on health-care providers to 
educate and communicate with patients, staff, and  the community, it does 
not create or modify any substantive legal rights. It is up to  each state to 
create or modify substantive legal rights concerning advance directives. In 
most states, the statutes  addressing substantive legal rights grant permis- 
sion to patients to  use living wills, durable powers of attorney for health 
care, or both. A living will generally refers  to a document that provides 
direction as to  medical care in the event the patient is incapacitated or 
unable to make personal decisions.20 By contrast, durable  powers of attor- 
ney  for health care allow a competent individual to name someone else  to 
exercise health-care-related decisions on her behalf, when certain condi- 
tions are met.21 

Health information managers should be aware  not only of the PSDA 
but of fact that the U.S. Department of Health  and  Human Services has 
issued implementing regulations to PSDA and  that  the  Joint Commission 
on Accreditation of Healthcare Organizations has issued standards  that 
address advance directives.22 Finally, health information managers should 
realize that  the  substantive legal rights governing advance directives 
have fifty-one possible variations, covering each state  and  the District  of 
Columbia. 

Emergency  situations 
As is self-evident, emergency situations pose difficult problems in obtain- 
ing the patient’s informed consent. As a general proposition, an emer- 
gency situation is presented when the patient is unable to give consent, 
another person authorized to  give consent on the patient’s behalf is un- 
available, and a delay in treatment would likely result in death or serious 
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bodily harm to the  patient.23 Examples of emergency  situations  where 
informed consent may be difficult, if not impossible, to obtain  include 
instances where a person  suffers sudden injury and  any delay  in  treatment 
may result in increased risk to life or health and  where  a  patient  who  is 
undergoing  treatment for a  nonemergency  condition experiences a  wors- 
ening of the  condition to the  point  that  the patient’s life is threatened. 

State legislatures and  courts  have recognized that health-care providers 
confronted with these situations risk potential liability and so have created 
legal protections for them. These legal protections are commonly referred 
to as Good Samaritan laws  and  serve to protect health-care providers  from 
liability for unauthorized  treatment,  as  opposed to protection from  render- 
ing negligent treatment  or intentional misconduct.24 These laws  are tar- 
geted at nontraditional  settings  where  health care is delivered, for example, 
by the  side of the  road after an  automobile accident, as  opposed to the treat- 
ment  rendered by emergency room physicians. Good Samaritan statutes 
are  addressed  in  more detail in Chapter 3. 

The extent to which  information  must be disclosed to the  patient essen- 
tially rests  with  the  question of whether  the  patient received sufficient 
information from which to make an informed decision. What constitutes 
sufficient disclosure is a  matter of state  law. Generally, sufficient disclo- 
sure includes  information concerning the  nature of the  proposed proce- 
dure or treatment,  the risks involved therein,  any available alternatives, 
and  the benefits that may be expected.25 The states  are  split  in  their  ap- 
proach to measuring  the duty of disclosure. Disclosure is measured under 
the  law  from two different perspectives: the  health-care  provider’s and the 
patient’s. 

Frequently referred to as the professional  disclosure  standard, this stan- 
dard  measures  what  a reasonable health-care provider  under  the  same  or 
similar circumstances would disclose. Under this approach,  expert testi- 
mony  would be required to establish the  parameters of the  standard. Many 
states  have  adopted this standard,  either by statutG6  or  by case law.27 

The second  approach looks to the  needs of the  patient  rather  than  the 
professional standards of the  health-care  provider.  Here,  the reasonable 
patient  standard measures  what  material  information is necessary for  an 
average, reasonable patient to reach a decision to consent to or forgo treat- 
ment. Because it is the  patient’s  perspective  that is measured,  it is unnec- 
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essary to produce expert testimony concerning the standards of practice. 
Several states have adopted this standard, either by statute’ or by  case 
law.29 

Situations  Requiring Informed Consent 

Absent an emergency situation, any treatment rendered by a health-care 
provider involves consent of the patient, either implied or express.30  Im- 
plied or tacit consent exists in situations where a patient voluntarily sub- 
mits to a procedure with  apparent knowledge of that procedure and the 
procedure presents slight or no  apparent risk, such as taking the patient’s 
pulse or temperature. In these instances, the law presumes the patient has 
given consent. 

By contrast, express consent of the patient, in the form of written 
informed consent, is  necessary where diagnostic or therapeutic procedures 
will  be performed. Here, the risk of harm may or may not be readily 
apparent to the patient but is generally considered to be more than slight. 
Examples include invasive surgery, radiological therapy, or procedures 
that may change the body structure. 

Unfortunately, no one laundry list  exists that specifies those proce- 
dures requiring informed consent. Instead, health-care providers must 
look  to statutes, regulations, professional guidelines, and institutional re- 
quirements for guidance. And when in doubt, health-care providers are 
advised to  take the cautious approach and obtain the patient’s informed 
consent. In particular, health-care providers should exercise caution with 
regard to experimental procedures that involve human subjects. Federal 
statutes governing experimental procedures involving human subjects 
specify strict requirements for informed consent. For further information 
about research involving human subjects,  see Chapter 5. 

Conclusion 
Two of the most significant developments in the relationship between law 
and medicine during the twentieth century are the doctrines of confiden- 
tiality and informed consent. Just  as confidentiality serves to protect in- 
formation conveyed by the patient to his or her health-care provider from 
inappropriate disclosure, informed consent serves to protect the patient 
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from  making  decisions  about  treatment without first  being  provided the 
necessary  information.  Health  information  managers  must be aware of 
these  legal  protections that have  become  integrated  into  modern  health 
care. 

Case Study 

Y ou are the director of health  information  services at a medium-size health-care 
facility  providing  general, emergency, and pediatric  care.  Because of downsiz- 
ing and consolidation of managerial  functions, you are also  responsible  for  staff 

I .  . . . .  

program to staff members  of  various departments that addresses  confidentiality  poli- 
cies and procedures of your  facility, and the legal  bases  underlying these policies and 
procedures. 

.. . , ". ."....,. I.""- . .V. .  
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Judicial  Process of 
Health  Information 

Learning  Objectives 
After reading this  chapter,  the learner should be able to: 

1. Define the following  legal terms associated with the role of a medical 

2. Explain why medical records are considered hearsay evidence. 
3. Explain how the health information manager establishes the 

foundation and trustworthiness requirements for admitting the 
medical  record into evidence. 

4. List the questions typically asked of the health information manager 
when establishing the foundation  and trustworthiness requirements. 

5. Explain the use and application of the physician-patient  privilege. 
6. Discuss the differences between a subpoena, a subpoena ad 

7. Compare and contrast a court order authorizing disclosure of health 

8. Compare and contrast the three recommended responses of a health 

9. Assess the steps to  take when presented with  an invalid subpoena 

record  in a lawsuit: evidence, admissible, and hearsay. 

testificandum and a subpoena duces tecum. 

information with a subpoena. 

information manager to the presentation of a subpoena. 

duces tecum. 
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Key Concepts 
Admissible 
Business  record exception 
Court orders 
Evidence 
Foundation requirement 
Hearsay 

Physician-patient privilege 
Subpoenas 
Subpoena ad testificandum 
Subpoena duces tecum 
Trustworthiness requirement 

Introduction 
Health information contained in the medical record serves a variety of 
clinical and nonclinical purposes: supporting direct patient care, quality 
improvement activities, public health monitoring, and billing and reim- 
bursement, to name a few. One of the most important purposes of health 
information contained in the medical  record  is as the legal document 
recording a particular episode of a patient’s care. As such, it serves as the 
backbone of virtually every professional liability  action and is used to 
establish whether the applicable standard of care was met. Other civil 
actions also require the admission of the medical record as evidence, 
including credentialing and disciplinary proceedings of physicians and 
other health-care professionals. Furthermore, criminal actions may require 
admission of the medical record to establish the cause of the victim’s 
death, an insanity defense, or a party’s physical condition, for example, 
blood alcohol content. These uses are illustrated in Figure 7-1. 

Because of the myriad of legal protections to which health information 
is  subject, disclosure of health information contained in the medical record 
may only be made  pursuant to  legal authority. Generally stated, health 
information may only be disclosed upon the patient’s written consent, 
pursuant to statutory requirements or upon  proper legal process. This 
chapter addresses those instances where disclosure is made  pursuant to 
legal  process. Health information managers must understand those in- 
stances where disclosure pursuant to legal process is appropriate or inap- 
propriate so that they may properly respond to  legal  process. 
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To establish  the  applicable  standard  of care 
As evidence in civil  actions 
As evidence involving  credentialing process 
For disciplinary  proceedings  of  health-care  professionals 
To establish  the  cause  of  death 
To determine  blood  alcohol  content 
To support an  insanity  defense 
As proof of a party’s  physical condition 

figure 7-1. Legal Uses for  the  Medical Record 

Medical  Records As Evidence 
As discussed above, the medical  record serves as the legal document of a 
particular episode of patient care. To understand the role the medical 
record plays in a lawsuit, the learner must first become familiar with sev- 
eral legal terms that are covered in this chapter. 

Lawsuits utilize medical records as evidence to support or discredit a 
party’s claim. Evidence is defined  as testimony, writings, material objects, 
or other things presented to prove or disprove a fact. In the context of 
health information, medical records may be used as evidence in civil or 
criminal court actions or in administrative agency proceedings. 

Before a party may use the medical  record as evidence to support or 
discredit a claim, he must determine whether the evidence is admissible. 
To be admissible, the evidence must be both pertinent and proper. What  is 
considered pertinent and proper for use by a jury and/or a judge in reach- 
ing a decision is governed by rules of evidence. In the context of medical 
records, the applicable rule of evidence is the hearsay rule. 

Hearsay 

Hearsay is defined as out-of-court statements that are offered to prove the 
truth of the matter asserted. Medical records are considered hearsay evi- 



dence because the health-care providers  making  the  statements,  that is, the 
entries  into  the  record, do not do so in  court under oath. The complexity of 
bringing to court  the  multitude of health-care  providers who  made entries 
into  a  particular medical record and  the cost associated with  doing so 
make it  inevitable that very few health-care  providers will actually serve 
as witnesses in court  with regard to a particular medical record. If not  pre- 
sent  in  the  courtroom,  the witnesses cannot  be subject to cross-examina- 
tion. Accordingly, the majority, if not all, of the  entries made in  the 
medical record are  not subject to cross-examination and  are  considered 
hearsay evidence. 

Because medical records  are  considered  hearsay  evidence, they are 
subject to the  hearsay  rule, which prohibits their admission  into evidence, 
absent an exception to the  rule. The most commonly used exceptions to the 
rule  are  the business record exception,’ a  subset of that exception specifi- 
cally governing medical records,2 or an exception governing public or offi- 
cial documents.3 

Under each of these exceptions, the  party  seeking to admit the medical 
record must  meet  the foundation and trustworthiness  requirements of 
the exception. A foundation is made by establishing  that  the record was 
made (1) and kept  in  the  ordinary  course of business; (2) at or  near  the  time 
the  event  was  recorded;  and (3) by a  person  with  knowledge of the acts, 
events,  conditions,  opinions, or diagnoses  appearing in it.4 After meeting 
these requirements,  the  party  seeking to introduce  the record must estab- 
lish the accuracy and trustworthiness of the medical record. The party 
accomplishes these tasks by presenting  the  custodian of records as a  wit- 
ness to explain record-keeping  procedures. 

The health  information  manager, acting as  custodian of the  record, 
must be able to testify as to both  the  foundation  and  trustworthiness re- 
quirements of the  business record exception. To assist in  establishing  the 
foundation,  the  health information manager  must possess knowledge of 
the  requirements to create and maintain  a medical record issued by gov- 
ernmental entities, accrediting agencies, and internal policies and proce- 
dures of the  health care provider,  along  with  knowledge of the  manner in 
which  data are recorded. To assist in establishing  trustworthiness,  the 
health  information  manager  must possess knowledge of internal policies 
and procedures  governing access  to the medical record, and  quality con- 
trol techniques, such  as  approved  methods to make corrections to and use 
abbreviations in the record. Where computerized  patient records are 
involved,  additional  steps  are necessary to establish the foundation  and 



trustworthiness  requirements. For more  information concerning comput- 
erized  patient records, see Chapter 11. 

In a typical situation,  the  health  information  manager testifies either  at 
a  deposition or at trial. In both  situations,  the  health  information  manager 
is placed under  oath  and  answers a series of questions  designed to estab- 
lish the  foundation and trustworthiness  requirements. Where the  health 
information manager is presented with a subpoena  duces tecum, the health 
information  manager will present and deliver  the  original or a copy of the 
medical record to the  requesting  party, in the case of a deposition, or to the 
court, in the case of trial. A sample listing of questions typically presented 
to the health  information  manager acting as custodian of records is found 
in Figure 7-2. 

Privilege 

In addition to overcoming  the  hearsay  rule,  a  party  wishing to admit  the 
medical record as evidence  must overcome application of the privilege 
doctrine. A privilege is the legal right to keep certain information confi- 
dential  and protect it from  subpoena, discovery, or introduction  into evi- 

l .  State your full name  and  business  address. 
2. Are you  the  custodian  of  records  for  [name of health-care provider]? 

3. In answering  these  questions,  have you  made a full and  complete search  of  [name of 
health-care  providerl’s patient record  for patient [name of patient]? 

4. Have you  presented  today a true,  complete,  and  accurate copy of all [name  of health- 
care providerl’s records for patient [name of patient]? 

5.  If not, please  state as accurately as possible all such  documents that are not presented 
today  and  the  reason(s)  therefor. 

6. Are all entries contained in the records  presented  today  made  by  [name  of  health-care 
provider] or  his  employees in the ordinary course of business? 

7.  If  not,  please identify which document or entry  presented  today is not made in the 
ordinary course  of  [name  of health-care  providerl’s business. 

8. What  procedures  are  taken to ensure the accuracy  of the records you have  presented 
today? 

Figure 7-2. Sample  Questions  Presented to  the Custodian of Records 



122 Chapter 7 

dence at trial. A privilege will  be considered waived if the confidentiality 
is breached, either through carelessness or through deliberate disclosure 
by the party holding the pri~ilege.~ 

In the context of health information contained in the medical record, 
the most frequently used privilege is the physician-patient  privilege. 
Other privileges, such as  the attorney-client and attorney work product 
privileges, are used in the context of health information contained in inci- 
dent reports. For more information concerning the application of these 
other privileges, see Chapter 9. 

The  physician-patient privilege is created by statute  and is used to pre- 
vent the forced disclosure of, or testimony about, information obtained by 
the health-care provider during the course of treatment.6 The privilege 
exists to encourage the patient’s disclosure of relevant information to the 
health-care provider, no matter if that information is of an embarrassing or 
humiliating nature. The privilege is generally held to rest with the patient, 
but may be asserted on the patient’s behalf  by the health-care provider to 
prevent forced disclosure. 

The privilege frequently applies in situations where the health-care 
provider is a party to the lawsuit. It generally does not apply in criminal 
actions,  will contests, and physician licensure proceedings. Whether or not 
the health-care provider should assert the physician-patient privilege is a 
question to be answered with the assistance of legal counsel. 

Responses to Legal Process 
The general rule of ownership of health information states that the health- 
care provider owns the medium in which health information is stored, the 
medical record, with limited property interests possessed by the patient. 
From this rule flows the principle that the record must remain within the 
provider’s control and safekeeping and may only be removed in accor- 
dance with  proper legal  process.  Both subpoenas and court  orders consti- 
tute proper legal  process. 

When  faced with a subpoena or a court order, the health information 
manager is placed in the difficult position of how to respond. Should he 
release the requested records, refuse to release the requested records, or 
excise  those portions of the records that the health information manager 
determines are protected and release the remainder? If the health informa- 
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tion manager fails  to respond to the subpoena, he  exposes the health-care 
provider to potential contempt of court charges. If the health information 
manager improperly releases the records, he may subject the health-care 
provider to  liability  for breach of confidentiality. Only upon  a determina- 
tion that a valid subpoena or court order has been presented, and  that  a 
valid legal defense against disclosure does not exist should the health infor- 
mation manager release the requested records. This  section addresses both 
subpoenas and court orders  and the methods used to respond to them. 

Subpoenas 

The  most common legal process a health-care provider will encounter is 
being served with  a  subpoena. A subpoena is a command issued by a court 
or other authorized official  to appear and/or present certain documents 
and other things. A subpoena commanding the appearance of a witness to 
give testimony is  called a subpoena ad te~tificandum.~ A subpoena com- 
manding the production of books, documents, and other things is  called a 
subpoena duces tecum.8 A subpoena duces tecum  is often used in the con- 
text of health information management, commanding the custodian of the 
records to produce  a particular record at trial or deposition and  provide 
testimony as to the authenticity of the record produced. An example of a 
subpoena duces tecum in  a civil  case brought  in federal court is illustrated 
in Figure 7-3. 

Certain elements are common to  all valid subpoenas and are listed in 
Figure 7-4. Subpoenas may vary in certain respects, depending  on whether 
the subpoena was issued by a federal or state court. For example, a sub- 
poena issued by a federal court may only be issued by the clerk of the fed- 
eral court under seal of the court.9 By contrast, subpoenas issued in state 
court are issued pursuant to state rules, which may allow noncourt offi- 
cials  to issue subpoenas, such as  a notary public or someone appointed by 
the state court to take testimony.'O Subpoenas also differ concerning provi- 
sions of advance notice.  In the federal court, no provision exists requiring 
advance notice  for a subpoena in  connection with discovery;" in state 
court, advance notice  for a discovery subpoena may  be required.'* Finally, 
subpoenas may  differ as to witness fees, with fees given in federal court 
often greater than those given in state court actions.I3 Health information 
managers dealing with subpoenas should become  familiar with the re- 
quirements of a valid subpoena for their particular jurisdiction. 
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SUBPOENA IN A C M L  CASE 

CASE  NUMBER:( 

0 YOU ARE  COMMANDED to appsar in the  United  Stales Distri* COUrt at the place. date.  and time specifled MOW to 
testify In tho above case. 
PUCE OF TESTMONV COCRROOU 

DATE *ND .m& 

0 YOU ARE COMMANDED to appear at  the phce. date, a d  time  spec^^ to testw at  thetawnp ~f a deposition in 
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~ _ _ _  ~~~~ ~~ 

0 YOU ARE  COMMANDED to pmduce and permit inspection and  GOpyinQ Of the fdlwing dowmnta o( obieccs at the 
place.  date.  and time specified  below (list documents or objects): 

0 YOU ARE COMMANDED to permit inspection of the fdlowing premises at  the  date  end lime specHied below. 
P4M8E8 DATE WD TME 

otficen. directors, or rnanaoino  agents, or other persons  who  consent to testify on its behaif. and may set forth. for each 
Any  orpanitation not a porn/ to  this sull that is subpoenaed for the  takin0  of a d e p w i t l o n  shall  deslpnate one or more 

parson  designated.  the matters on  which the  perSon  will  testify.  Federal Rules of Civil Procedure. 30(b)(6). 

UIRND OfWXR S W T U I E  *ND TlTLE -ATE F A m O R N V  FOR R*NTFF OR DEFENDANT) DATE 

I8suNd OFflCER'S NIME. AMXIESS M WNe NUHBER 

ngum 7-3. Subpoena in a Civil Case: A US. Government  Document 
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PROOF OF SERVICE 
DATE R A C E  

SERVED 

SERVED ON IRNT -1 W L N R  OF SEAMCC 

DECLARATION OF SERVER 

I declare under penalty of perjury under the lam of the Unilgd Slates of America lhal Ihe foregoing  information 
comained in the Prml of Saw'ce is true and correct. 

Figure 7-3. (continued) 
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1. Name  of court where  lawsuit is brought 

2. Names  of the parties to the lawsuit 

3. Docket  number  of  the case 

4. Date, time,  and  place  of the requested  appearance 

5. Specific  documents to be  produced,  if a subpoena  duces tecum is involved 

6. Name  and  telephone  number  of  attorney  who  requested the subpoena 

7. Signature,  stamp,  or  seal  of the  official  empowered to issue the subpoena 

8. Witness  fees,  where provided  by law 

Figure 7-4. Common Elements  of a Valid  Subpoena 

Court  Orders 

In addition to subpoenas, health information managers may be presented 
with court orders authorizing disclosure of patient-specific health informa- 
tion. A court order differs  from a subpoena in that the court order autho- 
rizes disclosure that would otherwise be prohibited by statute  and 
regulation. A subpoena cannot authorize disclosure that would otherwise 
be prohibited by statute  and regulation; a subpoena is  subject  to any and 
all  legal defenses created by statute, regulation, and common law. The 
method used to apply for a court order authorizing disclosure is  subject to 
regulation and rules of court and may vary by jurisdiction. 

In certain situations, such as where the treatment of substance abuse is 
present, disclosure of portions of the medical record or the record in whole 
is mandated only upon presentation of both a subpoena duces tecum and 
a court order.I4 The components of a court order authorizing disclosure in 
such a situation are illustrated in Figure 7-5. 

Response  Methods 

Before ever being presented with a subpoena or court order, the health 
information manager should have in place a policy and procedure 
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1. Name  of court issuing  order  authorizing  disclosure 

2. Names  of  the  parties to the  lawsuit 

3. Docket  number of the case 

4. Limitations  for  disclosure  of  only  those  components  of  the  patient‘s  records 
that are  essential to fulfill the  objective of the  order 

5. Limitations  for  disclosure to those  persons  whose  need for  information is the 
basis for  the  order 

6. Any other  limitations  on disclosure that serve to protect  the  patient,  the  physi- 
cian-patient  relationship,  and/or  the  treatment  given,  such as sealing the 
court  proceeding  from  public  scrutiny 

Figure 7-5. Components  of a Valid  Court  Order  Authorizing  Disclosure 

addressing how to respond. This  policy should be developed with the 
advice of the health-care provider’s legal counsel and  should  address the 
division of labor between the health information manager and counsel. 
Where the instances of subpoenas are minimal, it may be appropriate for 
the health information manager to consult with or forward to counsel all 
subpoenas received.  Where instances of subpoenas are not minimal, in- 
volvement of counsel each time may be cost-prohibitive and impractical, 
and the health information manager could handle all subpoenas, referring 
to counsel only those that present problems. 

As an initial matter, the health information manager should not auto- 
matically assume that each and every subpoena presented requires the 
release of the information requested. If such an assumption is made  and 
the information  released  is  subject  to a valid  legal  defense such as the physi- 
cian-patient privilege, the health information manager subjects the health- 
care provider to potential liability  for improper release of records. The 
health information manager should first determine whether subpoenas 
issued in his particular jurisdiction also require valid written consent 
given by the patient before  release  is made.I5 The health information man- 
ager should also determine whether the information requested involves 
treatment for substance abuse, mental health, or AIDS-all areas subject  to 
strict confidentiality protections. 

One case illustrating the difficulties of responding to a subpoena for 
health information subject  to strict confidentiality protections is John Roe v. 



Iarw Doe.’‘ In Roe, a physician received both  a  subpoena  and a signed re- 
lease of information  authorizing release of information  regarding  the 
patient’s workers’ compensation claim. The physician complied with  the 
subpoena by forwarding  the patient’s entire medical record to the  request- 
ing  attorney. 

In the patient’s subsequent  lawsuit for breach of confidentiality, the 
court  held  that  the physician improperly disclosed her patient’s HIV status 
and was liable for punitive  damages. Specifically, the  court  noted  that  the 
signed release of information  that  accompanied  the  subpoena  was  not suf- 
ficient under  New York law to permit  disclosure of HIV information.  Only 
a  signed release of information  that specifically authorized release of HIV 
information and  use of a form  developed  or  approved by the State of New 
York would  have  permitted  such disclosure. For more  details concerning 
disclosure of HIV information, see Chapter 10. 

If after determining  that  the information requested cannot be released 
because of the confidentiality restrictions listed previously, or because of 
the potential for another valid legal defense, the health information man- 
ager has several choices of how to respond. First, he may refer these prob- 
lematic subpoenas to the health-care provider’s legal counsel for assistance. 
If the health-care provider  has been named a party in the lawsuit, prompt 
referral of the  subpoena  to counsel is always  in  order. The counsel in turn 
has several choices, including (1) responding by letter to the  requesting 
attorney informing him of the health-care provider’s refusal to release the 
requested information; (2) filing with  the  court a motion to quash  the  sub- 
poena; or (3) where  appropriate,  advising  the  health information manager 
to release the requested information in whole  or in part. If the  court  denies 
counsel’s motion to quash  the  subpoena, it will issue a court  order  autho- 
rizing release of the requested information. 

A second option is for the  health  information  manager to contact the 
requesting  attorney and make a noncommittal  response  acknowledging 
the confidentiality restrictions under which  the health-care provider  oper- 
ates. The health  information  manager  should  then  forward to the  request- 
ing  attorney a predrafted release form to be signed by the  patient  that 
complies with all applicable confidentiality restrictions. Upon receipt of 
this completed release form,  the  health  information  manager may then 
release the  requested  information. 

A third available option is  to  excise those portions of the medical record 
that  the  health  information  manager  determines  are  protected  and release 
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the  remainder.  When  exercising  this  option,  the  health  information  man- 
ager  is  advised  to  inform  requesting  counsel  that he complied  with  the 
subpoena  in part and that  the  nonreleased  information  is  subject  to  confi- 
dentiality  protections  barring  release  without  a  court  order  or  a  valid  con- 
sent  given  by  the  patient. 

At no time  should  the  health  information  manager  ignore  the  sub- 
poena.  Substantial  penalties  exist  for  failing  to  obey  a  subpoena,  including 
fines  and  contempt of court  proceeding^.'^ If the  health  information  man- 
ager  questions  the  validity of the  subpoena  or  whether  it  should  be  hon- 
ored,  consultation with the  health-care  provider's  counsel  to  determine 
how  to  proceed  is in order. 

Conclusion 
In the  course of any  given  day,  a  health  information  manager  may  be  pre- 
sented  with  either a court  order  authorizing  disclosure of health  informa- 
tion,  a  subpoena  requesting  health  information,  or  both. In order  to  properly 
respond  to  these  situations,  the  health  information  manager  must  possess 
knowledge of the  similarities  and  differences  between  these  types of legal 
process and the  role  a  medical  record  plays  in  a  lawsuit.  Armed  with  this 
knowledge,  the  health  information  manager  can  develop  policies and pro- 
cedures  that  both  protect  the  health-care  provider  and  comply  with  applic- 
able  legal  requirements. 

Case Study 

Y ou supervise the  correspondence unit of the  health  information services depart- 
ment of a medical  center.  Today,  you  received a subpoena  duces  tecum from 
an  attorney, demanding  either  the  originals  or copies  of all medical  records 

d 

subpoena lacks iufficient information  for  you to dekermine whether  Mary Smith, is or 
was a patient in your  facility. The  subpoena is not accompanied  by a valid  authoriza- 
tion to release information  for  Mary Smith, as required in your state. How  should you 
respond to the  subpoena? 

" .  
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Chapter 8 

Specialized Patient  Records 

Learning  Objectives 
After reading this  chapter,  the learner should be able to: 

1. Summarize the difference between specialized patient records and 

2. Discuss the regulations governing patient identification and their 

3. Compare and contrast release of information forms used in an 

general medical records. 

practical application. 

ordinary health-care setting with those used in a substance abuse 
setting. 

4. Identify those instances where disclosure of health information of 
substance abuse treatment may be made  without written patient 
consent. 

5. Compare and contrast a court order authorizing disclosure of patient- 
specific information with  a subpoena duces tecum. 

6. Discuss procedures for handling a court order authorizing disclosure 
and a subpoena duces tecum. 

7. Explain the difference between the official record and the personal 
record in the mental health/developmental disability context. 

8. Identify the sources of legal requirements in the home health-care 
context. 
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Key  Concepts 
Content requirements Personal record 
Disclosure without patient consent Privacy restrictions 
Disclosure with patient consent Release of information 
Patient identification Specialized patient records 
Patient notice Treatment program 

Introduction 
Although all health information must be treated with care, certain cate- 
gories of health information demand special treatment. In particular, the 
health information of those patients undergoing treatment for certain ill- 
nesses, such as substance abuse or mental illness, or in nonacute-care set- 
tings, such as the patient’s home, are subject to legal requirements that 
differ  from those of an acute-care setting. For purposes of this chapter, 
health information records for these illnesses or in these settings are 
referred to as specialized patient  records. 

One distinguishing aspect between specialized patient records and 
general medical records is the nature of the information present in the 
record. Specialized patient records contain not only truly medical informa- 
tion, but also therapeutic mental and emotional information. The volume 
of this therapeutic mental and emotional information is often greater than 
that contained in a general medical record, as in substance abuse cases 
where information may  be recorded about the patient coming  to grips with 
her problem. Such a variety of information, combined with the lengths of 
stay of many of these patients, creates a voluminous medical  record, 
thereby raising storage concerns, which in turn implicate  record retention 
policies. 

Specialized patient records also differ concerning who makes entries in 
the record. In a general medical record, entries are made by professionals 
who are licensed and certified, such as the physician who admitted the 
patient and gave orders directing her care, the nurse who administered 
medications, and the physical therapist who noted the patient’s progress. 
These health-care providers are governed by statutes, rules and regula- 
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tions and professional guidelines that  address the manner in which they 
treat a patient and  how to properly document that care. 

By contrast, a specialized patient record involving substance abuse or 
mental health will not only include entries by those professionals  listed 
above but also  by paraprofessionals, such as teachers, if the patient is a 
juvenile,  or counselors with no license  or  certification but experience with 
the illness in question. These paraprofessionals play a role in the treatment 
of the patient and, therefore, must document their  role in patient care. In 
many instances, the licensing authority regulating the facility providing the 
treatment only regulates entries in the record in the context of professionals 
rendering treatment. In such instances, the question becomes whether the 
licensing authority permits entries in the record  by paraprofessionals, and 
if so, what rules and regulations govern those entries. 

Finally, the health information of those patients who receive treatment 
for substance abuse or a mental illness are subject  to stricter confidentiality 
requirements than the health information of those patients receiving med- 
ical  care in an acute-care setting. For example,  confidentiality requirements 
in the context of substance abuse often provide that the health-care facility 
cannot confirm that the patient is, has been, or ever was a patient at the 
facility, absent the patient's permission to do so. 

Because of these  differences, the health information manager must be 
aware of the legal requirements to which specialized patient records are 
subject. By understanding these requirements, the health information man- 
ager can create effective  policies that manage specialized patient records 
while addressing legal  concerns and issues. 

Drug and Alcohol Abuse 
As a general rule, most legal questions associated with health information 
management cannot be answered by looking to federal law. One excep- 
tion to this rule exists in the context of drug  and alcohol abuse treatment. 
In such a context, federal law speaks directly to the  handling of health 
information. 

Two federal laws place restrictions on the disclosure and use of sub- 
stance abuse patient records: the Drug Abuse Prevention, Treatment and 
Rehabilitation Act addressing drug abuse patient records' and the Com- 



prehensive Alcohol Abuse and Alcoholism Prevention, Treatment and Re- 
habilitation Act of 1970 addressing alcohol abuse  patient records.2 Both 
laws  delegate  to  the secretary of Health and  Human Services the  power to 
promulgate  rules and regulations  imposing restrictions on these records. 

The rules and regulations?  that  the secretary has  promulgated  apply to 
all treatment  programs  that receive federal assistance.4 A treatment  pro- 
gram is defined to include  entities  whose sole purpose is to provide alco- 
hol or drug  abuse diagnosis  or  treatment. The definition also includes 
general medical-care facilities if (a) there is an identified unit for diagnosis, 
treatment,  or referral; or  (b) medical personnel or other staff whose  pri- 
mary  function is to provide  such services and  who are  identified as such 
providers. Because the federal assistance can be either  direct  or indirect, 
virtually  every  substance  abuse  program  operated  in  the  United States is 
subject to these laws.5 

The federal  regulations  at issue are  broad in scope and  detail and  ad- 
dress  many  issues central to management of health  information. Any 
health  information  manager  working in the  substance  abuse area must 
become familiar with these regulations. The theme  underlying these regu- 
lations is that  health  information  contained  in  patient  records is confiden- 
tial; therefore, disclosure should be permitted  only with patient consent. 
Thus,  this  discussion focuses on two main areas: confidentiality and re- 
lease of information, and only briefly addresses  other issues. 

Confidentiality 

Under  the  applicable  regulations, confidentiality of health  information is 
much stricter than  that in an acute-care setting. The regulations restrict 
identification of a patient who is in a facility or component of a facility 
publicly identified as providing  substance  abuse  treatment. Acknowledg- 
ment of the presence or past  presence of a patient can only be  made  with 
the patient’s written consent or subject to a  court  order  entered in compli- 
ance with  the regulations.6 

In  practice, the issue of patient identification comes into play because 
of the  number of inquiries  treatment  programs receive concerning their 
patients. The applicable regulations place an unconditional obligation upon 



the  programs to not identify in any  way the patients they treat or have 
treated. These regulations do not,  however,  prevent a program  from dis- 
closing that  a  patient is not  and never was a  patient  with their program. 
And  the  regulations do permit  acknowledgment  of a patient’s presence if 
the facility  is not publicly identified as only a  substance  abuse facility and if 
acknowledgment  would  not reveal that  the  patient is a  substance a b ~ s e r . ~  

The  contradiction  presented by the  regulations raises a  very practical 
dilemma: if some  inquiries are  answered  with  the  response  that  the  law 
prevents  disclosure  that  a  person  currently is or previously was a  patient, 
and  other inquiries are  answered  that  the  person  currently is not  and pre- 
viously was  not  a  patient, i t  will not  take  much  detective  work  to  deter- 
mine  whether  a  person is or was a  patient in the  treatment  program.  The 
regulations address this  dilemma in a  backhanded  way.  The  regulations 
suggest  that  an  inquiring  party  may be informed of the  regulations and 
advised  that  disclosure of patient-specific information is restricted  by 
these  regulations,  without  giving  away  that  the restriction applies  to  any 
particular  patient. As a practical matter,  health  information  managers  may 
wish  to adopt a uniform  method of answering  these  inquiries, subject to 
the  advice of legal counsel. 

Patients  must be given notice of federal  confidentiality  requirements upon 
admission  to  the  program or soon  thereafter. This notice must  include  a 
written summary of the federal law and regulations.x The regulations allow 
programs to develop  their  own notices or use a  sample notice. This sample 
notice is illustrated in Figure 8-1. Because the  regulations  require  uncondi- 
tional  compliance,  it is important  that  every  treatment  program  document 
in  each  patient’s medical record  that  such notice was given and  the time 
frame in which it was given. 

Release of Information 

Federal  regulations  governing  the  disclosure of patient  information fall 
into  three categories: (1) those  disclosures made  with  written  patient con- 
sent; (2) those made  without  written  patient consent but  pursuant to fed- 
eral  regulation; and (3) those made subject to a valid court  order. 
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The confidentiality of  alcohol  and drug abuse patient records maintained  by  this 
program is protected by Federal  law  and  regulations.  Generally, the  program 
may not say to a person  outside  the  program that a patient attends the program, 
or  disclose  any information identifying a patient as an alcohol  or drug abuser 
unless: 

(1) The patient consents in writing; 
(2) The  disclosure is allowed by a court order;  or 
(3) The  disclosure is made to medical  personnel in a medical  emergency  or to 

qualified personnel for research, audit,  or program evaluation. 

Violation of the Federal  law and  regulations  by a program is a crime. Suspected 
violations  may be reported to appropriate  authorities in accordance with Federal 
regulations. 

Federal  law  and  regulations do not protect any information about a crime  com- 
mitted by a patient either at  the program  or against  any  person who works for 
the  program  or  about any threat to commit such a crime. 

Federal  laws and  regulations do not protect any information about suspected 
child abuse or  neglect from being  reported  under State law to appropriate State 
or  local  authorities. 

Figure 8-1. Sample Notice:  Confidentiality of  Alcohol  and Drug Abuse  Patient 
Records 
(42 C.F.R., Ch. 1, Part 2 § 2.22(d) (1992)) 

Disclosure zuith Written Patient  Consent 
Releme of information  form 

Disclosure of patient information in the substance abuse context involves 
the completion of a written consent form that meets the requirements of 
the regulations. Similar to the components of a valid general release of in- 
formation form, a release of information form in the substance abuse con- 
text must identify the patient, the program that should release the 
information, the program or person who should receive the information, 
what information is  to be disclosed, and must include the patient’s signa- 
ture and date. In addition, the consent must identify the purpose of the 
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A written consent to a disclosure  under  these  regulations  must  include: 

(1) The  specific  name  or  general  designation  of  the  program  or  person permit- 
ted to make the disclosure. 

(2) The  name  or title of the  individual or  the  name  of  the  organization to which 
disclosure is to be  made. 

(3) The  name  of the  patient. 

(4) The  purpose  of the  disclosure. 

(5) How much and what  kind of information is to be  disclosed. 

(6) The  signature  of  the patient and,  when required  for a patient  who is a minor, 
the  signature  of a person  authorized to give  consent  under 5 2.1 4; or,  when 
required  for a patient  who is incompetent or  deceased,  the  signature  of a 
person  authorized to sign  under 5 2.1 5 in lieu  of  the  patient. 

(7) The  date  on  which  the  consent is signed. 

(8)  A statement that the  consent is  subject to revocation at  any time  except to 
the  extent  that  the  program  or person which is to make the  disclosure  has 
already  acted in reliance  on it. Acting in reliance  includes  the  provision  of 
treatment services in reliance  on a valid  consent to disclose information to a 
third party  payor. 

(9) The  date,  event, or condition  upon  which  the consent will expire  if not 
revoked  before.  This  date,  event,  or condition must  ensure that the  consent 
will last  no  longer  than  reasonably  necessary to serve the  purpose for  which 
it is given. 

Figure 8-2. Components  of a Valid  Authorization 
(42 C.F.R., Ch. 1 ,  Part 2 3 2.31 (a) (1 992)) 

disclosure, include a statement indicating that the consent is  subject  to 
revocation at  any time, and include a date, event, or condition upon which 
the consent will expire if not revoked before.  The components of a valid 
authorization are illustrated in Figure 8-2. 

The regulations allow programs to develop their own forms that com- 
ply with the regulations or use a sample form. This sample form  is illus- 
trated in Figure 8-3. 
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The following form complies with paragraph (a) of  this  section, but other ele- 
ments  may  be  added. 

1. I (name  of patient) Request  Authorize: 
2. (name  or  general  designation  of  program  which is to make  the  disclosure) 

3. To disclose: (kind  and  amount  of  information to be  disclosed) 

4. To: (name  or title of the  person  or  organization to which disclosure is to be 
made) 

5. For  (purpose  of  the  disclosure) 

6 .  Date (on which  this  consent is signed) 
~ 

7. Signature  of patient 

8. Signature  of  parent  or  guardian  (where  required) 

9. Signature  of  person  authorized to sign in lieu of the  patient  (where  required) 

10. This  consent is subject to revocation at  any time  except to the  extent  that 
the  program  which is to make the  disclosure  has  already  taken  action in 
reliance  on it. If not previously  revoked,  this  consent will terminate  upon: 
(specific  date,  event,  or condition). 

Flgure 8-3. Sample  Consent  Form 
(42 C.F.R., Ch. 1, Part2,  3 2.31(b) (1992)) 

This sample form contains reference  to the signature of the parent or 
guardian  where required. The question of whether a minor can authorize 
disclosure of health information in the substance abuse context is depen- 
dent on  whether  the  applicable  state law permits  the minor to consent 
for treatment. Where the minor can apply for and obtain substance abuse 
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treatment on her own behalf, she may also authorize disclosure of health 
information. Conversely, where state law requires parental consent to 
treatment, the authorization to disclose health information must contain 
signatures of both the minor patient and the parent  or  guardian. 

A release of information form that  does not comply with the regula- 
tions is not valid. Examples of invalid release forms include those where 
any of the elements are missing, the consent period has expired or is known 
to have been revoked, or the form contains information that the health 
information manager knows is false or reasonably should know is  false. 
Health information managers should develop policies on how to respond 
to invalid authorization forms after first reviewing the regulations and 
possibly speaking with legal counsel. 

Notice accompanying disclosure 
Another difference between a general release of information and  that used 
for substance abuse programs is the regulation prohibiting redisclosure. 
Federal regulations prohibit the person or facility receiving the patient 
information from further disclosing the information unless the patient 
has given written consent addressing this redisclosure. A notice prohibit- 
ing redisclosure must accompany any disclosure of patient-specific infor- 
mation. 

In this particular situation, the regulations do not give any freedom to 
the program to develop the notice prohibiting redisclosure. Rather,  each 
program  must use the statement listed in the regulation. This statement is 
illustrated in Figure 8-4. 

This information has  been  disclosed to you  from records protected  by Federal 
confidentiality rules  (42 CFR part 2).  The  Federal  rules prohibit you  from  making 
any further disclosure  of  this information unless further disclosure is expressly 
permitted by  the written consent  of  the  person to whom it pertains  or as other- 
wise permitted  by 42 CFR part 2. A general  authorization  for  the  release  of  med- 
ical or  other  information is NOT  sufficient  for  this  purpose.  The  Federal  rules 
restrict any  use  of the  information to criminally  investigate  or  prosecute  any  alco- 
hol or drug abuse patient. 

figure 8-4. Notice  Prohibiting Redisclosure 
(42 C.F.R., Ch. 1, Part 2 5 2.32 (1 992)) 
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In light of the unconditional compliance required by the regulations, it 
is important that each treatment program releasing patient information 
make special  efforts  to ensure that the receiving party understands that the 
patient information it  receives  is confidential and not available for redis- 
closure. At minimum, the statement prohibiting redisclosure must accom- 
pany  any  disclosure of patient  information.  Whether  additional  efforts should 
be made, such as placing a  stamp  on each page indicating that no  further 
dissemination is allowed, is a policy question subject to time and cost con- 
straints and the advice of counsel. 

Disclosure  witIzmt  Written  Patient  Consent 

As the regulations illustrate, the sensitive nature of patient information in 
the substance abuse context requires release of patient information by 
written consent. The regulations recognize only limited exceptions to the 
written consent requirement. 

Medical  emergencies 

The first exception applies to medical emergencies. Patient-identifying 
information  may be released without  written  consent to medical person- 
nel providing emergency treatment. The emergency treatment is de- 
fined as  "treating  a  condition which poses an immediate  threat to the 
health of any  individual  and which requires  immediate medical inter- 
  en ti on."^ 

One potential medical emergency may involve an  error in manufactur- 
ing or packaging of drugs. Such disclosure would be made to  Food and 
Drug Administration (FDA) personnel where there is reason to  believe 
that an individual's health would be threatened because of an error in 
manufacturing, labeling, or selling a drug under the FDA's jurisdiction. 
The FDA uses this patient information to  notify patients and their physi- 
cians of potential dangers. 

In  every instance where a release is made  pursuant to a medical emer- 
gency, the treatment program must document the disclosure in the patient 
record. This documentation must include the name of the medical person- 
nel  to whom disclosure was  made  and their affiliation  to any health-care 
facility, the name of the person making the disclosure, the date  and time of 
disclosure, and the nature of emergency or error.l0 
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Research actiuities 

The second exception applies to  scientific  research activities that meet spe- 
cific requirements. Patient-specific information may be  disclosed  for  re- 
search purposes only after the treatment program director determines that 
the researcher is qualified to conduct the research and has a research pro- 
tocol that both ensures security of the information disclosed and prohibits 
redisclosure. The researcher may not identify individual patients in 
reports, and may only disclose patient-identifying information back  to the 
treatment program." 

Audit activities 

Audits of patient-specific information by qualified organizations and indi- 
viduals may be conducted without written patient consent if regulatory 
requirements are met. Access  to the information may be provided to per- 
sons (a) acting on behalf of a federal, state, or local governmental agency 
that provides financial assistance to the treatment program, or by law reg- 
ulates the treatment program; (b) acting on behalf of third-party payors, 
peer  review  organizations,  or  private  organizations providing financial  assis- 
tance;  or  (c)  qualified  to  conduct  the audit, as determined by the program 
director. 

After meeting these  qualifications, the auditor must agree in writing 
that the information gathered in the audit will  only  be used for audit or 
evaluation purposes or  to investigate or prosecute crimes or other activi- 
ties, as authorized by court order. The auditor must also agree in writing 
that she will  disclose  patient-specific information back  to the treatment prc- 
gram only. Finally, if copies of records are made, or if records are removed 
from the program's premises, the auditor must agree in writing to maintain 
the information in accordance with certain security requirements and 
destroy patient-specific information upon completion of the audit. A peer 
review organization acting  on  behalf of Medicare or Medicaid  may  redis- 
close patient-identifying information to the Medicare/Medicaid program.'? 

Disclosures Pursuant  to  Court  Orders 
In the course of any given day, a health information manager at a sub- 
stance abuse treatment program may be presented with either a court 
order authorizing disclosure of patient-specific information, a subpoena 



requesting patient-specific information,  or  both.  Court orders  and  subpoe- 
nas  are  issued for a variety of reasons: to investigate  or  prosecute  a  crime, 
to protect  against an existing  threat or serious  bodily  injury, or to present 
evidence of a  patient’s  substance abuse  treatment in a legal proceeding 
where  the  patient  has  placed  her  treatment  at issue. 

It is important to understand the differences between these two legal 
documents. A court  order  authorizes  disclosure of patient-specific infor- 
mation  that  would  otherwise  be  prohibited by statute  and regulation. It 
does  not,  however, m p i w  the  disclosure of this  information. A subpoena 
or subpoena  duces  tecum is a  command to appear  and/or  present certain 
documents  and  other things. A subpoena or subpoena  duces tecum nlorze 
does  not  authorize  disclosure of information  that  would  otherwise  be  pro- 
hibited by statute  and regulation. In combination,  however, these docu- 
ments r m v z d a t ~  disclosure of patient-specific information  unless  a  valid 
legal defense exists against disclosure.I3 

The  method  used  to  apply for a  court  order  authorizing  disclosure is 
subject to  regulation  and is illustrated in Figure 8-5. The  components of a 

(a) Application: The application must use a fictitious name  such as John Doe to 
refer to the patient and may not contain or  otherwise disclose  any patient 
identifying information unless the patient is the applicant or has given writ- 
ten consent  or  the court has ordered the record sealed from public scrutiny. 

(b) Notice: The patient and the person holding the records from whom disclo- 
sure  is sought must  be  given  adequate notice in a manner which will  not 
disclose patient identifying information to other persons and an opportunity 
to file a written response to the application or  appear in person for the lim- 
ited purpose of providing evidence. 

(c) Review of Evidence:  Any  oral argument,  review of evidence, or  hearing on 
the application must  be held in the judge’s  chambers  or in some manner 
which ensures that patient identifying information is not disclosed to anyone 
other than a party to the proceeding, the patient,  or the person holding the 
record,  unless the patient requests  an open  hearing in a manner which 
meets the written consent  requirements of  these regulations. The proceeding 
may include an examination by the judge of the patient records referred to 
in the application. 

figure 8-5. Procedures for Applying for Court Orders Authorizing Disclosure 
(42 C.F.R., Ch. 1, Part 2 5 2.64 (1 992)) 
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An order authorizing disclosure  must: 

(1) Limit disclosure to those  parts  of the patient’s  record which are  essential to 
fulfill the objective of the order; 

(2) Limit disclosure to those  persons  whose  need for information is the basis for 
the order; and 

(3) Include such other measures as are  necessary to  limit disclosure for the pro- 
tection of the patient, the physician-patient  relationship  and the treatment 
services; for example,  sealing from public scrutiny the record of any proceed- 
ing for which disclosure  of a patient’s  record has been  ordered. 

Figure 8-6. Components of a Valid Court Order Authorizing Disclosure 
(42 C.F.R., Ch. 1, Part 2 5 2.64(e) (1 992)) 

valid  court  order  authorizing  disclosure are  presented in Figure 8-6. 
Court  orders  authorizing disclosure will only  be  issued upon a  finding of 
good cause: there exists no  other  way to obtain  the  information and  the 
public  interest and  need for disclosure  outweighs  the  potential  impact 
upon the  patient. 

How  a  health  information  manager  handles these court  orders  and 
subpoenas  in practice is a  matter  governed by both  federal  regulation and 
common sense. For example, a request by a law enforcement official or 
related agency for patient  information  that is not  accompanied by a  court 
order  authorizing  disclosure  must  be  treated  under  the  regulations like 
requests  seeking  patient identification addressed  previously in this chap- 
ter: with a noncommittal  response  acknowledging  the confidentiality 
restrictions under which  the  treatment  program  operates. The mere fact 
that  the  request is made by a law enforcement official is not sufficient to 
overcome the restrictions imposed by the  regulations. 

Similarly, a  subpoena  served upon the  treatment  program by an attor- 
ney  without  a  court  order  does  not  require  under  the  regulations  auto- 
matic disclosure of the  information  sought. That is not to say  that  the 
subpoena  should be ignored. Rather, health  information  managers  should 
develop  a  procedure for handling these situations,  such  as contacting the 
attorney  upon receipt of the  subpoena,  informing  him of the  regulations 
prohibiting disclosure, and notifying  him  that  a  court  order is necessary 
before the  health  information  manager will disclose the  information.  Other 
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policy considerations may include determining how to handle  a court 
appearance, if one is  necessary, and notifying the attending therapist of the 
subpoena and requesting her review of the record to determine whether 
disclosure is in the patient’s best interest. 

Miscellaneous  Issues 

Effect of State Laws 
Although federal law directly regulates substance abuse patient records, 
these regulations expressly recognize that the states will play a role in reg- 
ulating these types of records. This  recognition allows the laws and regu- 
lations of the different jurisdictions (state and federal) to coexist, as 
opposed to excluding the states from any role. 

State law and regulation may  be equal to,  less restrictive than, or more 
restrictive than federal law. Where a conflict between federal and state law 
appears, whichever law is stricter will  apply.14  Where a matter is not 
addressed by federal law, the state law will apply. For example, the federal 
regulations do not prohibit a patient’s access  to her own health informa- 
tion.15 The health information manager must look  to the provisions of state 
law to determine whether the treatment program must provide the patient 
access  to her own health information. For more information regarding 
access  to health information, see Chapter 5. 

Disposition of Records 

For a variety of reasons, a treatment program may be discontinued or ac- 
quired by another program. In those situations, the regulations expressly 
address the disposition of substance abuse records. Under the regulations, 
the records must be purged of patient-identifying information or de- 
stroyed unless the patient’s written consent is obtained to transfer the 
record or the applicable statute of limitations requires that the records be 
maintained for a period beyond the closure or transfer. 

If the transfer has not been authorized and the records must be 
retained for the statute of limitations period, the records must be placed in 
a sealed envelope or other container and labeled as follows: 

Record of [insert name of program] required to be maintained under [insert 
citation to statute, regulation, court order, or other legal authority requiring 
that records be kept] until a  date not later than [insert appropriate date]I6 
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The regulations require that a responsible person hold these sealed and 
marked records in confidence until the end of the retention period speci- 
fied on the label. Upon expiration of the retention period, the responsible 
person must destroy the records. 

Enforcement and Penalties 

Because one of the purposes of the regulations is  to ensure that patients 
who seek treatment for substance abuse are not more vulnerable due to 
availability of their patient record than those who do not seek treatment, 
the  regulations provide for an enforcement  mechanism and criminal penalty 
for violations. The regulations assume that all federally assisted substance 
abuse programs will comply with the restrictions that the regulations 
impose. Any violation of the regulations may be reported to the United 
States Attorney for the district in which the violation occurred or to the 
FDA  if a methadone program is involved. Upon conviction, any person 
who violates the regulations may be  fined no more than $500 if a first 
offense, and no more than $5,000 for  each subsequent offense. 

Mental  Health and Developmental  Disability  Care 
The treatment of patients with mental illness and/or developmental dis- 
abilities17  takes  place in a variety of settings: inpatient psychiatric hospi- 
tals, residential treatment facilities, and therapists’ offices,  to name a few. 
Although the settings may vary, many of the legal questions concerning 
mental health and developmental disability information are the same as 
those involved in health information in general: requirements for accurate 
and timely documentation, retention of medical records, and confidential- 
ity of health information. Although many similarities exist, two main dif- 
ferences separate health information in these  contexts  from that of a general 
medical  context: (1) additional requirements for  record content and (2) 
more stringent privacy requirements. 

Content  Requirements 

Documentation in the mental health and developmental disability fields 
often involves situations not present in a general medical record. For 
example, these settings may involve changes in the patient’s supervision 
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(from seclusion to use of restraints, privileges, passes, and discharge), sig- 
nificant  legal events (commitment orders, interaction with police), and the 
presence of suicide attempts. Furthermore, restrictions on patient rights 
may become  necessary under certain circumstances. Both as a matter of 
law and good medical  practice,  each of these situations necessitates proper 
documentation in the medical record. 

For any psychiatric  facility  receiving  Medicare funds, the Medicare  Con- 
ditions of Participation  will govern. These  regulations  establish standards 
for documenting the development of assessment/diagnostic data, psychi- 
atric  evaluation, treatment plan,  recording patient progress, discharge plan, 
and summary.18 

Frequently, state mental health codes will  specify documentation 
requirements in these situations. Special attention must be accorded these 
codes in order for the health-care provider to be in compliance with  state 
law. For example, the applicable state law may specify that a treatment 
facility devise a written program plan for  each patient describing the 
patient’s problems, precise  goals of treatment, and the measures to be 
employed to  reach those g0a1s.l~ Where restraints are applied to a patient, 
the clinical record must reflect  each use of restraint and its reason.20 Simi- 
larly,  any  limitation on the  patient’s right to  correspondence,  visitors, phone 
calls, or access  to a spiritual advisor must be documented in the clinical 
record, along with the reason for the limitation.21  Any use of special treat- 
ment procedures such as electroshock therapy and neuroleptic medication 
also requires documentation.22 

In addition to statutory and regulatory requirements, accrediting stan- 
dards may mandate certain documentation requirements. For example, the 
Joint Commission on Accreditation of Healthcare Organizations (JCAHO) 
promulgates standards for  facilities  offering mental health, mental retarda- 
tion, and developmental disability services. In addition to the standard 
documentation requirements, JCAHO requires documentation of the 
patient’s  legal status  and the involvement of family members in the 
patient’s treatment program.23 

Another significant departure from a general medical record involves 
the existence of two separate records: (1) the official or public record main- 
tained by the treatment facility and (2) the personal  record maintained by 
the clinician.  The  official record contains that information necessary  to 
document the patient’s care and treatment: history and mental status 
exam, consent forms, treatment plans, physician orders, laboratory results, 
and so forth. This is the record required to be maintained by law. 
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By contrast, the personal record maintained by the clinician consists 
of notes in the clinician’s sole possession that give the clinician’s view- 
point of the patient and their communications. The clinician’s personal 
record does not substitute for progress notes in the official record and is 
kept separate from the official record. There is no legal requirement that  a 
personal record be maintained in addition to the official record. In some 
jurisdictions, a personal record maintained by a clinician is considered to 
be the clinician’s private  property  and  work  product,  and may not be sub- 
ject to discovery in a legal or administrative ~ r o c e e d i n g . ~ ~  

Privacy  Restrictions 

As important  as confidentiality and release of information are to health 
information professionals, they are particularly critical  to the performance 
of health information professionals practicing in the mental health and 
developmental disability fields. This is so because of the additional legal 
restrictions under which these fields operate. 

Patient  Identification 
As with facilities  offering substance abuse treatment, facilities  offering 
mental health and developmental disability treatment are subject  to strict 
confidentiality requirements. The  fact that an individual is,  was, or will be 
a patient at the facility may not be disclosed absent patient consent.25 This 
type of restriction poses the same practical dilemma as in the substance 
abuse treatment contest: how to answer inquiries into patient status. As in 
that context, the health information manager should develop policies that 
do not tolerate any disclosure of patient-specific information absent pa- 
tient consent. 

Release of Information 
Patient-specific information recorded and communications made  in the 
course of providing mental health or developmental disability services are 
considered confidential and may not be  disclosed  except as provided by 
law. Disclosure may be made  pursuant to a patient’s written consent, 
without a patient’s written consent under limited circumstances, or pur- 
suant to a court order. Because no one federal law addresses the disclosure 
issue, state law must be reviewed. Due to the comprehensive nature of the 
Illinois  Mental Health and Developmental Disabilities Confidentiality Act, 
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it  will serve as illustration throughout this section. In  practice, the health 
information manager must review the law of the state in which treatment 
is given to determine the governing requirements. 

Disclosure with  written  patient consent 
To be valid, a release of information form must be in writing and meet the 
specifications of state law. For example, the Illinois  act  specifically ad- 
dresses the content of the consent form. These directives include the per- 
son to whom disclosure is to be made, the purpose for disclosure, the 
nature of the information to  be disclosed, the right to inspect and copy the 
information to be disclosed, the consequences of refusal to consent, an 
expiration of consent date, the right to revoke consent at any time, and the 
signatures and  date of the patient and of a witness who can attest to the 
identity of the patient. Any revocation of consent must be in writing and 
witnessed. Whatever action taken pursuant to the consent form and the 
consent form  itself must then become part of the record.26 

As in the substance abuse context, any information disclosed pursuant 
to the patient’s written consent may not be redisclosed  to another party, 
absent patient consent. The health information manager in practice must 
determine what efforts should be made to notify the recipient of this pro- 
hibition on redisclosure. 

Disclosure without  written  patient  consent 
Patient-specific information may be disclosed without patient consent 
only where statutory or regulatory authority allows disclosure. Similar  to 
the substance abuse context, state law may allow disclosure  without 
patient  consent to health-care personnel within the treatment facility or 
under the treating clinician’s ~upervis ion.~~ So that disclosure without 
patient consent is made only to those health-care personnel with a need to 
know, the health information professional should formulate a release of 
information policy that specifically lists departments or individuals affili- 
ated with  the treatment facility who meet the need to know test. 

Disclosure without written patient consent may also be permitted by 
state law to persons conducting peer review, to an attorney defending the 
treatment facility, and to any agency that has custody of the recipient.** 
Further, such disclosure may be made to the parents or legal guardian of 
the resident, to law enforcement officers, or to the court in a judicial pro- 
~ e e d i n g . ~ ~  Because the authority to disclose without patient consent is 



Specialized  Patient  Records 151 

based on state law, the health information professional should become 
familiar with the applicable state law. 

Disclosure pursuant to court order 
Just  as in the substance abuse context, the health information professional 
may be presented with a subpoena or court order authorizing disclosure 
of mental health or developmental disability How the health 
information manager responds is a matter governed by state law and pol- 
icy of the treatment facility. Under no circumstances, however, should 
either of these documents be ignored. 

Home Health Care 
As in any other portion of the health-care delivery system, health informa- 
tion in the home health-care setting is subject to legal considerations. 
Unfortunately, no  one comprehensive law exists that addresses the legal 
requirements for home health care.  Rather, the legal requirements arise 
from a myriad of sources: the Medicare Conditions of Participation, state 
law and regulation, and accrediting standards. Although each source is 
separate, they must be reviewed together to obtain an  understanding of 
the legal requirements governing home health care. 

For any home health-care agency  receiving  Medicare funds, the Medi- 
care Conditions of Participation will govern. These regulations outline the 
qualifications for home health agency  staff and detail the rights of patients 
treated by that staff.  The regulations require that the patient be informed 
of her rights in advance of or during the initial treatment, and  that the 
agency maintain documentation of that notification. The regulations also 
specify that all  clinical records maintained by the home health agency are 
confidential, and  that the agency must advise the patient of its policies and 
procedures regarding the disclosure of clinical  records.31 

In addition to these regulations, home health agencies must meet the 
requirements of state law. State law may consist of statute, regulation, or 
both. The applicable state law frequently contains many of the same provi- 
sions found in the Medicare regulations. For example, Florida’s Home 
Health Services  Act tracks many of the same provisions as the Medicare 
Conditions of Participation but  adds more specificity in certain areas. 
Under the Florida statute, the contents of the clinical records include: 



[Plertinent  past and current  medical,  nursing,  social  and other therapeutic 
information, the plan of treatment, and other  such information as is nec- 
essary for the safe and adequate care of the patient.32 

The statute also addresses confidentiality and disclosure of information, 
specifying that the patient’s written consent or that of the patient’s guardian 
must be obtained before health  information  may be disclosed.33 

Regulations are often found in the context of the  state-administered 
Medicaid program or in the licensing requirements for home health-care 
agencies. For example,  New  Hampshire’s licensing regulations for home 
health agencies include  details  on record content, retention, and security 
safeguards.34 

Where state  laws or regulations do not speciiically address  home  health 
care, the  health information manager  should  determine  whether  county 
requirements govern. These requirements  would typically be issued by the 
county’s department of health or social services. 

Although accrediting standards  and professional guidelines do not 
have  the force of law, they may be used  in  establishing  the  proper  stan- 
dard of care in  a negligence action against  the  home  health agency. For 
that reason, the  health  information  manager  should  pay close attention to 
these accrediting standards  and professional guidelines. Both the  Joint 
Commission on Accreditation of Healthcare  Organizations and the Com- 
munity  Health Accreditation Program  (CHAP)  promulgate standards for 
community-based  and hospital-based organizations offering home  health 
services.35 And professionals working for home  health agencies are  guided 
by the  requirements of their respective professional organizations  regard- 
ing confidentiality of information. 

Health  information  managers  dealing  with  home health-care agencies 
and their patient  records  should become familiar with federal regulations, 
state licensing laws and regulations, accrediting standards,  and  profes- 
sional guidelines. It is particularly  important to be aware of the differing 
legal requirements  between  states if the  home  health-care agency provides 
care to patients  in  more  than  one  state so that  the  home health-care agency 
is acting in compliance with  state  law. 

Conclusion 
In order to properly manage specialized patient records, it is  critical that the 
health information professional understand the different legal requirements 
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that  govern  these  specialized  patient  records.  These  legal  requirements  arise 
from a  myriad of sources:  statutes,  regulations,  accrediting  standards,  and 
professional  guidelines.  All  must  be  reviewed  together so that  the  health 
information  professional  can  create  effective  policies  that  manage  special- 
ized  patient  records  while  addressing  legal  concerns  and  issues. 

Y ou are the director of health  information  services in a major  medical center that 
maintains both a psychiatric  unit and a substance abuse unit in addition to 
general  medical and surgical  units. Your  facility  plans to join a computer net- 

...... I. ... ..... ... L!-L ... .. ............. . . . .  .. .... ..... .......... . .  ...... .. . -- 
laboratory data, regardless of which  facility  performed the lab  work.  None of the 
other fifteen  facilities  offer  psychiatric or substance abuse treatment. Identify and 
discuss the confidentiality  issues present with  such a network in light of the statutory, 
regulatory, and accrediting requirements governing patients treated in these units. 
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Chapter 9 

Risk  Management and 
Quality  Assurance 

Learning Objectives 
After reading  this  chapter,  the  learner  should be able to: 

1. Compare and contrast risk management with quality assurance. 
2. Trace the growth  and development of risk management. 
3. Explain how the three components of patient record requirements 

4. Define an incident report. 
5. List the purposes an incident report serves. 
6. Differentiate between discovery and admissibility of incident reports. 
7. Compose a scenario that illustrates how  an incident report may be 

8. Differentiate between the two aims of peer review statutes: privilege 

9. Analyze the variations between peer review statutes. 

relate to  risk management. 

protected by the attorney-client privilege. 

and immunity. 

10. Identify the reporting requirements of the Health Care Quality 
Improvement Act. 
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Key Concepts 
Admissible 
Confidentiality 
Discovery 
Incident report 
Patient record requirements 

Peer  review privileges 
Proper documentation 
Quality assurance 
Risk management 
Security 

Introduction 
Most  legal issues concerning health information management focus on 
patient-specific health information given and obtained during the course 
of patient care.  Accordingly, the focus of this book has centered on health 
information contained in patient medical records. While the majority of a 
health information manager’s practice  focuses on such information, such a 
practice  focus  is not exclusive. Health information management practice 
also addresses nonpatient records.’ 

Two nonpatient record areas in which the health information manager 
plays a vital  role are risk  management and quality  assurance. Both are meth- 
ods of quality control that exist in virtually every hospital and health-care 
facility.  Each are distinct improvement techniques; the extent to which they 
are integrated varies  by health-care facility.  This chapter will not provide 
an all-encompassing  look at risk management and quality assurance; 
rather, it will concentrate on the legal bases and requirements for  those  prc- 
grams. Further details regarding forms to use and exact methods to employ 
are left  to the broader teaching of quality improvement and management. 

Risk  Management 
General  Principles 

To properly understand the health information manager’s role in risk 
management, the learner must understand the definition and evolution of 
risk management. As a general matter, risk management is defined as a 
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management function designed to achieve two purposes: (1) to identify 
areas of operational and financial  risk or loss  to a health-care facility, and 
its patients, visitors, and employees; and (2) to implement measures to 
lessen the effects of unavoidable risks and losses, prevent recurrences of 
those risks or losses, and cover inevitable losses at the lowest cost.2 A risk 
management program is outcome oriented, focusing on the potential risks 
to the health-care facility and the methods used to avoid those risks. In 
other words, risk management looks at specific  incidences  to assist in 
determining what activities should be avoided and how to do so. 

The growth  and development of risk management in the health-care 
field  can be traced to a number of different influences, foremost among 
them the loss of the doctrine of charitable immunity. For most of this cen- 
tury, health-care institutions were shielded from  liability  for the negligent 
acts of their employees by the doctrine of charitable immunity. Beginning 
in the mid-l960s, the doctrine was slowly dismantled through court deci- 
sions such as the landmark case of Darling 71. Charleston Community  Memo- 
rial H o s ~ . ~  State legislatures followed the lead set by the court system and 
abolished the doctrine by statute. Without the protection afforded by the 
charitable immunity doctrine, health-care institutions became exposed to 
an increasing number of lawsuits brought against them. Details regarding 
the doctrine of charitable immunity and its relationship with liability prin- 
ciples are  addressed  in Chapter 3. 

The growth of risk management was also aided by several other forces. 
First, the so-called  medical  malpractice  crisis of the 1970s brought to the 
attention of many health-care executives the reality that an increase in the 
number of medical  malpractice lawsuits against their facility could result in 
not only damage awards  but also higher insurance premiums. Second, the 
Joint Commission on Accreditation of Healthcare Organizations (JCAHO) 
began to require hospitals to implement quality control programs in their 
 institution^.^ Third, state legislatures became involved, either establishing 
by statute minimum requirements for  risk management programs in hospi- 
tals, or delegating that task  to administrative agencies?  As  all of these 
forces converged upon health-care institutions, executives  realized that the 
risk management principles already in use  in the business community 
could be applied to the health-care community. 

Because of its evolution, risk management as a management function 
necessarily varies by institution. In terms of lines of organizational author- 
ity,  risk managers may be considered part of the facility’s  safety depart- 
ment, its finance department, or its operations team. Where a facility 
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operates with in-house counsel, the risk manager may report to that entity. 
In terms of who serves as  a risk manager, the individual may have back- 
ground in the legal, nursing, health information management, and/or 
insurance fields. One constant in risk management, however, is the role of 
health information managers. 

Health information managers play a role in a risk management pro- 
gram in at least two ways: through the traditional method of enforcing 
patient record requirements and  through the use of incident reports. 

Patient Record  Requirements 

Health information managers have traditionally influenced the risk man- 
agement process by implementing, enforcing, and educating health-care 
providers about patient  record  requirements. This education role centers 
on three areas: documentation, security, and confidentiality. 

Documentation 
The health information manager cannot stress too heavily the importance 
of proper  documentation to reduce risk. Because a medical  record serves 
as the legal  record of a particular episode of a patient’s care, it is the back- 
bone of every professional liability action. As such, it is used to prove what 
did  or  did not happen in a particular case and to establish whether the 
applicable standard of care was met. A properly documented medical 
record benefits a health-care provider’s defense in a lawsuit; a poorly doc- 
umented medical  record hinders the health-care provider’s defense. 

A properly documented medical  record is both timely and complete, 
meaning that all entries in the record are  authored  and authenticated and 
reflect the total care actually rendered to the patient. In addition, the 
record meets the appropriate requirements for record content, including 
the use of approved abbreviations and  methods to  correct the record 
where necessary. Further details concerning the requirements of a timely 
and complete medical record are addressed  in Chapter 4. 

With proper documentation, the risks to a health-care facility may be 
reduced in a number of ways. For example, complete documentation of a 
patient’s condition, including accurate information about adverse inci- 
dents that happened to the patient during treatment (e.g., a medication 
error), assists the caregiver in rendering appropriate treatment, thereby 
reducing risk  to both the patient and the health-care facility. In addition, 
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corrections to the record made according to proper methods reduce risk  to 
the health-care facility because it may be concluded that the facility‘s pur- 
pose was to  correct a mistake in the documentation of the patient’s treat- 
ment and not to  conceal information. Finally, a complete, timely, and 
accurate record reduces risk at trial because the health-care provider’s 
defense ability  is tremendously enhanced. 

Security 

Security of health information falls within the traditional role of the health 
information manager. Security issues impacting a risk management pro- 
gram center on the availability of medical records for purposes of patient 
care,  access  to  patient-specific health information by or on behalf of the 
patient, and the retention of medical records. 

The ready availability of a medical record  to health-care personnel can- 
not be understated: various medical disciplines use the medical record as  a 
method to communicate about the patient’s illness and course of treatment 
during  a particular episode of patient care. And should the patient subse- 
quently require care, health-care providers rely on information from prior 
medical records to  assist in the diagnosis and treatment of the patient. Fail- 
ure to make medical records available during  a  current or subsequent 
episode of patient care may result in  harm to the patient and exposure of 
the health-care provider to  liability.6  Such  risk  can  be reduced by  actively 
managing the availability of medical records for purposes of patient care. 

Availability of medical records concomitantly involves the question of 
access to health information by or on behalf of the patient. Questions of 
access are governed by a complex web of laws and regulations, addressed 
in detail in Chapter 5. Because of this complexity, requests for  access  to 
patient-specific health information should only be handled by those with 
proper training and supervision. Careful management of these requests 
reduces risk  to the health-care facility by ensuring that only those with  a 
right to know have access to patient-specific health information. Careful 
management also lessens the potential for  liability due to improper disclo- 
sure of health information. 

Availability of medical records also involves the question of how long 
medical records should be retained. At minimum, health care facilities 
reduce the risk of a lawsuit for negligent loss of records by retaining 
records for the minimum period specified under  statute  and regulation. 
Additionally, if records are retained offsite by a commercial contractor due 



to storage  constraints, risk may be reduced by including restrictions in  the 
written contract that address confidentiality safeguards  and indemnifica- 
tion in  the  event of unauthorized  disclosure. Finally, when  the health-care 
facility can no longer  maintain medical records  beyond  the controlling 
statute  and regulation  period, it can reduce  the risk of civil and criminal 
liability by ensuring  that all record destruction is conducted  in  the  ordi- 
nary  course of business according to institutional policy. For further infor- 
mation, see  Chapter 4. 

Colzfidentiality 

Long a matter closely associated with  health  information  managers, confi- 
dentiality is central to reducing risk. The health-care community  has for 
decades  considered  the confidentiality of health  information  a  matter of 
utmost  importance. The failure of health-care  providers to respect confi- 
dentiality,  combined  with  greater public awareness of the  adverse effects 
of unauthorized  disclosure of health information, may impact upon risk 
management  programs  through an increased number of lawsuits. Such 
lawsuits generally allege violations of the  right to privacy, breach of confi- 
dentiality, and/or breach of contract. 

One  lawsuit  illustrating  the risks associated with  not  maintaining con- 
fidentiality is Estate of Belzringer II. Medical Cclztcr  at P r i l ~ c e t o n . ~  In Bclzringer, 
a physician on staff at the  hospital  was  treated at the  hospital and  diag- 
nosed  with  acquired immunodeficiency syndrome (AIDS). After news of 
the doctor’s diagnosis  was circulated among  the  hospital staff and his 
patients, the physician sued  the  hospital for breach of the  duty to maintain 
the  confidentiality of his  diagnosis. The court  found in his  favor,  noting 
that  the  hospital failed to take reasonable precautions to ensure  that  his 
diagnosis and medical records  were  held confidential. 

Risks of such  lawsuits  may be lessened through  education of health- 
care professionals concerning the professional and legal obligations to 
maintain confidentiality. Beyond education,  a health-care institution  may 
reduce risk by adhering to and enforcing its policies regarding  the  confi- 
dentiality of patient  information. 

Incident  Reports 

As discussed previously, proper  documentation in the medical record 
includes recording adverse incidents that occur during  an episode of 



patient care. Such documentation in the medical record is separate  and dis- 
tinct from an incident report, which is a risk management technique used to 
describe and  manage an adverse incident. Understanding this difference is 
essential to the  proper functioning of a risk management  program. 

To accurately describe an incident report, the  learner  must  first  under- 
stand  what  an  incident is. A hospital incident is defined as: 

any  event  or  circumstance  not  consistent  with  the  normal  routine  opera- 
tions of the  hospital and its staff or the  routine  care of a patient. It may be 
an  error,  an  accident,  or a situation  which  could  have,  or has, resulted  in 
injury to a person  or damage to hospital  equipment or property.8 

Incidents may encompass a variety of events, such  as  a medication error, 
a slip and fall, the loss of a patient’s belongings, or an  equipment  malfunc- 
tion affecting the  patient. The incident is not limited to patients alone, but 
may also affect the health-care provider, its employees, or  a visitor. 
Because the  incident is not  routine  and  could  or did result in injury to a 
person  or  damage to equipment  or  property, it is considered  adverse. 

The incident report is the documentation of the adverse incident, whether 
done  on a  paper  form  or  through a computerized  database  with access 
highly  controlled. The report describes the  incident itself, including  the 
time, date  and place of occurrence, along  with  the  condition of the subject 
of the  incident  (patient,  employee,  or visitor), statements or observations 
of witnesses, and  any responsive action taken. The report differs from  the 
medical record in that it may also include subjective statements  or  opin- 
ions concerning fault or the circumstances surrounding the  incident. By 
contrast,  the medical record consists of a basic recounting of facts, devoid 
of personal  opinion  or subjective statements. Because the presence of this 
additional  information in the  incident  report is inconsistent with the pur- 
poses of a medical record, the medical record should not incorporate  the 
incident  report. Rather, the incident report  should be filed separately from 
the medical record. 

An incident report serves multiple  purposes: to fully document  the cir- 
cumstances surrounding the incident, to identify situations  that may lead 
to litigation, to educate health-care personnel in order to prevent  future 
incidents, and to create a  database for monitoring  the  number and types of 
incidents. The first two  purposes relate to the  traditional notion of risk 
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management because  they serve to alert the health-care provider’s attorney 
and insurance carrier  to  specific  incidences that may lead to a claim against 
the health-care provider. The  second two purposes relate not only to  risk 
management but also to quality assurance: in addition to identifying spe- 
cific incidences of risk, incident reports also permit the health-care provider 
to study  patterns of activity  to determine which  practices should be altered 
and how to  fashion training programs to  achieve the optimum result. 

These multiple purposes are best served if the incident report is  com- 
pleted as soon as practicable after the incident, when memories are fresh. 
By completing the report in a timely fashion, the health-care provider has- 
tens the availability of the report to its attorney, insurance carrier, and 
quality assurance department for review and evaluation. And it is the 
availability of the report to the provider’s attorney that will determine 
whether the report is discoverable and admissible in the event of litigation. 

Discoverability and Admissibility 

Because an incident report details the event that caused injury to the pa- 
tient, employee, or visitor, it is one of the most important sources of infor- 
mation to the parties involved in a lawsuit against the health-care 
provider. Whether the report becomes available to the plaintiff  will be 
determined by the rules of evidence governing discovery and admissibil- 
ity and the privileges that attach these rules. 

Discovery is the process used by parties to obtain information that re- 
lates to the subject matter of a lawsuit or an administrative agency pro- 
ceeding. Discovery  occurs  before trial and involves identifying and 
locating books, documents, or other tangible things and persons relating to 
the subject matter at issue. The information to be discovered may relate to 
claims or defenses for either side of the lawsuit and is made by a formal 
request, such as  through  written interrogat~ries.~ Information is consid- 
ered discoverable if the applicable rules require disclosure of the informa- 
tion upon the formal request of a party. 

The  fact that certain information may be discovered does not automat- 
ically mean that the information may be admitted into evidence at trial.’O 
Information is considered admissible into evidence at trial if the applica- 
ble rules establish that the information is both pertinent and  proper for the 
judge and/or jury to consider when deciding the issues involved in the 
lawsuit. As a general matter, incident reports are governed by the hearsay 
rule of evidence and its exception  covering business records.  Detailed  mate- 
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rial addressing the hearsay rule and business record exception is contained 
in Chapter 7 .  

The  existence of  an incident report does not automatically mean that  a 
party to the lawsuit may either discover or admit the report. In order to 
discover or admit the report, the party must overcome the application of 
privileges. A privilege is the legal right to keep certain information confi- 
dential and protect it from subpoena, discovery, or introduction into evi- 
dence at trial. A privilege will be considered waived if the confidentiality 
is breached, either through carelessness or  through deliberate disclosure 
by the party holding the privilege.” 

In the context of incident reports, the most frequently used privilege is 
the attorney-client privilege. Other privileges, such as the attorney work 
product privilege, have met with very limited success when applied to 
incident reports.12 Because courts have increasingly rejected  use of the 
attorney work product privilege in this context, the work product privi- 
lege  will not be addressed here. 

The attorney-client privilege protects communications made between 
attorneys and their clients  from disclosure to third parties. It  is designed to 
facilitate  full and open communication between attorneys and their  clients 
by assuring clients that the communication will remain confidential. To fall 
within the privilege, certain criteria must be  met: an attomey-client rela- 
tionship must be established and the client must make the communication 
in  confidence  for the purpose of obtaining legal advice from the attorney.13 

Whether an incident report will be protected  by the attorney-client priv- 
ilege generally centers on the question of whether the report was  made for 
the benefit of the attorney alone, or whether dissemination of the report to 
others, such as the insurance carrier or internal quality assurance depart- 
ment, will defeat the privilege. In some jurisdictions, the report is not pro- 
tected if disseminated to anyone other than the attorney;’*  in other 
jurisdictions, as long as the report is not placed in the medical record, and 
dissemination is limited to the attorney and the health provider’s insur- 
ance carrier, the report is pr0te~ted.l~ 

To guarantee protection of the privilege, the health information man- 
ager must work to assure that the incident report is not placed in the med- 
ical record. This can be accomplished not only through  standard medical 
record  reviews, but also through involvement in developing the pro- 
vider’s written policies and procedures governing incident reports. Such 
policies and procedures should  address (1) the content of the report, 
including labeling it as confidential and addressing it  to the health-care 
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provider’s attorney; (2) the limited dissemination of the report inside and 
outside of the health-care institution; and (3) the training of staff  to prop- 
erly complete the report. 

In summary, every health information manager must  understand the 
applicable rules of discovery, admission of evidence, and the attorney- 
client privilege within the health-care provider’s jurisdiction, whether or 
not the health information manager is  formally involved in the health-care 
provider’s risk management program. Without such  an  understanding, 
the health information manager may act inadvertently to allow placement 
of the incident report in the medical record, with the result that the attor- 
ney-client privilege is lost and the report may be both discovered and 
admitted into evidence in a particular case. In addition, the health infor- 
mation manager loses the opportunity to educate fellow health-care per- 
sonnel on the  proper methods to complete the incident report. 

Quality Assurance 
The second area in which the health information manager plays a vital role 
concerning nonpatient records is quality assurance. As with risk manage- 
ment, quality assurance is an improvement technique utilized by health- 
care providers. Although similar databases may be involved, quality 
assurance significantly differs from  risk management. Quality assurance is 
a clinical function, focusing on how to improve patient care. Quality assur- 
ance  looks at  patterns of activity to define optimum activities and deter- 
mine how to achieve them. As such, quality assurance is process oriented 
rather than outcome oriented. By contrast, risk management looks at spe- 
cific incidences of risk or loss to determine which activities to avoid. Risk 
management focuses on the outcome, not the process. 

Quality assurance activities in health-care institutions are conducted 
under the control and direction of peer review committees. These  commit- 
tees are composed of health-care professionals who  are charged with the 
responsibility for evaluating, maintaining, and/or monitoring the quality 
and utilization of health-care services.I6  Peer review committees typically 
discharge this responsibility through  audit  and review of patient informa- 
tion against established guidelines. Where a pattern emerges indicating 
that the established guidelines were not met, the peer review committee 
determines what  further action should be taken, including education and 
training of staff. 
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Peer Review  Privileges 

An effective quality assurance program benefits a health-care institution 
by allowing neutral evaluators the opportunity to provide useful feedback 
and recommendations designed to improve patient care. To achieve this 
benefit, the committee members must fully participate and offer candid 
criticism  of the information they review. Yet, health-care institutions 
cannot force health-care professionals such as physicians to participate in 
peer review activities where the institution’s medical staff acts as a semi- 
autonomous  body. Furthermore, health-care professionals may hesitate to 
honestly analyze or criticize a colleague if the analysis or criticism they 
make will be published or otherwise disclosed. Finally, participation and 
candor may  be inhibited by the fear of lawsuits charging defamation, or 
violations of antitrust laws, or the loss of patient referrals. 

To address these concerns, state legislatures have passed peer review 
statutes. The aims of these statutes are twofold: (1) to protect the delibera- 
tions and records of peer review committees from access  by nonpartici- 
pants; and (2) to protect participants in peer review activities  from  civil 
liability. Not all statutes  address both aims; however, most statutes 
address the first aim.I7 Under the first aim, peer review deliberations and 
records are considered “privileged,” that is, protected from subpoena, dis- 
covery, or introduction into evidence. Under the second aim, participants 
are considered ”immune” from monetary liability in the event of a lawsuit 
or other legal proceeding. 

Because peer review  privileges are a matter of state statute, the protec- 
tions they  afford  necessarily vary from state to state.l8 For example, many 
of the statutes passed in the 1970s protected only peer review activity that 
took  place in hospitals. As new entities such as health maintenance organi- 
zations became involved in health care, peer review statutes were revised 
to afford these entities the same protections afforded  hospital^.'^ Nonethe- 
less, some states have failed  to  revise their statutes to include these new 
entities, making it  likely that peer  review activities conducted by these 
entities fall outside the scope of the statute’s protections. 

State statutes also vary regarding the definition of peer review activity. 
Some statutes do not define the term beyond general language such as 
records and proceedings; other statutes explicitly state which documents 
and materials fall within their protections.20 As a general rule, a statute’s 
failure to include an explicit definition of what peer review  activity  is pro- 
tected  will result in excluding some activities  from that protection. Certain 



166 Chapter 9 

activities commonly  associated with peer review  activity, such as the cre- 
dentialing process, could therefore fall outside the scope of the statute’s 
protection. 

The statutes further vary by the nature of civil immunity afforded to 
participants. Some statutes provide absolute immunity from  all 
while others provide only qualified immunity if a defamation action is 
brought.22 Where immunity is granted, the law assumes that the partici- 
pant acted in good faith. If a plaintiff  can demonstrate that the participant 
acted with malice, the participant is no longer shielded from  liability. 

In addition to statutory variations, the peer review privilege may vary 
by the way in which courts have interpreted it. Many statutes give courts 
the authority to require disclosure under certain exceptional circumstanc- 
es, such as  a criminal action brought against a health-care provider 
accused of a felony. Each situation varies, but courts will generally order 
disclosure in those  cases where the information sought is  essential  to  protect 
the  public  interest and the information cannot be obtained  from another 
source.23 

Every health information manager involved in quality assurance activ- 
ities should  understand the statutory peer review privilege as it applies in 
his or her jurisdiction. Such an  understanding will assist the health in- 
formation manager in ensuring that the health-care provider’s quality 
assurance policies and procedures conform to the law and preserve the 
confidentiality of peer review materials. A listing of steps that may be 
taken to improve the confidentiality of peer review materials is contained 
in Figure 9-1. 

National  Practitioner  Data Bank 

Closely interwoven with any quality assurance program is the physician 
disciplinary process. Conclusions reached during peer review activities 
may directly bear on a health-care institution’s decision to  limit or discon- 
tinue a physician’s practice in the institution or otherwise discipline a 
physician. And in some health-care institutions, the peer review  commit- 
tee  is charged with direct responsibility over the professional disciplinary 
process. For those persons involved with decisions concerning staff privi- 
leges and disciplinary actions, it is  necessary  to understand the require- 
ments of the Health Care Quality Improvement Act. 

Passed in 1986, the Health Care Quality Improvement Act is designed 
to improve the exchange of information about decisions relating to the 
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1. Conform the purposes of peer  review  committees, as stated in bylaws and 

2. Make  certain  peer  review committees  are  constituted in accordance with the 

other  corporate  documents,  to  the  terminology and requirements of state law. 

applicable  statute. 

3. Act  cautiously  regarding  use of ad hoc  investigations and special  committees. 

4. Ensure that  the information “loop” only  includes individuals who  are  covered 
by the  statute. 

protects  only the  hospital-based  settings. 
5. Be careful in structuring  peer  review  outside the hospital  setting if the statute 

6. Protect the physical security of peer  review  records. 

7. Educate  peer  review  committee  members  regarding the  nature and limitations 
of the peer  review  privilege. 

8. Use the medical  staff bylaws and hospital  policies to  protect  peer  review  confi- 
dentiality. 

9. Periodically  audit  peer  review  policies and practices. 
~ ~~ 

figure 9-1. Steps  for  Improving  Confidentiality of Peer  Review  Materials 
Source: Robert W. McCann, Protecting the  Confidentiality of Peer  Review Information, J. AM. 
HEALTH INFO. MCMT. Ass’N., Dec. 1993, at 54-56. Reprinted with permission of the Ameri- 
can Health  Information  Management Association. 

professional competence and  conduct of physicians, dentists, and  other 
health-care practitioners.24 The desired  result of such  an exchange of infor- 
mation is an  improvement in the  quality of medical care through restric- 
tions  on  the ability of certain physicians and  dentists to change locations 
without disclosing previous  incompetent  performance  or misconduct. The 
act accomplishes this  result through  the  use of the  National Practitioner 
Data Bank and complex reporting  and  query  requirements. The U.S. De- 
partment of Health and  Human Services has published  regulations  further 
defining  the  reporting and  query  requirement^.^^ 

Information  concerning professional competence and  conduct  is re- 
ported  to  the  National Practitioner Data Bank by hospitals, medical soci- 
eties, licensing boards,  prepaid medical practices, and  other health-care 



entities involved in peer review activities. Specific information  contained 
in  the Data Bank includes  data concerning malpractice payments, licen- 
sure actions, and  adverse actions such as the loss of staff privileges of 
physicians and dentists in all fifty states. Figures 9-2 through 9-6 illustrate 
the  types of information  that  must be reported to the Data Bank. 

With these data available in the Data Bank, health-care  entities  such as 
hospitals  are  required  to  query  the  data  bank  whenever receiving an  appli- 
cation for a position on  the medical staff. Once admitted to the medical 
staff, the  health-care  entity  must  continue to query  the Data Bank every 
two  years  concerning each staff member. The act presumes  that receipt of 
information concerning incompetence or misconduct will result in the 
denial, restriction, or  termination of staff privileges. 

Health-care  institutions  that  have  taken  steps to restrict a physician’s 
privileges  or  otherwise  discipline a physician through peer  review activi- 
ties have  been subject to lawsuits.  Health-care  institutions faced with 
these  lawsuits  have  found  protection  through  the act’s grant of qualified 
immunity. 

1. The  physician’s  or  licensed  health-care  practitioner’s  name,  date  of birth,  work 
address  and,  if  known,  home  address  and  social  security  number. 

2. The  name  of  each  professional  school attended  and  the  year  of  graduation 

3. For  each  professional  license,  the  license  number,  the field of  licensure,  and 
the  name of the state or territory in which  the license is held 

4. The  physician’s  or  licensed  health-care  provider’s  Drug  Enforcement  Adminis- 
tration  registration  number,  if  known 

5. The payment  amount,  date of  payment,  and whether  the  payment is for a 
judgment  or a settlement 

6. The  name, if known, of  any hospital with which  the  physician  or  licensed 
health-care  practitioner is associated 

7.  A description of the acts or  omissions  and  injuries  or  illnesses  upon  which  the 

8. Other  information as required  by  the Secretary from  time to time after publi- 

action  or  claim was  based 

cation in the federal Register and  an opportunity for  public  comment 

Figure 9-2. Requirements for the  Reporting  of  Medical  Malpractice  Payments 



1. The  physician’s  or  dentist‘s  name,  date  of birth, work address  and,  if known, 
home address and social  security number 

2. Name of  each  professional  school attended and the year  of graduation 

3. For  each professional  license, the physician’s  or  dentist’s  license  number, the 
field of  licensure, and the name  of the state or territory in which the license is 
held 

4. The  physician’s  or  dentist’s Drug Enforcement Administration registration 
number,  if known 

5. A description of the acts or  omissions  or other reasons for the action taken 

6. A description of the Board  action, the date the action was  taken, and i ts effec- 
tive date 

7. Classification  of the action in accordance with a reporting code adopted by 
the Secretary of Health  and  Human Services 

8. Other information as required by the Secretary from time to time after publi- 
cation in the Federal Register and an opportunity for public comment 

Figure 9-3. Requirements for the Reporting of  Sanctions  Taken by Boards of 
Medical Examiners 

Actions  based on professional  competence  or  professional conduct: 

(a) which revoke  or  suspend  or  otherwise  restrict a physician’s  or dentist’s 
license; 

(b) which censures, reprimands,  or  places on probation a physician  or  dentist;  or 

(c) under which a physician’s or  dentist’s  license is surrendered 

Figure 9-4. Reportable  Actions  Taken by the Boards  of Medical Examiners 

Actions taken by health-care institutions  to  restrict  staff  privileges, 
when those  actions  are  the  result of peer review activities, may  be  pro- 
tected by the act from  liability.  Under the act, those who  participate in peer 
review  activities are immune from civil damage  actions i f  the  statute’s fair- 
ness and  reporting  requirements are met. 
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Actions  taken  by  health-care  entities: 

(a) which adversely affect the clinical  privileges  of a physician  or dentist for a 
period  longer  than 30 days; or 

restriction  by a physician  or  dentist 
(b) which involve the acceptance of the surrender  of clinical  privileges or other 

Figure 9-5. Reportable  Actions  Taken by Health-Care  Entities:  Clinical  Privileges 

1. The  physician’s  or  dentist’s  name,  date  of birth,  work address  and, if  known, 
home address and  social  security number 

2. Name of  each  professional  school attended  and  the year  of graduation 

3. For  each  professional  license, the license  number, the field of  licensure,  and 
the name  of the state or territory in which the license is held 

4. The  physician’s  or  dentist’s Drug Enforcement Administration  registration 
number, if known 

5. A description of the acts or  omissions  or  other  reasons for privilege loss or 

6. A description of the entity’s  action, the date the action was  taken, and its 

surrender 

effective  date 

7. Other information as required  by  the Secretary from time to time after publi- 
cation in the federal Register and an opportunity for public  comment 

Figure 9-6. Requirements for the  Reporting of Adverse  Actions  Taken by 
Health-Care  Entities 

Health information managers involved in questions of physician staff 
privileges and disciplinary actions face the challenge of understanding the 
complex reporting and  query requirements of the act and its implement- 
ing regulations. The health information manager’s successful integration 
of the reporting and  query requirements into the credentialing and disci- 
plinary process will result not only in compliance with the law but also in 
improvement in the quality of patient care. 
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Conclusion 
As this chapter  demonstrates,  complex  legal  requirements  govern  a  health- 
care  provider’s  risk  management and quality  assurance  programs.  The 
health  information  manager’s  knowledge of these  requirements  will 
influence  the  success of the  health-care  provider’s  programs. Key  to that 
influence  is  the  ability  to apply that  knowledge  to  a  particular  situation. 
Health  information  managers  face  that  challenge  by  educating  the  health- 
care  provider’s  staff  concerning  patient  record  requirements,  by  protect- 
ing incident  reports  from  discovery, and by  reporting  adverse  actions 
regarding  clinical  privileges. In each  example,  the  health  information 
manager  applies  legal  principles  to  real-life  situations. For these  reasons, 
health  information  managers  must  understand the legal  bases and 
requirements of risk  management and quality  assurance. 

~ ,... ,- ..,- ,.,.. ._*._, . - . . “,~. .. . .. . .. - . ,, . . ”  . . ”. .,., . . . . .. , .. - , .-_ 

Case Study 

Y ou are a health  information manager  closely involved with risk  management a t  
General  Hospital, a teaching  institution.  Beginning  this July,  the  hospital will 
incorporate  presentations  by  hospital  employees into its Grand  Rounds  series of 

lectures. You have  been  asked to present  the  lecture  covering  risk  management. 
Compose a presentation  addressing  the  legal  aspects of risk  management, particu- 
larly  concentrating  on  patient  record  requirements  and  incident  reports. 
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Chapter 10 

HIV Information 

Learning  Objectives 
After reading this chapter, the learner  should be able to: 

1. List the tests used to identify and/or confirm positive HIV results. 
2. Identify and explain the three component steps of the voluntary 

3. Compare and contrast court-ordered HIV/AIDS testing with 

4. Describe the situations in which employers may require HIV/AIDS 

5. Describe the types of restrictions that confidentiality statutes  and 

6. Explain the rationale for mandatory testing of health-care employees. 
7. Analyze the limits on disclosure of HIV/AIDS information 

testing process. 

HIV/AIDS testing pursuant to statutory authority. 

testing of employees. 

ethical guidelines place on HIV/ AIDS information. 

concerning the patient and the health-care provider. 

Key  Concepts 
Anonymous testing 
Confidentiality statutes 
Employment challenges 
Ethical guidelines 
Improper disclosure 

Mandatory testing 
Patient identity 
Test result 
Voluntary testing 



Introduction 
Acquired immunodeficiency syndrome (AIDS) has  emerged as one of the 
most  pressing public health  threats in the last quarter  century. An esti- 
mated  one million persons in the  United States are infected with  the  hu- 
man immunodeficiency virus  (HIV),  the  virus  that  develops  into AIDS.'  At 
the  present time, no vaccine exists to prevent infection with HIV nor  does 
a cure exist for AIDS. 

As the public health threat posed by AIDS has increased, certain misun- 
derstandings  have  emerged.  Individuals  unknowledgeable  about  the 
methods of transmission of the disease have created a climate of fear. From 
this fear has  emerged a stigmatization of, and discrimination against, those 
suffering from AIDS and HIV. 

Legislatures across the United States have  responded to the  stigma and 
discrimination experiences of AIDS and HIV sufferers, as well as the  pub- 
lic health  threat,  with a complex mix of legislation. This legislation has  ad- 
dressed  testing and reporting  requirements and confidentiality concerns. 
The court  system  has also responded to the AIDS experience, particularly 
within  the context of mandatory  testing of health-care workers and 
improper  disclosure of  HIV status. 

Health  information  managers  handling patient-specific health infor- 
mation  relating to HIV and AIDS must  understand  the complex legal rules 
to which this information is subject. By understanding  the  law  applicable 
to this information, the  health  information  manager is better able to re- 
spond to the demands for information  made by patients,  hospital  adminis- 
trators, researchers, and government agencies. 

Testing 
Background Information  about HIVIAIDS 

HIV is a retrovirus  that attacks and  suppresses a person's immune  system. 
It is transmitted  in a limited number of ways: through intimate  sexual con- 
tact, exposure to infected blood or blood components,  or  passed  from 
mother to child in utero  or  through  breast milk. In the earlier stages of the 
disease, HIV-infected individuals may experience less severe medical 
symptoms,  such as fever, swollen lymph nodes,  weight loss, night  sweats, 



decreased  appetite, and  diarrhea. As the disease process progresses, the 
individual  is  more likely than  the  average  person to experience great diffi- 
culty in  fighting  other infectious diseases, such as Kaposi’s sarcoma, P~zeu- 
nzocystis carillii pneumonia,  and  herpes zoster. 

It is impossible to know when or if an infected individual will experi- 
ence the  onset of symptoms.  Symptoms generally surface  on a gradual 
basis and progress  through  various  stages. Eventually, the  individual may 
fully develop AIDS and  die  from  the disease. 

While no  one test has been developed  that isolates the virus, a variety of 
tests have been developed to detect the presence of HIV antibody  and anti- 
gen in blood and  body fluids. The most commonly used, the enzyme-linked 
immunosorbent assay (ELISA), detects the presence of  HIV in serum or 
plasma. If a positive result arises from the ELISA test, medical protocols 
generally call  for the health-care provider to confirm the result by perform- 
ing a second test on  the  same specimen. Tests used to confirm positive re- 
sults  include  the Western blot assay, the  radioimmunoprecipitation assay 
(RIPA), and  the indirect immunofluorescence assay (IFA). If confirmed by a 
second test, the  individual is considered seropositive for HIV. 

Volunta y Testing 

The vast majority of HIV testing  conducted in the United States involves 
voluntary testing. In the context of managing  health  information,  volun- 
tary testing encompasses  three areas: consent for testing, delivery of pre- 
test information, and disclosure of test results. 

Voluntary  testing necessarily implies that  the  individual to be tested 
has  consented to the testing. This implication has been incorporated  into 
state  statutes  requiring  the  individual’s  written  informed consent before 
testing.* In addition,  states receiving federal funds  under the HIV Health 
Care Services Program  must  require  persons  requesting  others to be tested 
for  HIV to obtain a written,  signed  consent  from  the  individuals to be 
t e ~ t e d . ~  An example of a consent form  addressing AIDS/HIV is illustrated 
in Figure 10-1. 

In addition to written  informed consent, most  states place a burden on 
the  health-care  provider  ordering  the HIV test to deliver certain pretest 
information to the individual to  be tested. Often  referred  to as pretest counsel- 
ing  or  consultation,  common  requirements  include  distributing informa- 
tion about  the  type of test(s) involved, the  testing  methodology  employed, 
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Consent  for  Testing  for the Human Immunodeficiency  Virus (HIV) 
I have  been  advised by  my  physician(s) to have a blood test to detect the presence 
of  antibodies to the Human  Immunodeficiency Virus  (HIV), the virus that causes 
Acquired  Immunodeficiency Syndrome (AIDS). I understand that the  procedure 
involves withdrawal by needle  of a small amount  (about 1 1 /2 tablespoonfuls)  of 
blood from one  of  my  veins for laboratory  testing. I also understand  there  may  be 
some slight  discomfort a t  the site of entry of the needle  and that the  procedure 
has minimal risks including bruising,  soreness, and a slight risk  of infection. 

I understand  the test results  may, in some cases, indicate a person  has antibodies 
to the virus  when the person  does not (false positive)or  fail to detect  the person 
has antibodies to the virus  when  the  person is infected with the virus (false nega- 
tive). I also understand a positive test does not predict  whether I have  or will 
develop AIDS. If my test results  are  positive, I will be notified and  provided with 
information regarding follow-up. 

I have  had the opportunity to ask questions about  this blood test and  understand 
I will be given  counseling  about  the  meaning  of  my test results  and i ts implica- 
tions. 

I understand that my test results will be kept  confidential to the extent allowed by 
law. For my healthcare  and  the  health  of  others who will provide care to me, I 
understand  the test results will be  made part of my  health  record  and that persons 
involved in my  healthcare will have access to that information. Except as required 
by  law,  my test results will not be  released to other parties without my written 
authorization. 

By my  signature  below, I acknowledge that I have  been given all  of the informa- 
tion l wished about  the blood test and have  had my questions  answered.  Further, 
I acknowledge that I have given  consent for the  performance  of a blood test to 
detect  antibodies to the  Human  Immunodeficiency Virus  (HIV). 

Signature  of  Patient 

Date 
For discussion  purposes only. Not for use without advice of legal counsel. 

Figure 70-1. Sample  Consent  Form for HIV  Testing  (Reprinted with permission 
of the American  Health Information Management  Association,  Chicago,  Illinois) 
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the meaning of the test results, the methods of transmitting the disease, 
and the methods of reducing risk of transmi~sion.~ 

Once the test results become  available, the health-care provider must 
contact the tested individual  with the results. The disclosure of test results 
is also the subject of state regulation. Commonly referred to as posttest 
counseling or consultation, 

The disclosure process  generally  involves four parts: (1) the test results 
and the possible  need  for additional testing; (2) the meaning and impor- 
tance of the test  results; (3) the methods to reduce further transmission, 
including partner notification programs; and (4) referral  to  available health- 
care services and  support  group^.^ Where the test results are positive for 
HIV, the health-care provider is required to report the identity of the 
patient to the appropriate public health authorities unless an exception  to 
the reporting requirement applies. 

Mandatory  Testing 

The  concept of mandatory testing involves a decision by the legislature or 
a court to  force an individual to  receive testing for some health reason, 
without granting the individual the right to refuse. In the context of indi- 
viduals with positive HIV status or AIDS, mandatory testing generally 
falls into either of two categories: court-ordered testing or testing pursuant 
to statutory  authority. 

State  law empowers courts to issue orders to protect the public good. 
AIDS and HIV status are no exception. A court may order testing of an 
individual if the court has determined by  clear and convincing evidence 
that the individual is reasonably believed  to  be  infected with HIV and is a 
serious and present health threat to others. Such court-ordered testing does 
not allow the individual the right to refuse testing6 

Statutory authority mandating testing generally targets groups  who 
are perceived as presenting a public health threat. In some states, prisoners 
entering or being discharged from  correctional  facilities must undergo test- 
ing without the right to r e f ~ s e . ~  In addition, some states require sexual 
offenders who are convicted or have pleaded guilty or nolo contendere 
and whose crime included sexual intercourse to undergo testing without 
the right to  refuse.8 

One group that has been targeted for mandatory testing is employees, 
with mixed results. Some states permit employee testing only on  a volun- 
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tary basis, with consent and confidentiality issues addressed in the statute? 
Other states prohibit HIV testing of employees altogether.l0 Some states, 
however, prohibit HIV testing of employees as a general matter but allow 
mandatory testing in certain defined situations. 

These situations generally involve the employee’s  ability  to perform a 
particular job in a safe manner. The  first situation follows  from  employ- 
ment discrimination law and involves a bona fide occupational qualifica- 
tion to the job in question. To meet the bona fide occupational qualification, 
the law places the burden  on the employer to demonstrate that the HIV test 
is job related and necessary  to determine an individual’s qualifications  for a 
particular job.”  And  in some cases, the law places the burden  on the em- 
ployer to show that no reasonable accommodation short of  HIV testing 
exists.I2 

The second situation follows from handicap discrimination law and 
involves classifying HIV status  and AIDS as a handicap. For states classi- 
fying HIV and AIDS in that manner, testing may be mandated  where  pub- 
lic health authorities determine that the infected individual  would pose a 
direct threat to the safety or health of others.I3 

After determining that the employer may mandate HIV testing in the 
employment setting in some states, the next question involves the em- 
ployer’s right to use the HIV test results in making employment decisions. 
Here, the law is less clear. Only one state, North Carolina, appears to sanc- 
tion the employer’s ability to reject  job applicants on  the basis of a con- 
firmed HIV-positive test re~u1t.l~ Whether other states will grant 
employers such authority remains to  be seen. 

Anonymous Testing 

Many persons in society have elected not to undergo AIDS/HIV testing for 
fear of learning of a positive result and the possibility of discrimination. In 
an effort  to encourage individuals to avail themselves of  HIV testing, some 
states have passed laws allowing individuals to undergo anonymous test- 
ing.15 

Anonymous  testing  entails a system that assigns a unique identifier, such 
as a number or coding system,  to the individual. That  identifier  replaces the 
individual’s signature on the consent  form and name on the vial  containing 
the blood sample. It is that identifier, not the  individual’s  name, that is 
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reported to the public health authorities with the test result. Anonymous 
testing  is  unavailable in some  circumstances, such as testing  to determine 
eligibility  to donate blood,  plasma,  semen, or other human tissue.16 

Patient Confidentiality 
The  health-care community has long considered the confidentiality of 
patient information a matter of utmost importance. This  concern,  combined 
with greater public awareness of the adverse effects of unauthorized disclo- 
sure of health information, has resulted in the creation of specific  legal p r e  
tections  to govern the confidentiality of health information. Although all 
states consider health information confidential to some extent, the need to 
provide greater protection to health information concerning HIV status and 
AIDS has been legally  recognized in the majority of states.I7 

As a general rule, confidentiality  statutes place restrictions on identi- 
fying both the patient tested and the test result. Disclosure of the patient’s 
identity or the test  result may only be made to the subject of the test or her 
legally authorized representative, to a person designated in a legally  effec- 
tive release of information, to the health-care provider’s staff directly in- 
volved in the patient’s care, or to the appropriate public health authority. 
In the case of mandatory testing by statute or court order, the relevant 
statute or court order will  specify additional individuals who may  receive 
the test results and/or the subject’s  identity.18  Legal prohibitions exist 
against passing along or redisclosing information concerning an individ- 
ual’s HIV status to other parties, unless authorized by law.I9 Where unau- 
thorized disclosure of test results or the subject’s identity occurs, the 
injured person may bring a civil suit for  damages.*O 

One case illustrating these principles is John Roe v. June Doe.*’ In Roe, 
the patient informed his physician of his positive HIV status  during an 
office  visit  for treatment of unrelated symptoms. He  specifically asked and 
received assurances from his physician that his HIV status would be 
treated confidentially. Subsequently, his physician received a subpoena 
from the patient’s employer along with a signed release of information 
authorizing release of information regarding the patient’s workers’ com- 
pensation claim.  The physician complied with the subpoena by fonvard- 
ing the patient’s entire medical record to the requesting attorney. 
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Roe then sued his physician  for  breach of confidentiality, negligence, 
and breach of contract.  The court held that the physician improperly dis- 
closed her patient’s HIV status  and  was liable  for punitive damages. Specif- 
ically, the court noted that the open-ended release of information form 
accompanying the subpoena was insufficient  to permit disclosure of  HIV 
information for two reasons: (1) New York law required that the release 
form  specify authorization of the release of HIV information, which the 
form at issue did not address; and (2) New York law mandated use of a 
release of information form developed or approved by the Commissioner 
of Health, and the form at issue did not meet this requirement. The court 
also faulted the physician  for  releasing the patient’s  medical records with- 
out including a statement prohibiting redisclosure of the patient’s HIV 
information. As the Roe case demonstrates, a standard release of informa- 
tion  may  be  insufficient  to authorize release of  HIV information. 

In addition to legal restrictions, confidentiality protections may also be 
provided by ethical guidelines. For example, the American  Medical  Asso- 
ciation  (AMA) has determined that the medical  profession’s obligation to 
maintain confidentiality of an individual’s HIV status does not cease upon 
the death of the individual. In response to physicians’ concerns that identi- 
fication of a patient’s cause of death  as involving HIV or AIDS may result 
in adverse effects upon the character of the deceased patient or upon  fam- 
ily members and friends, the AMA has promulgated ethical guidelines for 
use in determining when it is appropriate for a physician to include AIDS/ 
HIV-related information in the autopsy report.22 As discussed in earlier 
chapters, a professional association’s guidelines may be used to establish 
the appropriate  standard of care in a negligence action. 

Legal Challenges 
Most lawsuits addressing the AIDS/HIV issue fall into one of two cate- 
gories: challenges of health-care employees to mandatory testing and chal- 
lenges to the improper disclosure of AIDS/HIV status. 

Employment  Challenges 

The rationale for requiring testing of health-care employees for  AIDS/HIV 
arises from the context of infection control policies. Hospitals have long 



been charged under  state regulations and accrediting standards  with 
establishing a system for reporting infections among their patients and em- 
p l o y e e ~ . ~ ~  The infection control procedures that have resulted are aimed at 
protecting the health of both the patient and the employee. 

These  policies are also aimed at shielding the health-care institution 
from liability  from actions alleging negligent transmission of a communi- 
cable disease by an employee. Courts have held health-care institutions 
liable  for the transmission of other infectious diseases by employees, such 
as when a nurse passed the tuberculosis virus to a newborn infant.24 Health- 
care institutions in turn have determined that this potential for  liability  jus- 
tifies their efforts to  screen their employees for communicable diseases, 
including AIDS/HIV. 

The  infection control policies of health-care institutions, which include 
screening of employees for infectious diseases, generally concentrate on 
employees with direct patient-care  responsibilities.  Where  testing  for  AIDS/ 
HIV is concerned, testing should be based on  a reasonable belief that the 
individual employee has been exposed to  HIV. 

Legal challenges to this testing generally arise where the employee 
was terminated for refusing to undergo HIV testing. Claims brought un- 
der these lawsuits include arguments that refusal  to undergo testing is 
protected by the federal Rehabilitation Act and the constitutional prohibi- 
tions against unreasonable searches and seizures. Constitutional challenges 
may only be brought in this context if the employer is a public, not private, 
institution subject to the constitutional restraints on state action. 

One of the first cases addressing both of these arguments in the health- 
care employment setting was Leckelt v. Board of C ~ m m i s s i o n e r s . ~ ~  In Leckelt, 
the court upheld the employer's actions in requiring HIV testing and dis- 
charging the employee for refusing to undergo such testing. The court 
determined that the law prohibited discrimination, not testing, and that 
the testing used by the hospital was not a discriminatory action but a con- 
stitutionally reasonable one. 

One case illustrating the success of a constitutional challenge to man- 
datory HIV testing is Glover u. Eastern Nebraska Community Center.26 In Glo- 
ver, employees of a multicounty health services agency treating retarded 
persons objected  to the agency's mandatory HIV and hepatitis B testing 
policy on grounds that the testing constituted an unreasonable search and 
seizure. The court agreed that such mandatory testing was not justified 
because the risk of transmission posed to the agency's patient was  virtu- 
ally nonexistent. 



As these cases illustrate, any  employer seeking to impose  mandatory 
HIV testing should consider utilizing a nondiscriminatory testing program 
based  on a reasonable belief that  the employee has been exposed to  HIV.  At 
the  same time, the employer  must  demonstrate  that  the  employee poses a 
serious risk of transmitting  the disease to patients. 

Improper  Disclosure  Challenges 

One of the greatest fears facing an HIV-infected individual is the possibility 
that HIV status may be disclosed to third  persons  without consent. 
Improper disclosure of HIV status may result in adverse  effects to the indi- 
vidual,  including negative judgments  about  the individual’s character, 
friends, and family. When the confidentiality protections created by statute 
and professional standards fail, the aggrieved individual may consider 
filing a lawsuit  asserting a violation of the  right to privacy, breach of confi- 
dentiality, and/or breach of contract. Lawsuits filed under these circum- 
stances have  included HIV-infected individuals  who  are  patients  and 
health-care providers. 

As discussed in the Roc case earlier i n  this chapter,  physicians  have 
been held liable for breaches of confidentiality and contract where they 
failed to comply  with  the  applicable legal requirements restricting access 
to their patient’s HIV information. Where the health-care provider is the 
HIV-infected individual,  the  protections  afforded by the legal restrictions 
on access to HIV information  are  not as clear. From one perspective, the 
health-care provider is a patient who  should be able to avail herself of all 
the confidentiality protections  the law provides. From the  opposite  per- 
spective, an HIV-infected health-care provider may pose  serious risks to 
any  patient upon  whom  she  performs  invasive  procedures. For that rea- 
son,  the  patient is entitled  to know the  health-care  provider’s HIV status. 
Such patient notification has been recommended by the  Centers  for Dis- 
ease Control.27 

One case illustrating  the first perspective is Estate of Bellrilzgcr I). Medical 
Cr~frr a t  Prilzccfotl.2x In Behritzgcr, a physician sought medical treatment for 
pneumonia at  the Princeton Medical Center. Between the time of  admit- 
tance and discharge,  his positive HIV status  and  subsequent  diagnosis  of 
AIDS was  widely circulated among  the medical center’s staff. When he 
returned to his medical practice, he  found that  many of his  patients had 
elected to see other  physicians after learning  through  the medical commu- 
nity that  he  was HIV positive. 



Behringer sued  the medical center, raising  a claim of breach of the duty 
to maintain  the  confidentiality of his  diagnosis. The court  found in his 
favor, noting  that  the medical center owed  a duty to Behringer as  a  patient 
to take reasonable precautions to maintain  the confidentiality of his  diag- 
nosis and that  the duty  was breached when  the diagnosis became public 
knowledge. 

In the Belzr iqer  case, the legal questions focused on  the health-care 
provider in his capacity as  a  patient seeking treatment. Where the HIV- 
infected health-care provider is providing  patient care as  opposed to solely 
seeking treatment,  the confidentiality protections  afforded  under  the  law 
are  not  as  stringent.  One case illustrating this concept is I r l  re: Milforz Her- 
s h y  Medical Cellfer.29 In that case, a physician in a joint residency program 
between  two medical centers  was accidentally cut when operating  on  a 
patient. The resident  voluntarily tested for HIV, with  a positive result  later 
confirmed by subsequent tests. The medical centers  then  petitioned  a 
Pennsylvania  court for permission to disclose information of the resident’s 
positive HIV status to the  patients who were potentially affected and to 
certain physicians on  the medical staffs. 

The court  granted  the medical centers’ request,  finding  that  the resi- 
dent’s interest in maintaining  his privacy was  outweighed by the  interests 
of the medical centers in protecting  the public’s health and that of their 
patients in particular. The court  ordered  a very selective and limited dis- 
closure of the resident’s identity,  using  a  pseudonym for disclosure to the 
patients  and  using  the resident’s real name for disclosure to only those 
physicians associated with  his residency program. The court also narrowly 
tailored the  information disclosed to the  patients to include  only  the  fact 
that  the  resident who participated  in certain types of procedures  was HIV 
positive and that  the medical centers offered counseling and HIV testing. 

As these cases demonstrate,  the strict limits upon disclosure of an indi- 
vidual’s HIV status  imposed by law may be enforced through  lawsuits. 
Where the affected individual is the  patient,  the  courts generally enforce 
the  laws to benefit the patient’s privacy interests. Where the  affected  indi- 
vidual is a health-care provider,  however, exceptions to these strict limits 
exist that may warrant  disclosure  despite  the health-care provider’s oppo- 
sition. In such  a  situation,  courts generally perform a balancing test, 
weighing  the privacy interests of the  health-care  provider  against  the 
interests of the  provider’s  patients  and  the public in  general to know  the 
risks to which they are subject. Where the  health-care  provider’s privacy 
interests  are  outweighed by the  competing  interests of patients and the 
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public,  courts  will  find that a  compelling  need  exists  that warrants disclo- 
sure of HIV information,  however  limited  in  scope. 

Conclusion 
As this chapter  demonstrates, H I V / A I D S  information is subject  to  stricter 
confidentiality  protections than that  afforded  health  information in gen- 
eral.  These  protections  include statutory requirements  covering the man- 
ner in which  testing  is  conducted,  whether on a  voluntary,  mandatory,  or 
anonymous  basis.  Legal  restrictions  also apply to  the  way  in  which HIV/ 
AIDS  information  is  managed,  including  limits on identifymg  the  individ- 
ual  tested and the  test  result,  specifications  for  legally  effective  authoriza- 
tions  to  release  information, and prohibitions  on  redisclosure of HIV 
information.  Health  information  managers  must understand the  legal 
restrictions  relating  to HIV and AIDS in their  state in order  to  properly 
handle  this  sensitive  information. 

Case Study 

Y ou are the  director of health  information services at General  Hospital,  supervis- 
ing several  employees who release health  information. As a community service, 
your  facility  recently  launched a new  HIV/AIDS  outreach  program.  Because  of .. _. . . . .  .. . ._. . . . . . I .  ." . . .  . _  

the antlclpatea Increase In patients wltn HIV/AIU~, you nave  aeclaeu to reexamine 
your  policies  and  procedures  governing  release of information. Discuss what  points 
should  be  included in the  policies  and  procedures,  particularly how employees 
should  handle  inadequate  requests for release  of information and  subpoenas con- 
cerning HIV/AIDS information. 
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Chapter 11 

Computerized  Patient  Records 

Learning Objectives 
After reading this  chapter,  the learner should be able to: 

1. Identify the reasons supporting the transformation to a computerized 

2. Compare and contrast the three broad categories of law and 
patient record. 

regulation governing the creation and storage of a computerized 
patient record. 

3. Discuss the business record exception to the hearsay rule and its 
application to a computerized patient record. 

4. Evaluate the role of the health information manager in meeting the 
requirements of the business record exception. 

5. List the types of lawsuits that may arise from a breach of 
confidentiality of a computerized patient record. 

6. Compare and contrast physical security, personnel security, and risk 
prevention techniques. 

7. Evaluate risk prevention techniques associated with computerized 
patient record systems. 
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Key Concepts 
Admissible evidence 
Authentication 
Authorship 
Business record exception 
Clinical information system 

Computerized patient record  (CPR) 
Patient record svstem 
Personnel security 
Physical security 
Risk prevention techniques 

Introduction 
Since the mid-l980s, health information managers have been working to 
transform the traditional paper-based patient record into  a computerized 
patient  record (CPR). This transformation has succeeded in a limited num- 
ber of health-care facilities.  Many other health-care facilities have incorpo- 
rated some health data  into  a computerized database, allowing easier 
access  to these data. In the future, the vision of a completely computerized 
patient record will  become  real and commonplace and not the exception to 
the rule. 

The reasons for transformation to a computerized patient record are 
many and are illustrated in Figure 11-1. First and foremost among those 
reasons is the availability and accessibility of clinical data stored in  an elec- 
tronic format. Ever-increasing demands for more detailed and sophisti- 
cated patient data have highlighted the need for quick access to a  wide 
variety of clinical data. These demands emerge not only from within the 
health-care facility but also from outside the facility: external forces such 
as regulatory agencies, accrediting organizations, and insurance compa- 
nies request increasingly detailed patient data. The traditional paper med- 
ical record simply cannot keep pace with these demands. 

Forces external to  health-care providers have also  placed the issue of 
computerized patient records at center stage. For example, the federal gov- 
ernment’s efforts in health-care  reform have centered on improving health- 
care delivery through the use of computerized patient records.’  And the 
Institute of Medicine has recommended that all  health-care providers 
adopt  a computerized patient record as their standard medical record? 

Additionally, computerized patient records offer physical space sav- 
ings. The health information manager’s role  will shift from paper manage- 
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Figurn 11-1. Reasons for the Transformation to a CPR 

ment  to  information  management.  Budgeting  operating  costs  for  storage 
conceivably  will  be  reduced. This format  difference  translates  into  poten- 
tial  cost  savings  because of the  possible  reduction in administrative  costs. 

Fortunately,  advancements in technology  have  made  computerization 
of health  information  possible.  These  advances  include, but are not  limited 
to, integrated  patient-care  information  systems,  optical  disk  technology, 
and electronic  data  interchanges. An extensive  body of literature  currently 
exists  addressing  the  technological  aspects of a  computerized  patient  re- 
cord and its impact  on  the  health  information  management  department. 
Therefore, this chapter  concentrates  on the legal  issues  involved in com- 
puterization of patient-specific  data. 

After  completing this chapter,  the  health  information  manager  should 
be  able  to  recognize  the  legal  issues  present  in  computerized  patient  re- 
cords  that  may  affect  accreditation,  licensure, and liability. By understand- 
ing the legal  issues  involved,  the  health  information  manager  is  one  step 
closer  to  properly  evaluating,  selecting, and implementing an information 
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system  that  not  only satisfies the  needs of the  health-care  organization but 
also sufficiently addresses legal issues and concerns. 

Accreditation and Licensure  Issues 
Licensing authorities  and accrediting organizations play a major role in the 
life of a health-care provider:  the  state licensing authority  authorizes  the 
provider to practice in a particular  state and the accrediting organization 
sets  standards for each provider's compliance. For this reason, it is impor- 
tant to understand  the  impact these bodies  have  on health-care providers 
considering the transformation to a computerized  patient record. And until 
such time as the federal government completes its efforts on health-care 
reform, the standards  and restrictions of these bodies will govern  how  the 
transformation to a computerized  patient record will occur. 

The basis of any  discussion of a computerized  patient record involves 
accurate  definitions of the  terms  involved.  Computerized  patient  records 
are generally considered to be records  created,  authenticated,  stored, and 
retrieved by computers. To be  more specific, a  computerized  patient re- 
cord is defined as: 

[A]n electronic record that  resides  in a system specifically designed to 
support  users by providing accessibility to complete and accurate data, 
alerts, reminders, clinical decision support systems,  links  to  medical 
knowledge,  and  other aids3 

Other  terms commonly used in discussions of a computerized  patient 
record are  defined by the  Institute of Medicine as follows: 

A patient record system is the  set of components  that  form  the mecha- 
nism by which  patient  records  are  created,  used,  stored,  and  retrieved. It 
includes  people,  data,  rules and  procedures,  processing  and  storage 
devices, . . . and communication and  support facilities. 

A clinical information system has a central focus of clinical data,  not 
financial or billing information. Such systems  may  be  limited  in  their 
scope to a single  area of clinical information (e.g., lab data) or they  may be 
comprehensive  and cover virtually  every facet of clinical information  per- 
tinent  to  patient  care (e.g., computer-based  patient record systems)." 

For learning  purposes, this chapter  addresses  the  patient record in an elec- 
tronic form as a computerized  patient record or CPR. 
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Any health  information  manager  evaluating and selecting  a CPR must 
closely  examine  the  requirements and limits  that  licensing  authorities  and 
accrediting  bodies  place  on  a  computerized  patient  record.  This  section 
examines  those  requirements  and  limits in the  context of the  creation,  stor- 
age, and authentication of health  information  electronically. 

Creation and Storage 

The  very first question  the  health  information  manager  must  consider is 
whether  the  creation  and  storage of patient-specific  information  in an elec- 
tronic  medium  is  even  authorized  by  the  state  law  or  the appropriate 
licensing  authority. A review of the  applicable  law  reveals  that  any of three 
answers  may  apply: (1) the  computerized  patient  record  may  be  expressly 
authorized; (2) the statutes or  regulations  may  be  silent  on the question;  or 
(3) the statutes or  regulations  seemingly  prohibit  the  use of a  computer- 
ized  patient  record. These answers  are  illustrated  in  Figure 11-2. 

Unfortunately,  very  few  states  expressly  authorize the creation  and 
storage of a  patient  record  electronically.  Four  states  that  specifically  ad- 
dress  this  issue  by statute are  Hawaii,  Indiana,  Nevada,  and  Tennessee. A 
Hawaii statute authorizes  computerization of medical  record^.^ In  Indiana, 
state  law  specifically  authorizes  the  recording of hospital  medical  records 
using  an  electronic  imaging  system.6  Nevada  law  permits the creation  and 
storage of health-care  records  in  a  computer  system  that  limits  access  to 
those  record^.^ Under  Tennessee  law,  the  term hospital record is  defined  to 
include  electronic  data."  Where  the statute does  not  address  the  question, 
the  authorization may  be  found  in  administrative  regulation. For  example, 
the  administrative  regulations of Montana,  Oregon,  and  Washington 
allow  permanent  records  to  be  kept  in  computerized  form.9 

Statute and/or q 

Regulation 
Expressly  Authorizes 

CPR 

Statute and/or 
Regulation 
Silent on 

CPR 

Statute and/or 
Regulation 

Seemingly  Prohibits 
CPR ! 

Figure 11-2. State Law Grants  Authority  to  Create and Store  Patient-Specific 
Data in Electronic  Form 
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What  is more frequently the case  is state law or regulation that leaves 
the question open. In such an instance, the applicable statute or regulation 
may authorize specific media, such as  hard copy, abstracts, or microfilm, 
and also include a catchall phrase such as ”other usable forms” or ”accept- 
able form.”10 The use of catchall phrases like these implies that  an elec- 
tronic patient record may be authorized for use by a health-care provider. 
Such an implication may not give much comfort, however, to a health 
information manager investing scarce  financial resources in a computer- 
ized patient record system. To determine whether the phrase in the statute 
or regulation actually authorizes the use of a computerized patient record, 
the health information manager must learn the licensing authority’s inter- 
pretation of the phrase. 

Finally, some states expressly require the storage of patient records in 
certain media, such as an original file or microfilm.”  Express requirements 
of specific media for creation and storage of patient records, standing by 
themselves, seemingly prohibit the use of a CPR.  Again, the health infor- 
mation manager should check with the appropriate licensing authority to 
determine its interpretation of the requirement. If the licensing authority’s 
interpretation follows the language of the requirement strictly, automating 
patient-specific data may be prohibited in that particular state. The health 
information manager who chooses  to implement a computerized patient 
record system despite this prohibition may place the health-care pro- 
vider’s  license  in jeopardy. 

Authentication 

As discussed in Chapter 4, all entries recorded in the patient record must 
be authored and authenticated. Authorship identifies the health-care pro- 
vider who has made an entry in the record, either in writing, by dictation, 
keyboard, or keyless data entry. Authentication confirms the entry, either 
by written signature, initials, or computer-generated signature code. This 
confirmation implies that the entry as recorded is accurate. Such entries in 
the record must have been made contemporaneously with the occurrence 
of the event. Because of the nature of a CPR, the timeliness of the entry can 
be established automatically, as can the timeliness of any corrections or 
updates. Moreover, the CPR can establish the identity of the person mak- 
ing or correcting an entry. 
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For a computerized patient record, such authentication is represented 
by an electronic signature. Any statute or regulation that expressly autho- 
rizes the use of a computerized patient record, such as those discussed ear- 
lier in this chapter, would permit authentication by electronic signature. 
Conversely, a state’s statute or regulation requiring a physician’s signature 
to authenticate a medical record, without expressly authorizing use of a 
computer key or code as an electronic signature, poses a potential barrier 
to computerization. Where the statute or regulation is not clear, the licens- 
ing authority’s interpretation of the statute or regulation will serve as the 
guide to proper authentication.12 

Accrediting  bodies,  by contrast, expressly  recognize authentication by 
computer methods. Both the Medicare Conditions of Participation and the 
Joint Commission on Accreditation of Healthcare Organizations permit 
authentication of entries made in the record  by computer key.13  It then rests 
with the health-care organization to utilize a software program that estab- 
lishes the electronic signature as unique to the author  and to represent the 
authentication of that author in order to meet the accrediting standards. 

Liability Issues 
Any discussion of liability issues in the context of a computerized patient 
record can be broken down  into two subcategories: (1) liability issues for 
which the patient record serves as proof in  a lawsuit involving the quality 
of patient care and (2) liability issues that arise from unauthorized access 
to, or careless handling of, patient information (see Figure 11-3). For liabil- 
ity issues involving the patient record as proof in a lawsuit, the focus rests 
on whether the CPR may properly be admitted as evidence. For  liability 
issues involving access or handling of patient information, the focus rests 
on the legal requirement to  keep the CPR safe and secure. The following 
discussion addresses each of these focuses and offers practical advice to 
the health information manager who may face these issues in practice. 

Admissible Evidence 

As discussed in Chapters 4 and 7, medical records serve as the backbone of 
virtually every professional liability action. They are used to reconstruct 
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I Liability Issues of a CPR 1 
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Flgure 11-3. Categories of Liability  Issues of a CPR 

an episode of patient  care and establish  whether  the  applicable standard of 
care  was  met.  Other  civil  actions  require  the  admissibility of medical  re- 
cords,  including  credentialing and disciplinary  proceedings of physicians 
and other  health  professionals.  Additionally,  medical  records  may  be  used 
in criminal  matters to establish the cause of the victim’s death or an insan- 
ity  defense. 

In each  lawsuit  where the medical  record  will  be  used  to  prove  or dis- 
prove  a fad, the  issue of admissibility of the  medical  record  will be present. 
As a  general  matter,  medical  records are not  admitted  into  evidence  unless 
they  overcome  the  hearsay  rule. This rule  prohibits  the  introduction  into 
evidence of out-of-court  statements  that  are  offered  to  prove  the truth of the 
matter  asserted. This introduction  into  evidence  is  accomplished  through 
the  use of the business record  exception  to  the  hearsay  rule  or  through  a 
subset  to  that  exception  specifically  goveming  medical  record^.'^ For more 
general  information  concerning  the  hearsay  rule  and  the  business  record 
exception,  see  Chapter 7. 

Under  the  business  record  exception,  the  party  seeking  to  admit  the 
medical  record  must  first  meet  the  foundation  requirements of the excep- 
tion. A foundation is made  by  establishing  that  the  record  was  made (1) 
and  kept  in the ordinary  course of business; (2) at or  near  the  time of the 
event  was  recorded; and (3) by  a  person  with  knowledge  of the acts, 
events,  conditions,  opinions, and diagnoses appearing in it.15  After  meet- 
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ing these requirements, the party seeking to introduce the record must 
demonstrate the accuracy and trustworthiness of it. The party accomplishes 
these  tasks  by presenting the custodian of records as a witness to  explain 
record-keeping procedures. 

Just  as with traditional paper-based records, health information man- 
agers must be able to testify as to both the foundation and trustworthi- 
ness/accuracy requirements of the business record exception. In addition 
to the knowledge that the health information manager possesses as to the 
paper-based system, the health information manager must possess knowl- 
edge of those aspects unique to a computerized system. First, the health 
information manager should be familiar with the manner in which the 
data  are recorded: for example, who makes the entry, whether the entry is 
made by someone using a computer key or biometric identification,I6 what 
data entry procedures are routine, and so forth. This knowledge will be 
useful in meeting the foundation requirement. Second, the health informa- 
tion manager should be familiar with both the hardware  and software 
used in the system, the quality control measures used to ensure the relia- 
bility and validity of the data, and the policies and rules governing access 
to the system and how to make corrections to the record. This knowledge 
will apply to meeting the accuracy and trustworthiness requirements. 

Finally, the health information manager must possess knowledge of 
the end  product  that the party is trying to admit into evidence. Instead of 
admitting  into evidence the paper record used by the health-care profes- 
sional to record patient data, the party is admitting into evidence a com- 
puter printout of the data that the health-care  professional  recorded  directly 
into the computer. This computer printout may serve either as the original 
record of care or its equivalent, depending on what that jurisdiction's 
statutes, rules, and regulations al10w.I~ The health information manager 
should be familiar with the equipment used to produce the printout, the 
reliability of the software used to process the data, and the actual creation 
of the printout. 

The use of a computer printout of a computerized patient record as 
evidence of patient care in court has not been widely tested because of the 
small number of health-care providers who have fully computerized their 
patient records. Federal courts have allowed the computer printout into 
evidence in instances where the foundation and trustworthinesslaccuracy 
requirements have been met. One example is United  States ZI. Sanders.'* In 
Sanders, the government prosecuted a pharmacist for  Medicaid fraud, rely- 



ing in large measure on computer printouts kept by the state agency in- 
volved in administering Medicaid funds. The printout showed the number 
and type of reimbursement claims made by the pharmacist and paid by 
the state. The court admitted the printouts into evidence pursuant to  Fed- 
eral  Rule of Evidence 803(6) after the custodian of records' testimony 
established the foundation and trustworthiness/accuracy requirements. 

As the number of health-care providers using computerized patient 
records grows, the computer printout as evidence of the quality of patient 
care should become widely accepted  by courts. Health information man- 
agers must be prepared to design computer-based patient record systems 
with the requirements of the business records exception  in mind in order 
to  facilitate the acceptance of computer printouts as evidence in court and 
advance the transformation to the computerized patient record. 

Security Issues 

Just  as in a paper-based record system, the security of the patient record in 
a computer-based system is of immense importance. Health-care providers 
are charged under the Medicare Conditions of Participation, the standards 
of the Joint Commission on Accreditation of Healthcare Organizations, 
and most state licensing laws with the responsibility to safeguard patient 
inf~rmation.'~ The breach of this responsibility may result in legal  liability: 
claims of breach of confidentiality, invasion of privacy, defamation, or 
negligence may result from unauthorized access  to or careless handling of 
patient information. 

Safeguarding access  to the medical  record  is  essential to maintaining 
the record's integrity and the confidentiality of the data contained in it. 
Computerized patient records pose many of the same security issues as 
paper-based patient records. Who has access  to the record? How does that 
person use the data contained in the record? With a paper-based record, 
patient information is contained in a single physical file  folder and access 
to this folder can  be monitored and controlled. No matter how stringent 
security arrangements are, however, it is not always possible  to know who 
has had access  to a paper-based medical record. The same concerns are 
present in a computer-based system. The tracking capabilities available 
with computers offer the advantage of knowing who has had access  to the 
patient record and  when. Nonetheless, the presence of computer terminals 
throughout  a health-care facility,  combined with participation in computer 
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Figure 71-4. Interrelationship of Categories of Security  Issues 

networks,  raises  the  possibility of larger  numbers of individuals  having 
unauthorized access  to  confidential  patient  information. 

Whether  the  health-care  provider  chooses  a  traditional  paper-based 
patient  record  or  a  computerized  patient  record,  the  same  legal  require- 
ments  apply:  the  record  must  be  kept  secure and guarded from  unautho- 
rized  access.  Special  security  issues are present  with  a  computerized 
patient  record,  however, and these  security  issues  may  be  subdivided into 
the following  categories: physical  security,  personnel  security, and risk 
prevention  techniques.2O The interrelationship of these  categories is illus- 
trated by  Figure 11-4. 

Physical Security 
As the  health  information  manager  may  imagine,  physical  security  con- 
cerns  the nuts and  bolts of the computer  system.  Physical  security  is  best 
illustrated  by  a  series of questions.  What  protections  from  the  physical 
environment  are in place? Do the protections  include  temperature and 
humidity  controls,  power surge/failure protection  devices, and the  like? 
Are  fire  alarms  installed and magnetic  media  used  for  storage  secured in a 
fireproof  location?  Are  there rules limiting  access  to  computer  terminals 
and storage  areas?  Are  terminals  bolted  to  desks and disks  stored in 
locked  cabinets  to  prevent  theft?  Are  maintenance  requirements  docu- 
mented and maintenance  logs  maintained?  These  questions  must  be 
addressed  to ensure physical  security of the  computerized  patient  record. 



Personnel security focuses on the human aspect of security. In  addition to 
the  normal reference checks associated with  hiring of personnel,  the 
health-care provider may wish to consider the following for personnel 
hired to work  with  the CPR: screening for past criminal history,  work- 
related security  problems,  or  a  high school or college record of computer 
hacking. Once hired,  the health-care provider  should  educate  the  em- 
ployee about  the  provider’s confidentiality policy and  the employee’s 
responsibility to keep data confidential. Further  education  should address 
how to access the  computer  system  properly,  the limits on access to infor- 
mation, and the consequences for violating the  provider’s policy. Further- 
more, health-care providers  should  document this education of employees. 
For example,  the  health-care  provider may require  employees to sign a 
statement  acknowledging  that they understand  and will abide by the 
provider’s confidentiality policy and  procedures. This statement  should 
also address  the consequences for violating the  provider’s confidentiality 
policy. The  employer  should  maintain  a record of employees’ attendance 
at inservice sessions and  the  viewing of videotapes  that  are specifically 
designed to address the  security, privacy, and confidentiality of health 
data. 

Risk prevention techniques merge both physical and personnel security 
concepts. Risk prevention techniques serve to protect the integrity and con- 
fidentiality of the data at issue. In practice, these techniques translate into 
policies and procedures to be applied to the  computer  system  and  the per- 
sonnel who use it. The following discussion of risk prevention techniques, 
although  not  exhaustive,  should  serve health information managers evalu- 
ating  a  computerized  patient record system. These risk prevention tech- 
niques  are listed in Table 11-1. 

One basic  risk prevention technique involves determining who has 
access to what information for what  purpose  at  which times. Different lev- 
els of access will apply to different personnel. Some will need read-only 
access whereas  others will need to also copy and/or edit  data. Editing 
capabilities can range from adding  data to the  system to deleting  data. Edit- 
ing capabilities in a computerized  patient record are similar to corrections 
being made to a paper-based medical record. Any policy that involves edit- 
ing capabilities must  address (1) how corrections to the record are  made so 



Table 1 1- 1. Risk Prevention  Techniques  for a CPR 

1. Restrict  access. 
2. Determine  who has access,  for  what  purpose. 
3. Use computer  passwords, key  cards,  or  biometric ID. 
4. Restrict  copying  functions. 
5. Place  security  mechanisms in contracts with  outside  computer  service 

6. Establish confidentiality  agreements  among  network  participants. 
7. Address  potential  for  computer  sabotage. 

bureaus. 

that it is possible to compare  the original data to the corrected data; (2) who 
is authorized to make corrections; and (3) what restrictions exist on  editing 
another person’s entry. The health-care provider  should then create an 
audit trail to determine if the policy  is being followed. 

Another risk prevention technique involves the  use of unique  computer 
passwords, key cards, or biometric identification. Because computer pass- 
words are widely used to  access health information, this section focuses on 
them. The health-care provider  should control issuing these passwords. 
Requiring the  use of longer rather  than  shorter  passwords is one  security 
effort that can be used. The health-care  provider  should  require  employees 
to not disclose or share their password  with  others  and  should strictly 
enforce this requirement.  Further,  employees  should be required to log off 
the  system  immediately after finishing a session so that no other  person 
can access data  using another’s password. Failure to log off the  system 
after use leaves confidential information  unprotected. And when  an 
employee ends  employment with the health-care  provider,  the  provider 
should  expeditiously cancel that employee’s access  to the  computerized 
patient record system. 

Risk prevention  techniques  must also address the risk associated with 
one of the  best benefits of a  computerized  patient record system: storage 
savings. As noted in the  transformation section of this  chapter,  computer- 
ized  patient record systems  permit  the  storage of a  tremendous  amount of 
patient  data. The converse to this benefit is the risk that  data  stored elec- 
tronically may also be copied electronically, and  the  more  data  stored elec- 
tronically, the  more  data  that can be copied electronically. To decrease 
risk, the health-care provider  should consider restricting the  copying func- 
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tion  to no more than one patient record at a time, and  should run periodic 
security checks  to determine who is copying what  data, how often,  and  for 
what  purpose. 

One additional risk  posed  by computer storage involves the use of an 
outside computer service bureau to store patient data. As a general rule, 
laws, regulations, and  standards governing health information address the 
health-care provider’s obligation to safeguard confidential patient data, but 
do not necessarily address the obligations of a third party, such as a com- 
puter service bureau, to safeguard these data. To minimize the risk  of unau- 
thorized access  to,  or mishandling of,  confidential patient information by a 
computer service bureau, a health-care provider should include in the ser- 
vice contract provisions governing the confidential nature of the data, the 
security  mechanisms  to be used to safeguard these data, and indemnifica- 
tion in the event data are improperly disclosed  by the service bureau. 

Risk prevention techniques should also address communications that 
are external to the provider. If the health-care provider agrees to network 
her computer system with other providers, she risks the confidentiality of 
her patient data because more users have access  to that patient data. This 
risk  can be minimized by establishing confidentiality agreements among 
the network participants. If the network involves public channels of com- 
munication such as telephone lines, radio waves, and microwaves, the 
health-care provider may consider encrypting patient data communicated 
over these public channels. 

Furthermore, risk prevention techniques should address computer sab- 
otage. Computer sabotage often arises as the act of a disgruntled employee 
or an outside user, such as those who participate with the health-care pro- 
vider in a computer network. A common form of computer sabotage is the 
introduction of a computer virus into a computer system.  Such viruses may 
destroy or alter data or cause a computer system to  slow or crash. Health- 
care providers should recognize the potential for computer sabotage when 
considering whether to participate in a computer network and should con- 
sider the use of antivirus software to  combat this problem. 

As this discussion indicates, the security issues involved with a com- 
puterized patient record are complex and multifaceted. This  section has 
focused on identifying the risks that computerization poses to confidential 
patient data  and the safeguards that can  be  crafted  to minimize these risks. 
By addressing these issues, the health information manager lessens the 
possibility of legal  liability  for unauthorized access  to, or careless handling 
of, patient information. 
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Conclusion 
The  tranformation  from  a  paper-based  medical  record  to  a  computerized 
patient  record is only  a  matter of time. To accomplish  this  transformation, 
the health  information  manager  must be able  to  identify  the  legal  issues 
that  a  computerized  patient  record  presents  that  may  affect  accreditation, 
licensure, and liability.  Knowledge of these  legal  requirements is essential 
to  a  proper  evaluation,  selection,  and  implementation of an information 
system that safeguards  health  information  from  unauthorized access  or 
careless  handling. 

Health  information  managers  owe  to  their  employers,  patients, and the 
public  at  large  an  obligation  to  prevent  improper  use of confidential data 
maintained in a  computerized  patient  record. This chapter  assists  in  pro- 
viding  a  basis  for the development of confidentiality standards for the 
computerized  patient  record. 

L 
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Admissibility Information is considered admissible into evidence at trial if the 
applicable rules establish that  the information is both pertinent and  proper  for 
the  judge and/or jury to consider when  deciding  the issues involved in  the 
lawsuit. 

Admissible Pertinent  and  proper evidence. Rules of evidence determine if evi- 
dence is pertinent  and  proper. For example, in the context of medical records, 
the applicable rule of evidence is  the  hearsay rule. 

Adoption records Access to  adoption records is controversial. The competing 
issues involved in access are  the  interests of the biological parent(s) in placing 
the child up for adoption, often with  the promise of confidentiality, and the 
interests of the  adoptee for genetic information  and information about  his or 
her  natural  identity. 

Advance directive Written instructions recognized under  state law, such  as liv- 
ing wills or durable  powers of attorney for health care, which relate to  the 
kind of health care the  patient wishes to  have  or not have  when  the  patient is 
incapacitated. 

Anonymous  testing A system that assigns a  unique identifier to the  individual 
tested, thereby protecting his or  her  identity. 

Appeal The process by which a  higher  court  is requested by  a  party  to  a  lawsuit 
to review the decision of a lower court. Such reconsideration is normally con- 
fined to a review of the record from the lower court,  with  no  new testimony 
taken and  no  new issues raised. Review by  the  higher  court may result in 
affirmation, reversal, or modification of the lower court’s decision. 

Assault An act of force or threat of force intended  to inflict harm  upon a person 
or to put the  person in fear that  such  harm is imminent; an  attempt  to commit 
a  battery. The perpetrator  must  have or appear to have  the  present ability to 
carry out  the act. 
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Assumption of risk A doctrine  stating  that a plaintiff who voluntarily  exposes 
himself or herself to a  known  and  appreciated  danger may  not recover dam- 
ages  caused by incurring  that  risk. 

Attorney-client privilege The legal protection of communications  between a 
client and his  or  her  attorney, made in  confidence for the  purpose of obtaining 
legal advice. 

Authentication Confirms the content and accuracy of an entry into the medical 
record either by written signature, initials, or computer-generated signature code. 

Authorship Identifies  the  health-care  provider who  has  made  an  entry in the 
patient  record,  either in writing, by dictation,  keyboard,  or keyless data  entry. 

Battery The unconsented-to  touching  or  striking of one person  by  another,  or by 
an object put  in motion by him  or  her,  with  the  intention of doing  harm  or giv- 
ing offense. Battery is both a crime and a tort. 

Breach of contract The failure to perform  according to the  terms of the  parties’ 
agreement. 

Breach of duty of care The  failure to conform to a particular standard of care 
toward  another. Such failure to conform will result in liability for harm  sus- 
tained  by  another  person. 

Business record exception An exception to the  hearsay  rule  that  permits  busi- 
ness records  to  be  admitted  into  evidence  even  though  they  are  hearsay.  Med- 
ical records  admitted as evidence under this exception must first meet  the 
foundation  requirements of the  exception. 

Causation A causing;  the  producing of a result;  the  connection  between  the 
breach of duty by the  health-care  professional and the  patient’s  injury. 

Charitable immunity A defense  that  shields a charitable  institution  from liabil- 
ity for any  torts  committed  on its property  or  by  its  employees. 

Common  law (1) A law  found in the  decisions of the  courts  rather  than in states; 
judge  made  law. (2) English law adopted by  the early American colonists, 
which is part of the U.S. judicial heritage  and  forms  the  basis of much of its 
law  today. 

Comparative negligence The  doctrine adopted by  most  states  that  requires a 
comparison of the negligence of the  defendant  with  the negligence of the 
plaintiff; the  greater  the negligence of the  defendant,  the lesser the level of 
care  required of the plaintiff to permit  him  or  her  to recover. In other  words, 
the plaintiff‘s negligence does  not  defeat  her  cause of action, but it does 
reduce  the damages  she is entitled to recover. 

Complaint (1) The initial pleading in a civil action, in which  the plaintiff alleges 
a cause of action and asks that  the  wrong  done to him or  her  be  remedied  by 
the  court. (2) A formal  charge of a  crime. 
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Completeness A complete medical record is critical to the health-care provider’s 
ability to  render quality patient care, conduct research and  education,  and 
defend himself or herself in a potential lawsuit. 

Computerized  patient  record Records created, authenticated,  stored,  and 
retrieved by computers. 

Confidentiality The obligation of the health-care provider  to maintain patient 
information in a  manner  that will not permit dissemination beyond the health- 
care provider. The origin of confidentiality is found in the Hippocratic Oath. 

Constitution (1) The system of fundamental principles by which a nation, state, 
or  corporation is governed.  A nation‘s constitution may  be  written (example: 
the U S .  Constitution)  or  unwritten (example: the British Constitution). A 
nation’s laws  must conform to its constitution. A law that violates a nation’s 
constitution is  unconstitutional  and, therefore, unenforceable. (2) The docu- 
ment  setting  forth  the  fundamental principles of governance. (3)  The constitu- 
tion of the United States. 

Continuum of ownership Questions of ownership of health information range 
from the  traditional view of the health-care provider  having sole ownership of 
the medical record, to  a joint patient/health-care  provider  ownership of the 
record, toward  a  trend placing health information in a  trust capacity. 

Contract law An agreement  entered into, for  adequate consideration, to do, or 
refrain from doing,  a  particular thing. The Uniform Commercial Code defines 
a contract as  the total legal obligation resulting from the parties’ agreement. In 
addition to adequate consideration, the transaction must involve an  undertak- 
ing that  is legal to perform, and  there  must be mutuality of agreement and 
obligation between at least two  competent  parties. 

Contributory negligence In the law of negligence, a failure by the plaintiff to 
exercise reasonable care which, in part  at least, is the cause of an injury. Con- 
tributory negligence defeats a plaintiff‘s cause of action for negligence in 
states  that  have not adopted  the  doctrine of comparative negligence. 

Corporate negligence A doctrine defined as “the failure of  a hospital, entrusted 
with the task of providing the accommodations necessary  to carry out its pur- 
pose,  to follow the established standard of conduct to which it should conform.” 

Corrections  to  the  record All corrections to  the record should be made by the 
person who made  the  original  entry. The proper  method  is  to draw a line 
through  the incorrect entry  and  write  “error,”  the  date, time, and  the initials 
of the  person  making  the correction. The reason for the correction should also 
be noted. 

Court  order (1) An adjudication by a  court. (2) The ruling  by  a  court  with respect 
to  a  motion or any  other  question before it for determination  during  the 
course of a proceeding. 
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Court  structure A multitiered structure consisting of trial courts, intermediate 
courts of appeal, and  supreme courts. The multitiered structure is the same at 
both state and federal levels. 

Damages The sum of money that may be recovered in the courts as financial 
reparation for an injury or wrong suffered as a result of breach of contract or 
tort. Divided into three types: nominal, actual, punitive. 

Defamation Libel  or slander; the written or oral publication, falsely or inten- 
tionally, of anything that is injurious to the good name or reputation of 
another person. 

Destruction  due  to  closure Occurs when a health care institution closes  or a 
medical practice dissolves. Method of destruction is determined by state reg- 
ulations. 

Destruction in the  ordinary  course Occurs at a specified date, at minimum, at 
the time specified  by the controlling statute and/or regulation. 

Disclosure of  information Disclosure of health information is governed by two 
principles: (1) medical records remain within the provider’s control and safe- 
keeping and may only be removed in accordance with a court order or sub- 
poena; (2) the health-care provider may not disclose  or withhold health 
information at will. 

Disclosure with patient  consent Health information may be disclosed to third 
parties upon written consent of the patient. Certain components must be pre- 
sent for the written consent form to be valid. 

Disclosure  without  patient  consent Health information may be disclosed to 
third parties without written patient consent in limited circumstances such as 
medical emergencies,  scientific research activities, and  audits. 

Discoverability Information is considered discoverable if the applicable rules 
require disclosure of the information upon the formal request of a party. 

Discovery A means for providing a party, in advance of trial, with access  to  facts 
that  are within the knowledge of the other side, to enable the party to better 
try his or her case.  Examples include depositions, written interrogatories, pro- 
duction of documents or things, physical and mental examinations, and 
requests for admission. 

Diversity  jurisdiction The jurisdiction of a federal court arising from diversity 
of citizenship, when the jurisdictional amount has been met. 

Durable  power  of  attorney  for  health  care Allows a competent individual to 
name someone else  to  exercise health-care-related decisions on his or her 
behalf,  in the event the individual becomes incapacitated or unable to  make 
personal decisions. 

Duty of  care An obligation, enforced  by  law,  to  conform to a particular standard 
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of care toward another. Failure to conform to this standard will result in lia- 
bility  for any harm sustained by another person. 

Emancipation The  legal ability of a minor to  act as an  adult when she has 
moved away from home and receives no  support from her parents. 

Evidence  The  means by which any matter of fact  may  be  established  or disproved. 
Such means may include testimony, documents, and physical  objects. The law 
of evidence is made up of rules that determine what evidence  is  to  be admitted 
or  rejected in the trial of a civil  action  or a criminal prosecution and what weight 
is  to  be  given  to admitted evidence.  Medical  records  may  be  used as evidence  in 
civil  or  criminal court actions  or  in administrative agency  proceedings. 

Failure to  warn A negligence theory that applies to a psychotherapist’s failure 
to take steps to protect an innocent third party from a  dangerous patient. Also 
known as failure to protect. 

Federal question  jurisdiction Refers to cases which question or involve a U.S. 
constitutional principle, treaty, federal statute, or federal rule or regulation. It 
also includes cases that would normally proceed in state but  do not because 
they occurred on federal land. 

Foundation  requirements Foundation requirements of the business record 
exception must be established during testimony by the health information 
manager. The manager must possess knowledge of the requirements to create 
and maintain a medical record issued by governmental entities, accrediting 
agencies, and internal policies and procedures of the health-care provider, 
along with knowledge of the manner in which data are recorded. 

Good Samaritan  statutes Statutes that protect physicians and other rescuers 
from  civil  liability as a result of their acts or omissions in rendering emer- 
gency  care, unless their actions or omissions were grossly negligent or inten- 
tionally injuring to the patient. 

Governmental  immunity A doctrine that precludes a  plaintiff  from asserting a 
meritorious lawsuit against a governmental entity unless the governmental 
entity consents to the lawsuit. 

within an exception to the hearsay rule. 
Hospital-patient relationship Begins when the patient is voluntarily admitted 

to the hospital and agrees to pay for the treatment to  be rendered. The  rela- 
tionship ends  when the patient leaves the hospital (through discharge or 
against medical advice). 

Hospital-physician relationship  A contractual agreement between the physi- 
cian and the hospital allowing the physician to bring patients to the hospital 
to receive treatment. 

Hearsay rule The rule that hearsay testimony is not admissible unless it  falls 
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Improper  disclosure The disclosure of test results or other health information to 
a third party  without the consent of the individual tested. 

Incident  report The documentation of an adverse incident, whether done on a 
paper form or through a computerized database with access controls. It 
describes the incident itself, including the time, date, and place of occurrence, 
along with the condition of the subject of the incident, statements or observa- 
tions of witnesses, and any responsive action taken. 

Incompetent A person who is unable or unfit to make decisions. 
Informed  consent The  legal doctrine that requires the health-care provider to 

disclose information to the patient about treatment options and risks so that 
the patient may knowledgeably consent to treatment. 

Institutional review board A group formally designated by an institution to 
safeguard the rights and welfare of human subjects  by reviewing, approving, 
and monitoring medical research. 

Invasion of privacy The dissemination of information about another person’s 
private, personal matters. 

Jurisdiction (1) In a general sense, the right of a court to adjudicate lawsuits of a 
certain kind. (2) In a specific sense, the right of a court to determine a particu- 
lar case;  in other words, the power of the court over the subject matter of, or 
property involved in, the case at bar. (3) In a geographical sense, the power of 
a court to hear cases only within a specific territorial area. (4) Authority; con- 
trol; power. (5) District; area; locality.  The term also applies to the authority of 
an administrative agency to hear and determine a case brought before it. 

Living will A document, executed while a patient is competent, that provides 
direction as to medical care in the event the patient is incapacitated or unable 
to make personal decisions. A form of advance directive; each state must 
determine the legal rights of the patient to use a living will. 

Mandatory  testing A decision by the legislature or court that forces an individ- 
ual to receive testing for some health reason, without granting the individual 
the right to refuse. 

Medical abandonment The unilateral severing, by the physician, of the physi- 
cian-patient relationship without providing the patient with reasonable 
notice at a time when there is a necessity  for continuing care. 

Medical malpractice The failure of a medical professional to follow a standard 
of care prevalent for his or her profession that results in harm to the patient. 
Legal theories supporting a medical malpractice lawsuit include negligence, 
res ipa loquitur, failure to warn, vicarious liability, and corporate negligence. 

Medical staff privileges The scope and limit of a physician’s  practice  in a med- 
ical institution as defined by the institution‘s governing board. 
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Negligence The failure to do something that a reasonable person would do in 
the same circumstances, or, the doing of something that  a reasonable person 
would not do. Negligence is a wrong generally characterized by  carelessness, 
inattentiveness, and neglectfulness rather than by positive intent to cause 
injury. 

Open  record  statutes Statutory provisions which address confidentiality 
requirements using a presumption of disclosure of information upon request, 
absent statutory exemption. 

Patient  identification Federal regulations restrict identification of a patient who 
is in a facility publicly identified as providing substance abuse treatment. 
Written consent of the patient or a court order is required for disclosure. 

Patient  notice Patients must be given  notice of federal confidentiality require- 
ments upon admission to a substance abuse treatment program or soon there- 
after. 

Peer review  privileges State statutes that protect peer review deliberations and 
records from subpoena, discovery, or introduction into evidence. These 
statutes may also protect participants in peer review deliberations from  civil 
liability. 

Personal  record A record, separate from the official medical record, maintained 
by the clinician in the mental health or developmental disability context that 
gives the clinician’s viewpoint of the patient and their communications. 

Personnel  security In addition to standard considerations involved in employee 
hiring, personnel security related to the CPR also involves comprehensive 
knowledge of the computer system and  a continual, documented updating of 
education relating to it. 

Physical  security The physical protection of the medical record. 
Physician-patient  privilege The legal doctrine that prevents forced disclosure 

of,  or testimony about, information obtained by the health-care provider dur- 
ing the course of treatment. 

Physician-patient  relationship Traditionally, the cornerstone of US.  health care. 
Begins when the patient requests treatment and the physician agrees to render 
the treatment. Exists as either an express contract or an implied contract. 

Privacy The right to be let alone or the right to control personal information. The 
patient’s right to privacy is the underpinning to legal protections for patient- 
specific health information. 

Private  law Law that regulates conflicts between private parties. Examples 
include contract law and tort law. 

Procedural law That portion of law that focuses on the steps through which a 
case passes. Criminal procedural law ranges from the initial investigation of a 
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crime through trial, sentencing, and  the  eventual release of the criminal 
offender. 

Professional  disclosure  standard A  standard used in the negligence context to 
determine liability. It  is measured according to  the level of information a rea- 
sonable health-care provider  would disclose under  the  same or similar cir- 
cumstances. 

Public  health  threat A wide variety of health-care problems  that potentially 
endanger  the public health and must be reported to a public health agency. 
Common public health  threats  include communicable diseases, child abuse, 
fetal deaths, and cancer. 

Public  law The body of rules  and principles governing  the rights and  duties 
between  government  and  a  private  party, or between two  parts  or agencies of 
government. It defines  appropriate  behavior  between citizens, organizations, 
and  government. Examples include criminal law, constitutional law, substan- 
tive law, and procedural law. 

Quality  assurance An improvement technique that examines patterns of activ- 
ity to define  optimum activities and determine  how to achieve them. It is  a 
clinical function that is process oriented and focuses on the  improvement of 
patient care. 

Reasonable fees A fee charged by the health-care provider for the  reproduction 
of the medical record. Individual facilities have policies determining  what  a 
reasonable fee should be. The amount of the fee is currently  a controversial 
national issue. 

Reasonable  patient  standard A standard  used  in  the negligence context to 
determine liability. It is measured  as  the level of care that  would be exercised 
by  a reasonably prudent  person  under  the  same or similar circumstances. 

Record  destruction  policy Record destruction occurs in  two instances: in  the 
ordinary  course  and due to  the  provider’s closure. Policies must  address  the 
controlling statute and/or regulation that specifies or  recommends  the 
method of record destruction. 

Record  retention  policy Determines the  length of time medical records must be 
maintained. The length of time is  determined  by  state  statutes  and  state  and 
federal regulations. 

Release of information The written consent form that  permits  the release of 
confidential  health information to third  parties. The components  of  a valid 
release of information  are  determined by state law and  federal  and  state  regu- 
lation. 

Res ipsa loquitur Means “the  thing  speaks for itself.” Used only when  a  plaintiff 
cannot prove negligence with  the  direct evidence available to him  or her. 
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Res judicata Means ”the thing (i.e., the matter) has been adjudicated” the thing 
has been decided. The principle that a final judgment rendered on the merits 
by a court of competent jurisdiction is conclusive of the rights of the parties 
and is an absolute bar in other actions based on the same claim, demand, or 
cause of action. 

Risk  management An improvement technique designed to achieve two pur- 
poses: (1) to identify areas of operational and financial  risk  or  loss to a health- 
care facility and its patients, visitors, and employees; and (2) to implement 
measures to lessen the effects of unavoidable risks and losses, prevent recur- 
rences  of  these risks or  losses, and cover inevitable losses, at the lowest cost. It 
is a management function that is outcome oriented. 

Risk prevention techniques Policies and procedures that serve to protect the 
integrity and confidentiality of the data  at issue. These  policies and proce- 
dures merge both physical and personnel security concepts and  apply to the 
computer system and the personnel who use it. 

Satisfying the judgment A method used by the winning party in a lawsuit to 
collect the amount of judgment awarded  (in cases involving money or prop- 

Specialized patient  records Health records of patients undergoing treatment 
for certain illnesses, such as substance abuse or mental illness, or in nonacute- 
care settings, such as the patient’s home. These records are subject to different 
legal requirements than those in an acute-care setting. 

Stare  decisis Means “standing by the decision.“ Stare decisis is the doctrine that 
judicial decisions stand as precedent for  cases arising in the future. It is a fun- 
damental policy of our law that, except in unusual circumstances, a court’s 
determination on  a point of law will be followed by courts of the same or 
lower rank in later cases presenting the same legal  issue, even though differ- 
ent parties are involved and many years have elapsed. 

Statute of limitations Federal and state statutes prescribing the maximum 
period of time during which various types of civil actions and criminal prose- 
cutions can  be brought after the occurrence of the injury of offense. 

Statutes Laws written by federal and  state legislatures. They  become  effective 
upon signature of the president (federal) or governor (state). 

Subpoena A command in the form of written process requiring a witness to 
come to court to testify; short for subpoena ad testificandum. 

Subpoena ad testificandum The Latin term ad testificandum means ”testify 
under penalty.” A subpoena ad testificandum is a subpoena to testify. 

Subpoena duces tecum The  Latin term duces tecum means “bring with you 
under penalty.” A subpoena duces tecum  is a written command requiring a 

erty). 
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witness to come to  court  to testify and at  that time to produce for use as evi- 
dence  the  papers,  documents, books, or records listed in the subpoena. It is 
often used in the context of health information management to command  the 
custodian of records to produce  a  particular record at trial or deposition  and 
provide testimony to the authenticity of the record produced. 

Substantive law That portion of law that creates, defines, and regulates rights 
and  duties. Criminal substantive law defines specific offenses, the general 
principles of liability, and  the specific punishment. 

Substituted consent The legal doctrine that allows an authorized  person to con- 
sent or forgo treatment on the patient’s behalf when the patient is not legally 
competent to provide  consent. 

Timeliness The requirement  that  a health-care provider make an  entry in the 
medical record contemporaneously  with  the actual occurrence of the  event to 
be recorded. 

Tort A wrong involving a breach of duty  and resulting in an injury to the person 
or property of another. A tort is distinguished from a breach.of contract in that 
a tort is a violation of a duty established by law, whereas a breach of contract 
results from a failure to meet an obligation created by the  agreement of the 
parties. Examples of activities considered a tort include medical malpractice, 
defamation, and invasion of privacy. 

Trial A  hearing or determination by a court of the issues existing between the 
parties to an action; an examination by a court of competent jurisdiction, 
according to  the law of the  land, of the facts or law at issue in either a civil case 
or a criminal prosecution, for the  purpose of adjudicating  the  matters in con- 
troversy. 

Trustworthiness One of the  requirements of the business record exception to 
the hearsay rule. It must be established through testimony of the health infor- 
mation manager. To assist in establishing trustworthiness,  the  manager  must 
possess knowledge of internal policies and  procedures  governing access to 
the medical record and  quality control techniques, such as  approved methods 
to make corrections to and use abbreviations, in  the record. 

Vicarious liability A doctrine  that makes a health-care organization responsible 
for the negligent acts of its employees committed within the course and scope 
of their employment. Also known as respondeat  superior. 

Voluntary testing Testing with  patient consent. Voluntary testing for HIV 
encompasses three areas: consent for testing, delivery of pretest  information, 
and disclosure of test results. 
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Action A judicial or  administrative  proceeding for the  enforcement  or  protec- 
tion of a  right; a lawsuit.  It is important to distinguish  a civil action from  a 
criminal action. 

Adjudication The final decision of a court,  usually made after  the trial of the 
case; the  court’s final judgment. 

Admissibility Information is considered  admissible  into  evidence  at trial if the 
applicable  rules  establish  that  the  information is both  pertinent  and  proper for 
the  judge and/or jury to consider when  deciding  the  issues  involved  in  the 
lawsuit. 

Affirm In the case of an  appellate  court, to uphold  the  decision  or  judgment of 
the  lower  court  after an appeal. 

Appeal (1) The  process  by  which  a  higher  court is requested by a  party to a  law- 
suit to review  the  decision of a  lower  court. Such reconsideration is normally 
confined to a review of the  record from the  lower  court,  with no  new testi- 
mony  taken and  no  new issues  raised. Review by  the  higher  court  may  result 
in affirmation,  reversal, modification, or remand of the  lower court’s decision. 
(2) The action by which  a  court  or higher-level administrative  body is asked to 
review the action of an administrative  agency. 

Appellant A party  who  appeals from a lower  court to a  higher  court. 
Appellee A party  against whom a case is appealed  from  a  lower  court  to  a 

higher  court. 
Assault An act of force or  threat of force intended to inflict harm  upon a person 

or to put  the  person in fear that  such harm is imminent; an  attempt to commit 
a battery. The perpetrator  must  have  or  appear  to  have  the  present ability to 
carry out  the act. 

Battery The  unconsented-to  touching  or  striking of one person by another, or by 
an object put in motion by him  or  her,  with  the  intention of doing  harm  or giv- 
ing offense. Battery is both  a  crime  and  a  tort. 
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Business records rule An  exception to the hearsay rule that permits business 

Causation  A causing; the producing of a result. 
Cause of action An  action; a lawsuit; a case. 
Certiorari A writ issued by a higher court to a lower court requiring the certifi- 

cation of the record in a particular case so that the higher court can review the 
record and correct any actions taken in the case that are not in accordance 
with the law. The Supreme Court of the United Stated uses the writ of certio- 
rari to select the lower federal court and the state court cases  it is willing  to 
review. 

records to  be admitted  into evidence even though they are hearsay. 

Common law (1) A law found in the decisions of the courts rather than in 
statutes; judge-made law. (2) English law adopted by the early American 
colonists, which is part of the U.S. judicial heritage and forms the basis of 
much of its law today. 

Comparative negligence The doctrine adopted by  most states that requires a 
comparison of the negligence of the defendant with the negligence of the 
plaintiff; the greater the negligence of the defendant, the lesser the level of 
care required of the plaintiff to permit her to recover.  In other words, the 
plaintiff's  negligence does not defeat her cause of action, but it does reduce 
the damages she is entitled to recover. 

Complaint (1) The initial pleading in a civil action, in which the plaintiff  alleges 
a cause of action and asks that the wrong  done to him or her be remedied by 
the court. (2) A formal charge of a crime. 

Constitution 1. The system of fundamental principles by whch a nation, state, 
or corporation is governed. A nation's constitution may be written (example: 
the U.S. Constitution) or unwritten (example: the British Constitution). A 
nation's laws must conform to its constitution. A law that violates a nation's 
constitution is unconstitutional and, therefore, unenforceable. (2) The docu- 
ment setting forth the fundamental principles of governance. (3) The constitu- 
tion of the United States. 

Contract An agreement entered into, for  adequate consideration, to do, or 
refrain from doing, a particular thing. The  Uniform Commercial Code  defines 
a contract as the total legal obligation resulting from the parties' agreement. In 
addition to adequate consideration, the transaction must involve an  undertak- 
ing that is legal to perform, and there must be mutuality of agreement and 
obligation between at least two competent parties. 

Contributory negligence In the law of negligence, a failure by the plaintiff to 
exercise reasonable care which,  in part  at least, is the cause of an injury. Con- 
tributory negligence defeats a plaintiff's cause of action for  negligence in 
states that have not adopted the doctrine of comparative negligence. 
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Corporate negligence A doctrine defined as "the failure of a hospital, entrusted 
with the task of providing the accommodations necessary  to carry out its pur- 
pose,  to  follow the established standard of conduct to which it should con- 
form." 

Court  order (1) An adjudication by a court. (2) The ruling by a court with respect 
to a motion or any other question before it for determination during the 
course of a proceeding. 

Damages The sum of money that may be recovered in the courts as financial 
reparation for an injury or wrong suffered as a result of breach of contract or 
tort. Divided into three types: nominal, actual, punitive. 

Defamation Libel  or slander; the written or oral publication, falsely  or inten- 
tionally, of anything that is injurious to the good name or reputation of 
another person. 

Defendant The person against whom an action is brought. 
Discovery A means for providing a party, in advance of trial, with access to facts 

that are within the knowledge of the other side, to enable the party to better 
try his or  her  case. (Examples include depositions, written interrogatories, 
production of documents or things, physical and mental examinations and 
requests for admission.) A motion to compel discovery is the procedural 
means for compelling the adverse party to  reveal such facts or to produce doc- 
uments, books, and other things within his or her possession or control. 

Diversity jurisdiction The jurisdiction of a federal court arising from diversity 
of citizenship, when the jurisdictional amount has been met. 

Equitable  relief A remedy available in equity rather than at law; generally relief 
other than money damages. 

Evidence The means by which any matter of fact may be established or dis- 
proved. Such means may include testimony, documents, and physical objects. 
The  law of evidence is made up of rules that determine what evidence is to be 
admitted or  rejected  in the trial of a civil action or a criminal prosecution and 
what weight is to be given to admitted evidence. 

Garnishment A proceeding by a creditor to obtain satisfaction of a debt from 
money or property of the debtor that is in the possession of a third person or 
is owed by such a person to the debtor. 

Hearsay  rule The rule that hearsay testimony is not admissible unless it  falls 
within an exception to the hearsay rule. 

Injunction A court order that commands or prohibits some act  or course of con- 
duct. It is preventive in nature  and designed to protect a plaintiff  from 
irreparable injury to his or her property or property rights by prohibiting or 



commanding the doing of certain acts.  An injunction is a form of equitable 
relief. 

Intellectual  property Property (examples: copyrights; patents; trade secrets) 
that is the physical or tangible result of original thought. Modern technology 
has brought  about widespread infringement of intellectual property rights. 
Example: the unauthorized reproduction and sale of videotapes, audiotapes, 
and computer software. 

Jurisdiction (1) In a general sense, the right of a court to adjucate lawsuits of a 
certain kind. (2) In a specific  sense, the right of a court to determine a particu- 
lar case;  in other words, the power of the court over the subject matter of,  or 
property involved in, the case at bar. (3) In a geographical sense, the power of 
a court to hear cases only within a specific territorial area. (4) Authority; con- 
trol; power. (5) District; area; locality.  The term also applies to the authority of 
an administrative agency to hear and determine a case brought before it. 

Jury instructions Directions given to the jury by the judge before he or she  sends 
the jurors out to deliberate and  return  a verdict, explaining the law that 
applies in the case and spelling out  what  must be proven and by whom. 

Laches  The equitable doctrine that a plaintiff's  neglect  or failure to assert a right 
may cause the court to deny him or her relief  if, as a result, the defendant has 
changed position so that the defendant's rights are  at risk. 

Legal remedy A remedy available through legal action. 
Negligence The failure to do something that  a reasonable person would do in 

the same circumstances, or the doing of something a reasonable person would 
not do. Negligence  is a  wrong generally characterized by  carelessness, inat- 
tentiveness, and neglectfulness rather than by positive intent to cause injury. 

Plaintiff A person who brings a lawsuit. 
Pleadings Formal statements by the parties to an action setting forth their claims 

or defenses. Examples of pleadings include a complaint; a cross-complaint; an 
answer; a counterclaim. The various kinds of pleadings in  civil  cases, and the 
rules governing them, are set forth in detail in the Federal  Rules  of  Civil  Pro- 
cedure  and, with respect to pleading in state courts, by the rules of civil pro- 
cedure of several states. These rules of procedure abolished common law 
pleading. 

Remedy The means by which a right is enforced, an injury is redressed, and 
relief  is obtained. Examples: damages; an injunction. (1) To redress; to make 
right; to correct; to rectify. (2) To compensate; to indemnify; to make whole. 

Remittitur  A reduction by the judge of the amount of a verdict because of the 
excessiveness of the award. 
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Res  ipsa  loquitur Means ”the thing speaks for  itself.”  Used only when  a plaintiff 
cannot prove negligence with the direct evidence available to him or her. 

Res  judicata Means ”the thing (i.e., the matter) has been adjudicated”; the thing 
has been decided. The principle that a final judgment rendered on the merits 
by a court of competent jurisdiction is conclusive of the rights of the parties 
and is an absolute bar in all other actions based on the same claim, demand, or 
cause of action. 

Respondeat  superior Means “let the master respond.” The doctrine under which 
liability  is imposed upon  an employer for the acts of its employees committed 
in the course and scope of their employment. 

Reversed  and  remanded An expression used in appellate court opinions to indi- 
cate that the court has reversed the judgment of the trial court and  that the 
case has been returned to the trial court for a new trial. 

Stare  decisis Means “standing by the decision.” Stare decisis is the doctrine that 
judicial decisions stand as precedents for  cases arising in the future. It is a fun- 
damental policy of our law that, except  in unusual circumstances, a court’s 
determination on a point of law will be followed  by courts of the same or 
lower rank in later cases presenting the same legal  issue, even though differ- 
ent parties are involved and many years have elapsed. 

Statutes of limitation Federal and  state  statutes prescribing the maximum 
period of time during which various types of civil actions and criminal prose- 
cutions can  be brought after the occurrence of the injury or  offense. 

Subpoena A command in the form of written process requiring a witness to 
come to court to  testify; short for subpoena ad testificandum. 

Subpoena ad testificandum The  Latin term ad testificandum means ”testify 
under penalty.” A subpoena ad testificandum is a subpoena to testify. 

Subpoena duces tecum The  Latin term duces tecum means ”bring with you 
under penalty.” A subpoena duces tecum is a written command requiring a 
witness to come to court to testify and  at  that time to produce for use as evi- 
dence the papers, documents, books,  or records listed in the subpoena. 

Summons (1) In a civil  case, the process by which an action is commenced and 
the defendant is brought within the jurisdiction of the court. (2) In a criminal 
case involving a petty offense  or infraction, process issued for the purpose of 
compelling the defendant to appear in court. In such a case, a  summons is 
used as an alternative to arrest. 

Tort A  wrong involving a breach of duty  and resulting in an injury to the person 
or property of another. A tort is distinguished from a breach of contract in that 
a tort is a violation of a  duty established by law, whereas a breach of contract 
results from a failure to  meet an obligation created by the agreement of the 
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parties. Although the same act  may  be both a crime and  a tort, the crime is an 
offense against the public that is prosecuted by the state in a criminal action; 
the tort is a private wrong that must be pursued by  the injured party in a civil 
action. 

Trial A hearing or determination by a court of the issues existing between the 
parties to an action; an examination by a court of competent jurisdiction, 
according to the law of the land, of the facts  or law at issue in either a civil  case 
or a criminal prosecution, for the purpose of adjudicating the matters in  con- 
troversy. 

Verdict The final decision of a jury concerning questions of fact submitted to it 
by the court for determination in the trial of a case. 

(Adapted from Handler, Ballentine’s Lnw Dictionnry: Legnl Assistnnt Edition. Albany, NY: 
Delmar Publishers and Lawyers Cooperative Publishing, 1994). 
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Case  Studies: 
Things to  Consider 

As stated  in  the Preface, no  one "right" answer exists to the case study 
included at  the  end of a chapter. Learners should resolve each case study 
by using  the  knowledge  gained  from  the  chapter  and critical thinking 
skills. To guide  the  learner in developing an answer to the case studies, 
this section of the book provides  an  outline of points  that  should be 
addressed for each case study. Each outline is not  meant to provide a com- 
prehensive  answer to the case study; rather, each serves as the  basis for 
class discussion. The case studies  and their corresponding  outlines  are 
listed in  chapter  order. 

Chapter I: Workings of the  American 
Legal System 
Case Study: 

You are  the director of health  information services for a medium-sized 
health-care facility. Like many of your peers, you have contracted with  an 
outside  copying service to handle all requests for release of patient  health 
information  at  your facility. You have  learned  that a lobbying organization 
for trial attorneys  in  your  state is promoting legislation to place a cap  on 
photocopying costs, which is significantly below the  actual cost incurred 
as part of the contract. Discuss the roles each branch of government will 
play  in  considering this legislation and how you and your professional 
organization may act to influence this process. 
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Things to  Consider: 

Part One: Branches of Government 

All three branches will  be involved: 

1. The lobbying organization will need to find a member of the legisla- 
ture willing to sponsor its legislative proposal and  shepherd it through the 
committee process. 

2. Before the bill  can  become  law, the state governor must sign it or 
veto it. Furthermore, the bill may direct the  state  department of health to 
issue regulations to implement the legislation. 

3. Should a  dispute arise and  a lawsuit be filed, the judiciary may also 
be called upon to interpret the statute once it has been passed by the legis- 
lature  and signed into law  by the governor. 

Part Two: Influencing the Process 

Working within  your professional association, and possibly in conjunction 
with other professional associations similarly affected,  you may take the 
following steps: 

1. Contact the lobbying organization and/or trial attorneys group 
directly to educate them about why  and how photocopying fees are 
charged. Depending on the result, the lobbying organization or trial attor- 
neys group may abandon its efforts or work with your association  to mod- 
ify its proposal. 

2. Contact the sponsoring member of the legislature to educate him or 
her in the same manner. Additionally, appear before the  appropriate leg- 
islative committee to testify about the consequences of the bill. 

3. If it appears  that  momentum  has  already been  built on  the topic 
and a bill on  the topic is  ripe  to  pass,  submit  a  counterproposal  that 
your association can accept  to  a  different legislative member for spon- 
sorship. 

4. Contact the governor with your association’s views on the topic as 
part of the signature/veto process. 

5. Write letters to the editor or op-ed pieces  for publication in your 
local paper in an effort to educate the voting public. Send copies of the 
published pieces to those persons or groups listed in numbers 1 4 .  
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Chapter 3: Principles of Liability 
Case Study: 

A surgeon performs elective surgery on John Smith. Smith  later complains 
to his surgeon about pain resulting from the surgery. His surgeon dis- 
misses his complaints as not credible and eventually withdraws from the 
case. Smith is then treated by another surgeon who determines that he 
developed complications from surgery  and that the delay in treatment has 
made the complications worse. Smith sees an attorney about a possible 
lawsuit against the first surgeon. Describe the theories that could support 
a lawsuit under these circumstances. 

Things to  Consider: 

1. Negligence: 
Given these facts,  one  can assume that the first surgeon owed a duty of 

care to John Smith. Whether a negligence theory will apply  depends  on the 
answer to the following questions: Did the first surgeon apply the stan- 
dard of care that a reasonably prudent professional in the same or similar 
circumstances would have applied? Does the appropriate  standard of care 
encompass both the surgery and the credibility determination? Was the 
first surgeon’s actions the cause of John Smith’s  medical complications? 

2. Medical abandonment: 
Given the facts listed, it appears necessary that John Smith continue to 

receive care. Whether the theory of medical abandonment will apply 
depends  on the answer to the following question: Was John Smith given a 
list of qualified substitute physicians? Was his need for treatment immedi- 
ate? Did the first surgeon withdraw from treatment for  economic rather 
than medical reasons? Why type of follow-up treatment did the first sur- 
geon arrange? 

3. Res ipsa loquitur: 
For this theory to apply, additional facts concerning the nature of the 

complications would be  necessary. For example, if a surgical sponge  was 
discovered inside John Smith’s body at the surgical site, it may be the 
cause of the complications. Under such a scenario, John Smith would have 
little difficulty establishing the three elements of res ipsa loquitur. 
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4. Technical battery: 
For this theory to apply, it would be  necessary  to review the consent to 

surgery form signed by John Smith. If the first surgeon acted beyond the 
scope of the consent John Smith gave and  that action resulted in the com- 
plications, a technical battery has occurred. 

Chapter 4: Patient Record Requirements 
Case Study: 

You are the director of health information at a large medical center that 
offers inpatient, outpatient, and emergency care at several sites in one 
state. Your medical center has announced that it will acquire a facility 
offering similar services in a neighboring state. The laws and regulations 
governing the retention and destruction of medical records differ between 
these states. Discuss how the lack of a consistent set of laws and regula- 
tions on these two matters impacts the institution you serve and outline 
the steps you will now take to deal with the situation. 

Things to Consider: 

Although decisions to retain and destroy medical records are influenced 
by many forces, the predominant force is a legal one. The statutes  and reg- 
ulations governing retention and destruction provide the basis  for any 
decision: they establish the minimum amount of time medical records 
should be maintained and the legally acceptable methods of destruction. 
Where one state’s requirements differ from another’s, as in this case study, 
the health information manager is left with  two options: (1) maintain sepa- 
rate policies  for retention and destruction for  each  state’s  sites; or (2) adopt 
one uniform policy of retention and destruction that is measured by 
whichever state’s requirements are longest. Each option has its weak- 
nesses: the first may lead to confusion and mistakes in execution; the sec- 
ond may lead to maintaining records at some sites longer than otherwise 
necessary, leading to  possible storage and fiscal problems. Steps to deal 
with this situation include: (1) consulting with legal counsel to assist in 
making the policy  choice; (2) educating the staff in both states of the prob- 
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lem and the policy  choice  selected; (3) educating any commercial contrac- 
tor of the differences between the two states and the policy  choice  selected; 
and (4) educating administration of the budget impact the policy  choice 
will make. 

Chapter 5: Access to Health Information 
Case  Study: 

You are the director of health information services at a tertiary-care hospi- 
tal. You and the director of emergency room  services are jointly responsi- 
ble  for reporting instances of communicable disease, child abuse, and 
cancer to the appropriate  state  authority. You have just completed an  audit 
of your institution’s reporting mechanism and discovered that the report- 
ing requirements are not consistently met. The audit could not definitively 
establish whether the reporting never occurred or occurred but  was not 
documented in the patient’s medical record. Discuss what legal issues are 
present and  what approach(es) you should take  to  resolve this problem. 

Things to  Consider: 

1. The  law  places a burden on the health-care provider to report public 
health threats because the health-care provider is on the front line,  available 
to  observe the threats firsthand. 

2. State law establishing reporting requirements places a mandatory, 
not optional, burden  on the health-care provider. Failure to comply with 
the reporting requirements may subject the health-care provider to sanc- 
tion, and in the instance of reporting injuries caused by deadly weapons, 
may impede law enforcement efforts. 

3. Steps to improve reporting include reexamination and/or revision 
of documentation and reporting policies.  Inservice education is in order 
for those health-care providers  who document public health threats and 
those who report the threats to the state’s department of health or like 
agency.  Increased auditing of the institution’s reporting mechanism should 
occur until the health information manager is  convinced that the reporting 
requirements are consistently met. 
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Chapter 6: Confidentiality and Informed  Consent 
Case Study: 

You are the director of health information services at a medium-size health- 
care  facility providing general, emergency, and pediatric care.  Because of 
downsizing and consolidation of managerial functions, you are also 
responsible for  staff education in your facility.  Discuss how you would 
structure  and present an inservice program to staff members of various 
departments  that addresses confidentiality policies and procedures of 
your facility and the legal bases underlying these policies and procedures. 

Things to Consider: 

This problem assumes that  the audience at the inservice program is a mix 
of the facility’s  staff, as opposed to separate inservice programs for emer- 
gency  services, and so forth. Building on that assumption, the program 
must  be  structured to address confidentiality on both a broad basis and 
regarding those areas of the facility that pose unique confidentiality con- 
cerns. In particular, the program must  address questions of confidentiality 
in (1) an emergency room, which by its nature lends itself to eavesdrop- 
ping; and (2) a pediatric ward,  where relatives other than the parents may 
be seeking information. The  legal underpinnings of confidentiality are ad- 
dressed in constitutional provisions, federal and state statutes, and com- 
mon law decisions. 

Chapter 7: Judicial Process of Health  Information 
Case Study: 

You supervise the correspondence unit of the health information services 
department of a medical center. Today, you received a subpoena duces 
tecum from an attorney, demanding either the originals or copies of all 
medical records concerning Mary Smith, who allegedly is or was  a patient 
of the medical center. The subpoena lacks  sufficient information for you to 
determine whether Mary  Smith,  is or  was  a patient in your facility.  The 
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subpoena is not accompanied by a valid authorization to  release informa- 
tion for  Mary  Smith, as required in your state. How should you respond to 
the subpoena? 

Things to  Consider: 

Among the available choices are: (1) Seeking the advice of legal  counsel, 
and where appropriate, delegating to  legal counsel the obligation to re- 
spond to the subpoena. (2) contacting requesting counsel with a noncom- 
mittal answer acknowledging the confidentiality restrictions under which 
the health-care provider operates and forwarding a predrafted release of 
information form for the patient Mary Smith to sign. 

Chapter 8: Specialized  Patient  Records 
Case  Study: 

You are the director of health information services in a major  medical ten- 
ter that maintains both a psychiatric unit and a substance abuse unit in 
addition to general medical and surgical units. Your  facility plans to  join a 
computer network with fifteen hospitals throughout the state, which will 
allow online access to laboratory data, regardless of which facility per- 
formed the lab work. None of the other fifteen  facilities  offer psychiatric or 
substance abuse treatment. Identify and discuss the confidentiality issues 
present with such a network in light of the statutory, regulatory, and 
accrediting requirements governing patients treated in these units. 

Things to Consider: 

The general confidentiality principles would  apply: Who should  have 
access to what  data for what  purpose? Should the full lab data be avail- 
able or should only an abstract of information be available? How do you 
track  access to the lab data  with computer terminals present throughout 
the network? 

In addition to the general confidentiality principles, patients treated in 
psychiatric and substance abuse units are subject  to strict confidentiality 



protections, including restrictions on  patient identification. Access to lab 
data as described in the case study will undoubtedly violate both  federal 
and state  law concerning restrictions on  patient identification because 
mere  status as a member of the  network will not  automatically  authorize a 
health-care provider  at  another facility  access  to otherwise restricted 
patient  information.  Under  both  state and federal  regulations  governing 
psychiatric and substance  abuse  units,  the  health-care  provider  seeking 
access to the  data  would  need to demonstrate  that  he  or  she  plays  a role in 
the patient’s care. 

Chapter 9: Risk Management and 
Quality Assurance 
Case Study: 

You are  a  health  information  manager closely involved  with risk manage- 
ment at General Hospital, a teaching institution. Beginning this  July,  the 
hospital will incorporate  presentations by hospital  employees  into  its 
Grand  Rounds series of lectures. You have been asked to present  the lec- 
ture covering risk management.  Compose a presentation  addressing  the 
legal aspects of risk management,  particularly  concentrating on patient 
record requirements and incident reports. 

Things to  Consider: 

Any presentation  should  include discussion about: 

1. The growth  and  development of risk management in general and as 
applied  to  General  Hospital. 

2. Patient record requirements  must  address: (a) proper  documenta- 
tion, using  examples of a properly  documented medical record and a 
poorly  documented medical record; (b)  security concerns, including  the 
active management of the availability of medical records; and (c) confiden- 
tiality, focusing in  particular  on  the risk of talking about  patients in inap- 
propriate  spots,  such as hospital  elevators. 



3. Incident reports  must  address: (a) what they are; (b)  why they are 
necessary; (c) how to and  how  not to complete one; (d) how they are  used; 
and  (e)  how to protect them from discovery. 

4. An explanation of the attorney-client privilege in the context of inci- 
dent reports. 

Chapter IO: HIV Information 
Case Study: 

You are the director of health information services at General Hospital, 
supervising several employees who release health information. As a com- 
munity service, your facility recently launched a new HIV/AIDS outreach 
program. Because of the anticipated increase in patients with HIV/AIDS, 
you have  decided to reexamine your policies and  procedures governing 
release of information. Discuss what points should be included in the poli- 
cies and procedures, particularly how employees should  handle  inadequate 
requests for  release of information and subpoenas concerning HIV/ AIDS 
information. 

Things to Consider: 

Any revision of policies and procedures  should  include an examination of 
the relevant state  statutes  and  regulations. These statutes  and  regulations 
will set  the  minimum standard  on which to base  the policies and proce- 
dures. In addition,  the  health  information  manager  should examine the 
guidelines  established by the Centers for Disease Control and professional 
associations. Particular  points to include: (a) issue of identification of 
HIV/AIDS patients and test results; (b)  whether  the  law  requires  certain 
forms to be used for release of information  or  minimum  data to be con- 
tained  in  the release of information form; and (c) whether  the  law  requires 
patient notification of an HIV-positive health-care provider. 

Responses to inadequate  requests for release of information  or  subpoe- 
nas  should be handled in a manner similar to that  explained in the  answer 
to the case study for Chapter 7. 
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Chapter 11: Computerized  Patient Records 
Case Study: 

General Hospital has determined that within three years the paper-based 
medical record it currently uses will  be replaced with  a computerized pa- 
tient record. General Hospital prefers to have a vendor install a computer 
system that allows for some tailoring to its institutional needs. You are a 
member of a committee that will evaluate and select the computer system. 
What  legal issues should you raise to the committee and hospital about 
possible barriers/problems to implementing a computerized patient 
record? Assuming those barriers/problems are resolved, what legal issues 
should you address  with the committee and hospital in the evaluation and 
selection process? 

Things to  Consider: 

Issues of possible barriers that should be raised to the committee include: 

1. Does the state licensing authority permit the creation and storage of 

2. Does the state licensing authority specify authentication of a certain 

3. Does the court system governing the health-care provider accept a 

a computerized patient record? 

type, such  as  a physician’s written signature? 

computer printout  as evidence in a court case? 

Issues in the selection process include: 

1. Physical security concerns. 
2. Personnel security concerns, including ongoing educational pro- 

grams for health-care employees. 
3. Risk prevention techniques, such as audit trails of inhouse use,  re- 

strictions on  access/use of patient health information by the ven- 
dor selling and servicing the computer system, and restrictions on 
computer networks. 
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List of Common Acronyms 

Many of these acronyms may also be found in the text. 

ACP 
ACS 
ADA 

AHA 
AHIMA 
AIDS 
AJPH 
AMA 
ANA 
AOA 
APHA 
ART 

BC 
BS 
BSN 

CAHEA 
CAT 
CBO 
ccs 
CDC 

American  College of Physicians 
American  College of Surgeons 
American  Dental  Association;  American  Dietetic  Association; 
American  Diabetes  Association 
American Hospital Association 
American Health Information Management Association 
Acquired Immunodeficiency Syndrome 
American Journal of Public Health 
American  Medical  Association 
American Nurses Association 
American Osteopathic Association 
American  Public Health Association 
Accredited  Record  Technician 

Blue Cross 
Blue  Shield 
Bachelor of Science  in Nursing 

Committee on  Allied Health Education and Accreditation 
Computerized Axial Tomography 
Congressional Budget  Office 
Clinical Coding Specialist 
Centers for  Disease Control (formerly, Communicable Disease 
Center) 



238 Appmdix  

CFR 
CHAMPUS 
CHAMPVA 

CHAP 
CME 
COBRA 
CON 
CPR 
CPT 
CSR 
CT 

DC 
DDS 
DHEW 

DHSS 
DMD 
DO 
DPM 
DRG 

EENT 
ELISA 
EMS 
ENT 
EPA 

FDA 
FOIA 
FTC 
FTCA 
FY 

Code of Federal Regulations 
Civilian Health and Medical Program of the Uniformed Services 
Civilian Health and Medical Program of the Veterans 
Administration 
Community  Health Accreditation Program 
Council on Medical Education; Continuing Medical Education 
Consolidated Omnibus Budget Reconciliation Act 
Certificate of Need 
Computerized Patient Record 
Current  Procedural Terminology 
Code of State Regulations 
Computed  Tomography 

Doctor of Chiropractic 
Doctor of Dental Surgery 
Department of Health, Education, and Welfare; succeeded by the 
DHHS 
Department of Health  and  Human Services 
Doctor of Dental Medicine 
Doctor of Osteopathy 
Doctor of Podiatric Medicine 
Diagnostic-Related Group(s) 

Eye,  Ear, Nose  and  Throat 
Enzyme-inked Immunosorbent Assay 
Emergency Medical Services 
Ear, Nose, and Throat 
Environmental Protection Agency 

Food and Drug  Administration 
Freedom of Information Act 
Federal Trade Commission 
Federal Tort Claims Act 
Fiscal  Year 
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GAO 
GDP 
GNP 
GI' 
GYN 

H-B 
HCFA 
HCPCS 

HEW 
HFMA 
HHA 
HHS 
HIAA 
HIM 
HIV 
HMO 
HSA 

ICD-9-CM 

ICF 
IFA 
IOM 
IPA 
IRB 

JAHIMA 

JAMA 
JCAH 

JCAHO 

JME 

General Accounting Office 
Gross Domestic Product 
Gross National Product 
General Practitioner 
Gynecology 

Hill Burton Act 
Health Care Financing Administration 
Health Care Financing Administration Common Procedure 
Coding System 
Health, Education and Welfare; succeeded by  HHS 
Healthcare Financial Management Association 
Home Health Agency 
Health and  Human Services 
Health Insurance Association of America 
Health Information Management 
Human Immunodeficiency Virus 
Health Maintenance Organization 
Health Services Administration 

International Classification of Diseases 9th Revision  Clinical 
Modification 
Intermediate Care Facility 
Indirect Immunofluoroescence Assay 
Institute of Medicine 
Individual Practice  Association 
Institutional Review  Board 

Journal of the American Health Information Management Associ- 
ation 
Journal of the American  Medical  Association 
Joint Commission on Accreditation of Hospitals; succeeded by 
JCAHO 
Joint Commission on Accreditation of Healthcare Organizations 
Journal of Medical Education 
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LPN 
LVN 

MCAT 
MCH 
MD 
Med 
MEDLARS 
MH 
MPP 
MR 
MRA 
MRI 
MRT 

NBME 
NCHS 
NCI 
NE1 
NEJM 
NIH 
NIMH 
NLM 
NLN 
NLRB 
NMR 

OB 
OD 
OMB 
OR 
OSHA 
OTA 

Licensed Practical Nurse 
Licensed  Vocational Nurse 

Medical College Admission Test 
Maternal and Child Health 
Doctor of Medicine 
Medicine 
Medical Literature and Analysis Retrieval System 
Mental Health; Mental Hygiene 
Medicare Participating Physician 
Mental Retardation 
Medical  Record Administration 
Magnetic Resonance Imaging 
Medical  Record Technology 

National Board of Medical Examiners 
National Center for Health Statistics 
National Cancer Institute 
National Eye Institute 
New England Journal of Medicine 
National Institutes of Health 
National Institutes of Mental Health 
National Library of Medicine 
National League of Nursing 
National Labor Relations Board 
Nuclear Magnetic Resonance 

Obstetrics 
Doctor of Optometry 
Office of Management and Budget 
Operating Room 
Occupational Safety and  Health  Administration 

Office of Technology Assessment 



PA 
PL 
PPO 
PPS 
PRO 
PRRB 
PSDA 
PSRO 

QA 

RFP 
RM 
RN 
RRA 

SNF 
SSA 
SSI 
STD 

TB 

UCR 
UR 

VA 
VD 
VNA 

WHO 
WIC 
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Physical Assistant 
Public Law 
Preferred  Provider  Organization 
Prospective Payment or Pricing System 
Professional Review Organization 
Provider Reimbursement Review  Board 
Patient Self-Determination Act 
Professional Standards Review Organization 

Quality Assurance 

Request for Proposal 
Risk Management 
Registered Nurse 
Registered Record Administrator 

Skilled Nursing Facility 
Social Security Administration 
Supplementary Security Income 
Sexually Transmitted Disease 

Tuberculosis 

Usual, Customary  and Reasonable 
Utilization Review 

Veterans Affairs 
Venereal Disease 
Visiting Nurse Association 

World Health  Organization 
Women, Infants and Children 

(Adapted in part from Raffel  and Raffel, The U.S .   Hed fh  S!ysteur: Oriyirls arid Fl lr lc t iom,  4th 
edition. Albany, NY: Delmar  Publishers, 1994). 
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A Patient’s Bill of Rights 

Patient and Community Relations 
Introduction 

Effective health care requires collaboration between patients and physi- 
cians and other health care  professionals. Open and honest communication, 
respect  for personal and professional values, and sensitivity to  differences 
are integral to optimal patient care. As the setting for the provision of 
health services, hospitals must provide a foundation for understanding 
and respecting the rights and responsibilities of patients, their families, 
physicians, and other caregivers. Hospitals must  ensure a health care ethic 
that respects the role of patients in decision making about treatment 
choices and other aspects of their care. Hospitals must be sensitive to  cul- 
tural, racial, linguistic, religious, age, gender, and other differences as well 
as the needs of persons with disabilities. 

The  American Hospital Association presents A Patient’s Bill of Rights 
with the expectation that it will contribute to more effective patient care 
and be supported by the hospital on behalf of the institution, its medical 
staff, employees, and patients. The  American Hospital Association encour- 
ages health care institutions to tailor this bill of rights to their patient com- 
munity by translating and/or simplifying the language of this bill of rights 
as may be necessary  to ensure  that  patients  and their families understand 
their rights and responsibilities. 
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Bill of Rights" 

1. The patient has the right to considerate and respectful care. 
2. The patient has the right to and is encouraged to obtain from physi- 

cians and other direct caregivers relevant, current,  and understandable in- 
formation concerning diagnosis, treatment, and prognosis. 

Except in emergencies when the patient lacks  decision-making  capacity 
and the need for treatment is urgent, the patient is entitled to the opportu- 
nity to discuss and request information related to the specific procedures 
and/or treatments, the risks involved, the possible length of recuperation, 
and the medically  reasonable alternatives and their accompanying risks 
and benefits. 

Patients have the right to know the identity of physicians, nurses, and 
others involved in their care, as well as when those involved are students, 
residents, or other trainees. The patient also has the right to know the 
immediate and long-term financial implications of treatment choices,  inso- 
far as they are known. 

3. The patient has  the right to make decisions about the  plan of care 
prior to and  during the course of treatment and to refuse a recommended 
treatment or plan of care to the extent permitted by law and hospital pol- 
icy and to be informed of the medical consequences of this action. In  case 
of such refusal, the patient is entitled to other appropriate care and ser- 
vices that the hospital provides or transfer to another hospital. The hospi- 
tal should notify patients of any policy that might affect patient choice 
within the institution. 

4. The patient has  the right to have an advance directive (such as liv- 
ing will, health care proxy, or durable power of attorney for health care) 
concerning treatment or designing a surrogate decision maker with the 
expectation that the hospital will honor the intent of that directive to the 
extent permitted by law and hospital policy. 

Health care institutions must advise patients of their rights under state 
law and hospital policy  to  make  informed  medical  choices, ask if the patient 
has an advance directive, and include that information  in patient records. 
The patient has the right to  timely  information about hospital policy that 
may  limit its ability  to implement fully a legally  valid advance directive. 

*These rights can be exercised on the patient's behalf  by a designated  surrogate  or 
proxy decision maker if the patient lacks decision-making capacity, is legally 
incompetent, or is a minor. 
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5. The patient has the right to every consideration of privacy. Case 
discussion, consultation, examination, and treatment should  be conducted 
so as to protect each patient’s privacy. 

6.  The patient has the right to  expect that all communications and 
records pertaining to his/her care will be treated as confidential by the 
hospital, except in cases such as suspected abuse and public health haz- 
ards when reporting is permitted or required by law. The patient has the 
right to expect that the hospital will emphasize the confidentiality of this 
information when it releases it to any other parties entitled to review infor- 
mation in these records. 

7. The patient has the right to review the records pertaining to his/ 
her medical care and to have the information explained or interpreted as 
necessary,  except when restricted by law. 

8. The patient has the right to expect that, within its capacity and poli- 
cies, a hospital will make reasonable response to the request of a patient 
for appropriate  and medically indicated care and services.  The hospital 
must provide evaluation, service, and/or referral as indicated by the 
urgency of the case.  When  medically appropriate  and legally permissible, 
or when a patient has so requested, a patient may be transferred to another 
facility.  The institution to which the patient is to be transferred must first 
have accepted the patient for transfer. The patient must also have the ben- 
efit of complete information and explanation concerning the need  for,  risks, 
benefits, and alternatives to such a transfer. 

9. The patient has the right to ask and be informed of the existence of 
business relationships among the hospital, educational institutions, other 
health care providers, or payers that may influence the patient’s treatment 
and care. 

10. The patient has the right to consent to or decline to participate in 
proposed research studies or human experimentation affecting care and 
treatment or requiring direct patient involvement, and to have those stud- 
ies  fully explained prior to consent. A patient who declines to participate 
in research  or experimentation is entitled to the most effective care that the 
hospital can otherwise provide. 

11. The patient has the right to  expect reasonable continuity of care 
when appropriate  and to  be informed by physicians and other caregivers 
of available and realistic patient care options when hospital care is no 
longer appropriate. 

12. The patient has the right to be informed of hospital policies and 
practices that relate to patient care, treatment, and responsibilities. The 
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patient has the right to be informed of available resources for resolving 
disputes, grievances, and conflicts, such  as ethics committees, patient rep- 
resentatives, or other mechanisms available in the institution. The patient 
has the right to be informed of the hospital’s charges for services and avail- 
able payment methods. 

The collaborative nature of health care requires that patients, or their 
families/surrogates, participate in their care. The  effectiveness of care and 
patient satisfaction with  the course of treatment depend, in part, on the 
patient fulfilling certain responsibilities. Patients are responsible for pro- 
viding information about past illnesses, hospitalizations, medications, and 
other matters related to health status. To participate effectively in decision 
making, patients must be encouraged to  take responsibility for requesting 
additional information or clarification about their health status  or treat- 
ment when they do not fully understand information and instructions. 
Patients are also responsible for ensuring  that the health care institution 
has a copy of their written advance directive if they have one. Patients are 
responsible for informing their physicians and other caregivers if they 
anticipate problems in following prescribed treatment. 

Patients should also be aware of the hospital’s obligation to be reason- 
ably  efficient and equitable in providing care to other patients and  the 
community. The hospital’s rules and regulations are designed to help the 
hospital meet this obligation. Patients and their families are responsible for 
making reasonable accommodations to the needs of the hospital, other 
patients, medical staff, and hospital employees. Patients are responsible 
for providing necessary information for insurance claims and for working 
with the hospital to make payment arrangements, when necessary. 

A person’s health depends on much more than health care services. 
Patients are responsible for recognizing the impact of their life-style on 
their personal health. 

Conclusion 

Hospitals have many functions to perform, including the enhancement of 
health status, health promotion, and the prevention and treatment of 
injury and disease; the immediate and ongoing care and rehabilitation of 
patients; the education of health professionals, patients, and the commu- 
nity; and research. All these activities must be conducted with an overrid- 
ing concern  for the values and dignity of patients. 

(Reprinted with permission of the American Hospital Association, copyright 1992). 



Principles of Medical Record 
Documentation 

The  following  is an excerpt  from a brochure titled ”Principles of Medical 
Record Documentation” developed jointly by representatives of the Amer- 
ican Health Information Management Association, the American Hospital 
Association, the American Managed Care and Review  Association, the 
American  Medical  Association, the American  Medical  Peer  Review  Associ- 
ation, the Blue Cross and Blue Shield  Association, and the Health Insurance 
Association of America. Although their joint development of this brochure 
is not intended to imply either endorsement of, or opposition to,  specific 
documentation requirements, all seven groups, share the belief that the 
fundamental reason  to maintain an adequate medical  record  is its contribu- 
tion  to the high quality of medical care. (Reprinted with permission of the 
American Health Information Management Association,  Chicago,  Illinois) 

What Is Documentation and Why Is I t  Important? 
Documentation is the recording of pertinent facts and observations about 
an individual’s health history including past and present illnesses,  tests, 
treatment, and outcomes. The  medical  record  chronologically documents 
the care of the patient in order to: 

enable the physician and other healthcare professionals to plan and 
evaluate the patient’s treatment, 
enhance communication and promote continuity of care among physi- 
cians and other healthcare professionals involved in the patient’s care. 
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facilitate claims review and payment, 
assist in  utilization review and quality of care evaluations, 
reduce  hassles related to medical review, 
provide clinical data for research and  education, and 
serve as a legal document to verify the care provided (for example, in 
defense of an alleged professional liability claim). 

What  Do Payers  Want  and w h y ?  
Payers want to know  that they are  getting  value for their  healthcare  dol- 
lars. 

Because payers  have a contractual obligation to enrollees, they  may 
request  additional  documentation to validate  that services provided  were: 

appropriate to the  treatment of the patient’s condition, 
medically necessary for the  diagnosis and/or treatment of an illness or 

coded correctly. 
injury, and 

What   Are  Covered  Services? 
Covered services are  those services that  are  payable  in accordance with  the 
terms of the benefit plan contract by  the  insurer. Such services must be 
documented  and medically necessary in order for payment  to be made. 

What  Are  Medically  Necessary  Services? 
Typically, payers  define medically necessary services as those services or 
supplies  that are: 

in accordance with  standards of good medical practice, 
consistent with  the diagnosis, and 
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0 the  most  appropriate level of care provided  in  the  most  appropriate 
setting. 

Note  that  the  definition of medical necessity may differ among  insur- 
ers. Medically necessary services may or may not be covered depending 
on  the benefit plan. 

How Does the Documentation in Your  Medical 
Record  Measure Up? 

1. Is the  reason for  the  patient  encounter  documented in the medical 

2. Are all services that  were  provided  documented? 
3. Does the medical record clearly explain why  support services, proce- 

4. Is the  assessment of the patient’s condition  apparent  in  the  medical 

5. Does the medical record contain  information on  the patient’s progress 

6. Does the medical record include  the patient’s plan for care? 
7. Does the  information in the medical record describing  the patient’s 

condition  provide reasonable medical rationale for the services and 
the choice of setting  that  are to be billed? 

8. Does the  information in the medical record support  the care given in 
the case where  another  healthcare professional must  assume care or 
perform medical review? 

record? 

dures,  and  supplies  were  provided? 

record? 

and  on the  results of treatment? 

Principles of Documentation 
1. The medical record should be complete and legible. 
2. The documentation of each patient  encounter  should include; the  date; 

the  reason for the  encounter;  appropriate history and physical exam; 
review of lab, x-ray data,  and  other ancillary services, where  appropri- 



250 Appendix 

ate; assessment; and  plan for care (including discharge plan, if appro- 
priate). 

3. Past and present diagnoses should be accessible to the treating and/or 
consulting physician. 

4. The reasons for, and results of,  x-rays, lab tests, and other ancillary ser- 
vices should be documented or included in the medical record. 

5. Relevant health risk factors should be identified. 
6. The patient’s progress including response to treatment, change in 

treatment, change in diagnosis, and patient non-compliance should be 
documented. 

7. The written plan for care should include, when appropriate: treatments 
and medications,  specifying  frequency and dosage; any referrals and 
consultations; patient/family education; and specific instructions for 

8. The documentation should  support the intensity of the patient evalua- 
tion and/or the treatment, including thought processes and the com- 
plexity of medical decision making. 

follow-up. 

9. All entries to the medical record should be dated  and authenticated. 
10. The  CPT/ICD-9  codes reported on the health  insurance  claim  form or 

billing statement should reflect the documentation in the medical  record. 

Developed by representatives porn: 
American Health Information Management Association 
919 North Michigan Avenue, Suite 1400 
Chicago, IL 60611 
(312)  787-2672 

American Hospital  Association 
840 North Lake Shore Drive 
Chicago, IL 60611 
(312)  280-6388 

American Managed Care and  Review  Association 
1227 25th Street, NW, Suite 610 
Washington, DC 20037 
(202)  728-0506 
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American Medical Association 
515 North State Street 
Chicago, IL 60610 
(312)  464-4736 

American Medical Peer Review  Association 
810 First  Street, NE, Suite 410 
Washington, DC 20002 
(202)  371-5610 

Blue Cross and  Blue Shield Association 
676 North St. Clair Street 
Chicago, IL 60610 
(312)  440-5526 

Health Insurance Association of America 
1025 Connecticut Avenue, NW 
Washington, DC 20036 
(202)  223-7780 
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Durable Power of Attorney  for 
Health Care and Health Care 

Directive 

Sample Form 

(Developed  and  printed by the  Missouri  Bar) 
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Part I .  Durable  Power of Attorney for Health Care 

If you  do  NOTwish to name  an  agent to make health care  decisions for 
you, write  your  initials in the  box to the right and  go to Part II. 

This form has  been  prepared to comply with the  “Durable  Power  of  Attorney for  Health 
Care Act” of  Missouri. 

1. Selection of Agent. I appoint: one  Agent  be  named. 

Name: 
However, if more than one 
Agent is named,  any  one 

Address: may act individually unless 
you specify  otherwise. 

Telephone: 

as my  Agent. 

2. Alternate Agents. Only an  Agent  named by me  may act under  this  Durable  Power 
of Attorney. If my  Agent  resigns  or is not able  or  available to make health care  decisions 
for me,  or if an  Agent  named  by  me is divorced from me  or is my  spouse  and  legally 
separated from me, I appoint  the person(s)  named  below (in  the  order  named if more 
than  one): 

First Alternate  Agent Second Alternate  Agent 

Name:  Name: 

Address:  Address: 

Telephone:  Telephone: 

This is a Durable  Power of Attorney,  and  the authority of my  Agent  shall not terminate  if I 
become  disabled  or  incapacitated. 
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Part I .  Durable  Power of Attorney for Health Care 
(Continued) 
3. Effective Date and Durability. This Durable Power  of Attorney is effective  when two 
physicians  decide  and  certify that I am incapacitated  and  unable to make and 
communicate a health care  decision. 

If you want ONE  physician,  instead  of TWO, to decide  whether  you are 
incapacitated, write your  initials in the  box to the right. 

4. Agent's  Powers. I grant to my  Agent full authority to: 

A. Give consent  to, prohibit or withdraw any type of  health  care,  medical  care, 
treatment  or procedure,  even if my  death may  result; 

If you wish to AUTHORIZE your  Agent to direct a health care provider to 

El Initials 

withhold or withdraw artificially  supplied nutrition and hydration 
(including tube feeding of food and  water), write your  initials in the  box 
to the right. 

If you  DO  NOT WISH TO AUTHORIZE your  Agent to direct a health care 
provider to withhold or withdraw artificially  supplied nutrition and 
hydration (including tube  feeding of food and  water), write your  initials 
in the  box to the right. 

E l  Initials 

B. Make  all  necessary  arrangements for health care  services on  my behalf,  and to hire 
and  fire  medical personnel  responsible for my care; 

C. Move me into or out of  any health care facility (even if against  medical  advice) to 
obtain compliance with the decisions  of my Agent;  and 

D.  Take  any other  action necessary to do what I authorize here, including (but  not 
limited to) granting any  waiver  or  release from liability required by any  health  care 
provider,  and  taking any legal  action at  the expense  of my estate to enforce  this  Durable 
Power  of Attorney. 

5. Agent's Financial Liability and Compensation. My Agent  acting  under  this  Durable 
Power  of Attorney will incur no personal  financial liability. My Agent  shall not be entitled 
to compensation  for services performed  under  this  Durable Power  of Attorney, but my 
Agent  shall  be entitled to reimbursement for all reasonable  expenses incurred as a result 
of  carrying out any provision  hereof. 
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Part 11. Health Care Directive m 
If  you  DO NOT WISH to make a health  care  directive, write  your  initials in 

I make  this  HEALTH CARE DIRECTIVE ("Directive") to exercise  my right to determine  the 
course  of  my  health  care  and to provide  clear  and  convincing  proof  of  my  wishes  and 
instructions  about  my  treatment. 

If I am  persistently  unconscious  or  there is no  reasonable  expectation  of  my  recovery 
from a seriously  incapacitating  or  terminal  illness  or  condition, I direct that all of the  life- 
prolonging procedures  which I have initialed  below be withheld or  withdrawn. 

the  box to the  right,  and  go to Part Ill. 1 Initials I 

. , .  . ,  

of food and  water) . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  

I want  the  following  life-prolonging procedures to be withheld or  withdrawn: 

r 
surgery  or  other  invasive  procedures ............................ 
heart-lung  resuscitation (CPR) ................................. 

Initials 

Initials 
antibiotic ................................................. 

Initials 

dialysis .............................. ..................... 
Initials 

mechanical ventilator  (respirator) .............................. 
Initials 

chemotherapy ............................................. 
Initials 

radiation  therapy ........................................... 
Initials 

Initials 
all other  "life-prolonging"  medical  or  surgical procedures that are 
merely  intended to keep  me  alive without reasonable  hope  of 
improving  my  condition  or  curing my  illness  or injury . . . . . . . . . . . . . . .  

However, if my  physician  believes that any life-prolonging  procedure  may  lead to 
significant  recovery, I direct  my  physician to try the  treatment  for a reasonable period of 
time.  If it does not improve  my  condition, I direct  the  treatment be withdrawn even if it 
shortens  my  life. I also direct that I be  given  medical  treatment to relieve pain  or to 
provide  comfort,  even  if  such  treatment might shorten  my  life,  suppress  my  appetite  or 
my  breathing,  or  be  habit-forming. 

IF I HAVE NOT DESIGNATED AN AGENT IN THE  DURABLE  POWER  OF  AlTORNEY,  THIS DOCUMENT 
IS MEANT TO BE IN FULL  FORCE AND EFFECT AS MY HEALTH  CARE  DIRECTIVE. 
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Part III. General  Provisions  Included in the  Directive 
and Durable  Power of Attorney 
YOU  MUST SIGN THIS  DOCUMENT IN THE  PRESENCE OF TWO WITNESSES. 

IN WITNESS  WHEREOF, I have  executed this document  this day  of 
A 19-. 

Signature 

Print  Name 

Address 

The  person  who  signed  this  document is of  sound mind and voluntarily signed  this 
document in our  presence.  Each of the  undersigned  witnesses is a t  least eighteen years  of 
age. 

Signature  Signature 

Print  Name  Print  Name 

Address  Address 

.=q,m.., . ’ X ~  .,-.-.,.- ..:-:.. - - , <  I . - . s . ” . - i l  . , ,  x . \ .  

ONLY  REQUIRED  FOR PART I - DURABLE  POWER OF ATTORNEY 

STATE OF MISSOURI 1 

On  this  day  of , 19 , before  me  personally  appeared 
, to me known to be  the  person  described in and  who  executed 

the  foregoing  instrument and  acknowledged that he/she  executed the same as his/her 
free act and  deed. 

IN WITNESS  WHEREOF, I have hereunto set my  hand  and  affixed  my  official seal in the 
County of , State of  Missouri, the day  and  year first above written. 

Notary  Public 

My Commission  Expires: 
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Sample Living Will 

Declaration made this day of ,19-. 

1, , willfully and voluntarily make known my desire 
that my dying not be  artificially prolonged under the circumstances set 
forth below, and I do hereby declare: 

If at  any time I have a terminal condition and if my attending or treating 
physician and another consulting physician have determined that there is 
no medical  probability of my  recovery  from such condition, I direct that 
life-prolonging procedures be withheld or withdrawn when the applica- 
tion of such procedures would serve only to prolong artificially the process 
of dying, and that I be permitted to die naturally with only the administra- 
tion of medication or the performance of any medical procedure deemed 
necessary  to provide me with comfort  care  or  to alleviate pain. 

It is my intention that this declaration be honored by  my  family and physi- 
cian as the final expression of my  legal right to refuse medical or surgical 
treatment and to  accept the consequences for such refusal. 

In the event that I have been determined to  be unable to provide express 
and informed consent regarding the withholding, withdrawal, or continu- 
ation of life-prolonging procedures, I wish to designate, as my surrogate to 
carry out the provisions of this declaration: 

Name: 

Address: 

Zip Code: 

Phone: 
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I wish to designate the following person as my alternate surrogate, to carry 
out  the provisions of this declaration should my surrogate be unwilling or 
unable to  act on my behalf 

Name: 

Address: 

Zip Code: 

Phone: 

Additional instructions (optional): 

I understand the full importance of this declaration, and I am emotionally 
and mentally competent to make this declaration. 

Signed: 

Witness 1: 

Signed: 

Address: 

Witness 2: 

Signed: 

Address: 
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Sample  Designation of Health Care  Surrogate 
Name: 

(Last) (First) (Middle Itfitid) 

In the event that I have been determined to be incapacitated to provide 
informed consent for  medical treatment and surgical and diagnostic pro- 
cedures, I wish to designate as my surrogate for health care decisions: 

Name: 

Address: 

Zip Code: 

Phone: 

If my surrogate is unwilling or unable to perform his duties, I wish to des- 
ignate as my alternate surrogate: 

Name: __ 

Address: 

Zip Code: 

Phone: 

I fully understand  that this designation will permit my designee to make 
health care decisions and to provide, withhold, or withdraw consent on 
my  behalf; to apply for public benefits to defray the cost of health care; and 
to authorize my admission to or transfer from a health care facility. 
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Additional instructions (optional): 

I further affirm that this designation is not being made as a condition of 
treatment or admission to a health care facility. I will  notify and send a 
copy of this document to the following persons other than my surrogate, 
so they may know who my surrogate is: 

Name: 

Address: 

Name: 

Address: 

Signed: 

Date: 

Witness 1: 

Signed 

Address 

Witness 2: 

Signed: 

Address: 

Courtesy of Choice 0 1  Dying, 200 Varick Street, New York, NY 10014 



Patient 
Self-Determination  Act 

UNITED  STATES  CODE 
TITLE 42. THE  PUBLIC  HEALTH  AND  WELFARE 

CHAPTER  7-SOCIAL  SECURITY 
SUBCHAPTER  XVIII-HEALTH  INSURANCE  FOR  AGED  AND 

DISABLED 
PART  C-MISCELLANEOUS  PROVISIONS 

s 1395cc. Agreements with providers of services 

(a) Filing of agreements; eligibility  for payment; charges with respect to 
items and services 

(1) Any provider of services (except a fund designated for purposes of sec- 
tion 1395f(g) and section 1395n(e) of this title) shall be qualified to partici- 
pate  under this subchapter and shall be eligible  for payments under this 
subchapter if it files with the Secretary an agreement- 

(A) not to charge,  except as  provided in paragraph (2), any  individual 
or any other person for items or services for which such individual is enti- 
tled to have payment made  under this subchapter (or for which he would 
be so entitled if such provider of services had complied with the proce- 
dural  and other requirements under or pursuant to this subchapter or for 
which such provider is paid  pursuant to the provisions of section  1395f(e) 
of this title), 

(B) not to charge any  individual  or  any other person for items or ser- 
vices  for which such individual is not entitled to have payment made 
under this subchapter because payment for expenses incurred for such 
items or services may not be made by reason of the provisions of para- 
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graph (1) or (9) of section 1395y(a) of this title, but only if (i) such  individ- 
ual was  without  fault  in  incurring  such  expenses  and  (ii)  the Secretary’s 
determination  that  such  payment  may  not  be  made for such  items and  ser- 
vices was  made after the  third year following the  year  in  which notice of 
such  payment  was  sent  to  such  individual; except that  the Secretary may 
reduce  such  three-year  period to not less than  one year if he  finds  such 
reduction is consistent  with  the objectives of this  subchapter, 

(C) to  make  adequate  provision for return  (or  other disposition, in 
accordance  with  regulations) of any  moneys incorrectly collected from 
such  individual  or  other  person, 

(D) to promptly notify the Secretary of its  employment of an  individ- 
ual  who,  at  any time during the year preceding  such  employment, was 
employed in a  managerial,  accounting,  auditing,  or  similar  capacity  (as 
determined  by the Secretary by regulation)  by  an  agency  or  organization 
which serves  as a fiscal intermediary or carrier (for purposes of part A or 
part B, or both, of this  subchapter)  with  respect to the  provider. 

(E) to release data  with  respect to patients of such  provider  upon 
request  to an organization  having  a  contract  with  the Secretary under  part 
B of subchapter XI of this  chapter  as  may be necessary (i)  to allow such 
organization to carry out its functions under  such contract,  or (ii) to allow 
such  organization  to  carry  out  similar review functions under any  contract 
the  organization  may  have  with  a  private  or  public agency paying for 
health care in the same area  with  respect to patients  who  authorize release 
of such  data for such  purposes, 

(F)(i) in the case of hospitals  which  provide  inpatient  hospital services 
for which payment may be  made  under subsection (b), (c), or (d) of section 
1395ww of this title, to maintain  an  agreement  with  a professional stan- 
dards review organization (if there is such an organization in existence in 
the area  in  which  the  hospital is located)  or  with  a  utilization and quality 
control peer review organization  which  has  a contract with  the Secretary 
under  part B of subchapter XI of this chapter for the area in which  the hos- 
pital is located, under which  the  organization will perform  functions under 
that  part  with respect to  the review of the  validity of diagnostic  information 
provided by such  hospital, the completeness,  adequacy, and quality  of  care 
provided,  the  appropriateness of admissions and discharges, and the  ap- 
propriateness of care provided for which additional  payments  are  sought 
under section 1395ww(d)(5) of this title, with respect to  inpatient  hospital 
services for which  payment may be made  under  part A of this subchapter 



(and for purposes of payment  under this subchapter,  the cost of such agree- 
ment to the hospital shall be considered a cost incurred by such  hospital in 
providing  inpatient services under  part A of this subchapter,  and (I) shall 
be paid directly by the Secretary to such  organization on behalf of such hos- 
pital in accordance with a rate per review established by the Secretary, (11) 
shall be transferred from the Federal Hospital Insurance Trust Fund, with- 
out regard to amounts  appropriated in advance in appropriation Acts,  in 
the  same  manner as transfers are  made  for  payment  for services provided 
directly to beneficiaries, and (111) shall not be less in the  aggregate for a fis- 
cal year than  the  aggregate  amount  expended in fiscal year 1988 for direct 
and  administrative costs (adjusted for inflation and for any  direct or admin- 
istrative costs incurred  as  a result of review functions added with respect to 
a subsequent fiscal year)  of  such reviews), 

(ii) in  the case of hospitals, rural  primary care hospitals, skilled nursing 
facilities, and  home  health agencies, to maintain  an  agreement  with a uti- 
lization and  quality  control peer review organization  (which  has a contract 
with  the Secretary under  part B of subchapter XI of this chapter for the 
area in which  the  hospital, facility, or agency is located) to perform  the 
functions described in paragraph  (3)(A), 

(G) in the case of hospitals which provide  inpatient  hospital services 
for which  payment may be made  under subsection (b) or (d) of section 
1395ww of this title, not to charge  any  individual  or  any  other  person for 
inpatient  hospital services for which such  individual  would be entitled to 
have  payment  made  under  part A of this subchapter but for a denial  or 
reduction of payments  under section 1395ww(f)(2) of this title, 

(H) in the case of hospitals  which  provide services for which  payment 
may be made  under this subchapter and in the case of rural  primary care 
hospitals which provide  rural  primary care hospital services, to have all 
items and services (other  than physicians’ services as defined in regula- 
tions for purposes of section 1395y(a)(14) of this title, and other  than  ser- 
vices described by section 1395x(s)(2)(K)(i) of this title or 1395x(s)(2)(K)(iii) 
of this title, certified nurse-midwife services, qualified psychologist ser- 
vices, and services of a certified registered nurse  anesthetist) (i) that  are 
furnished to an  individual  who is a patient of the hospital, and  (ii) for 
which  the  individual is entitled to have  payment  made  under this sub- 
chapter,  furnished by the  hospital or otherwise under  arrangements (as 
defined  in section 1395x(w)(l) of this title) made by the  hospital, 

(I) in the case of a hospital  or  rural  primary care hospital- 
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(i) to adopt  and enforce a policy to ensure compliance with the require- 
ments of section 1395dd of this title and to meet the requirements of such 
section, 

(ii) to maintain medical and other records related to individuals trans- 
ferred to or from the hospital for a period of five years from the date of the 
transfer, and 

(iii) to maintain a list of physicians who are on call  for duty after the 
initial examination to provide treatment necessary  to stabilize an individ- 
ual with an emergency medical condition; [FNl] 

(J) in the case of hospitals which provide inpatient hospital services for 
which payment may be made  under this subchapter, to be a participating 
provider of medical care under  any health plan contracted for under sec- 
tion 1079 or 1086 of Title 10, or under section 1713 of Title 38, in accordance 
with admission practices, payment methodology, and  amounts  as pre- 
scribed under joint regulations issued by the Secretary and by the Secre- 
taries of Defense and Transportation, in implementation of sections 1079 
and 1086 of Title 10, 

(K) not to charge any  individual  or  any other person for items or ser- 
vices  for which payment under this subchapter is denied under section 
1320~-3(a)(2) of this title by reason of a determination under section 1320c- 
3(a)(l)(B) of this title, 

(L) in the case of hospitals which provide inpatient hospital services 
for which payment may be made  under this subchapter, to be a participat- 
ing provider of medical care under section  1703 of Title 38, in accordance 
with such admission  practices, and such  payment  methodology and amounts, 
as are prescribed under joint regulations issued by the Secretary and by 
the Secretary of Veterans Affairs in implementation of such section, 

(M) in the case of hospitals, to provide to  each individual who is  enti- 
tled  to  benefits under  part A of this subchapter (or to a person acting on the 
individual’s behalf), at or about the time of the individual’s admission as an 
inpatient to the hospital, a written statement (containing such language as 
the Secretary  prescribes  consistent with this paragraph) which  explains- 

(i) the individual‘s rights to benefits for inpatient hospital services and 
for post-hospital services under this subchapter, 

(ii) the circumstances under which such an individual will and will not 
be liable  for charges for continued stay in the hospital, 

(iii) the individual’s right to appeal denials of benefits for continued 
inpatient hospital services, including the practical steps to initiate such an 
appeal, and 
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(iv) the individual’s liability  for payment for  services if such a denial of 
benefits is upheld  on appeal, and which provides such additional informa- 
tion as the Secretary may specify, 

(N) in the case of hospitals and rural primary care hospitals- 
(i) to make available to its patients the directory or directories of par- 

ticipating physicians (published under section 1395u(h)(4) of this title) for 
the area served by the hospital or rural primary care hospital, 

(ii) if hospital personnel (including staff of any emergency or outpa- 
tient department) refer a patient to a nonparticipating physician for fur- 
ther medical care on  an  outpatient basis, the personnel must inform the 
patient that the physician is a nonparticipating physician and, whenever 
practicable, must identify at least one qualified participating physician 
who is listed in such a directory and from whom the patient may receive 
the necessary  services, 

(iii) to post conspicuously in any emergency department  a sign (in a 
form specified by the Secretary) specifying rights of individuals  under sec- 
tion 1395dd of this title with respect to examination and treatment for 
emergency medical conditions and women in labor, and 

(iv) to post conspicuously (in a form  specified  by the Secretary) infor- 
mation indicating whether or not the hospital participates in the medicaid 
program under  a State plan approved  under subchapter XIX of this chap- 
ter, and [FN2] 

(0) in the case of hospitals and skilled nursing facilities,  to  accept as 
payment in full for inpatient hospital and extended care services that are 
covered under this subchapter and are furnished to any  individual en- 
rolled with an eligible organization (i)  with  a risk-sharing contract under 
section 1395mm of this title, under section 1395mm(i)(2)(A) of this title (as 
in effect  before February 1, 1985), under section 1395b-l(a) of this title, or 
under section 222(a) of the Social  Security Amendments of 1972, and (ii) 
which does not have a contract establishing payment amounts  for services 
furnished to members of the organization the amounts (in the case of hos- 
pitals) or limits (in the case of skilled nursing facilities) that would be 
made  as  a payment in full under this subchapter if the individuals were 
not so enrolled; [FNl] 

(P) in the case of home health agencies which provide home health ser- 
vices  to individuals entitled to benefits under this subchapter who require 
catheters, catheter supplies, ostomy bags, and supplies related to ostomy 
care (described in section 1395x(m)(5) of this title), to offer to furnish  such 
supplies to such an  individual  as  part of their furnishing of home health 
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services, and (Q) in the case of hospitals, skilled nursing facilities, home 
health agencies, and hospice programs, to comply with the requirement of 
subsection (f) of this section (relating to maintaining written policies and 
procedures respecting advance directives). 

In the case of a hospital which has an agreement in  effect  with  an orga- 
nization described in subparagraph (F), which organization’s contract 
with the Secretary under  part B of subchapter XI of this chapter is termi- 
nated  on or after October  1,1984, the hospital shall not be determined to be 
out of compliance with the requirement of such subparagraph  during  the 
six month period beginning on  the  date of the termination of that contract. 

(2)(A) A provider of services may charge such individual or other 
person (i) the amount of any deduction or coinsurance amount imposed 
pursuant to section 1395e(a)(l), (a)(3), or (a)(4), section 13951(b),  or section 
1395x(y)(3) of this title with respect to such items and services (not in 
excess of the amount customarily charged for such items and services by 
such provider), and (ii) an amount equal to 20 per centum of the reason- 
able charges for such items and services (not  in excess of  20 per centum of 
the amount customarily charged for such items and services by such 
provider) for which payment is made  under  part B of this subchapter or 
which are durable medical equipment furnished as home health services 
(but in the case of items and services furnished to individuals  with  end- 
stage renal  disease, an amount equal to 20 percent of the estimated amounts 
for such items and services calculated on the basis established by the Sec- 
retary). In the case of items and services described in section 13951(c)  of 
this title, clause (ii) of the preceding sentence shall be applied by substitut- 
ing for 20 percent the proportion which is appropriate  under  such section. 
A provider of services may not impose a charge under clause (ii) of the 
first sentence of this subparagraph  with respect  to items and services 
described in section 1395x(s)(lO)(A) of this title, and  with respect to clinical 
diagnostic laboratory tests for which payment is made  under  part B of this 
subchapter. Notwithstanding the first sentence of this subparagraph, a 
home health agency may charge such an individual or person, with 
respect to covered items subject  to payment under section  1395m(a) of this 
title, the amount of any deduction imposed under section 13951(b) of this 
title and 20 percent of the payment basis described in section 1395m(a) 
(1)(B) of this title. 

(B) Where a provider of services has  furnished, at the request of  such 
individual, items or services which are in excess of or more expensive 
than  the items or services with respect to which payment may be made 
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under this subchapter, such provider of services may also charge such 
individual or other person for such  more expensive items or services to 
the extent that the amount customarily charged by it for the items or  ser- 
vices furnished at  such request exceeds the amount customarily charged 
by it for the items or services with respect to which payment may be made 
under this subchapter. 

(C) A provider of services may in accordance with its customary prac- 
tice also appropriately charge any such individual for any whole blood (or 
equivalent quantities of packed red blood cells, as defined under regula- 
tions) furnished him with respect to which a deductible is imposed under 
section 1395e(a)(2) of this title,  except that (i) any excess of such charge 
over the cost  to such provider for the blood (or equivalent quantities of 
packed red blood  cells, as so defined) shall be deducted from any payment 
to such provider under this subchapter, (ii) no such charge may be im- 
posed for the cost of administration of such blood (or equivalent quantities 
of packed red blood  cells, as so defined), and (iii) such charge may not be 
made to the extent such blood (or equivalent quantities of packed red 
blood cells, as so defined) has been replaced on behalf of such individual 
or arrangements have been made for its replacement on his behalf. For 
purposes of this subparagraph, whole blood (or equivalent quantities of 
packed red blood  cells, as so defined) furnished an  individual shall be 
deemed replaced when the provider of services is given one pint of blood 
for each pint of blood (or equivalent quantities of packed red blood cells, 
as so defined) furnished such individual  with respect to which a deduction 
is imposed under section 1395e(a)(2) of this title. 

(D) Where a provider of services customarily furnishes items or ser- 
vices which are in excess of or more expensive than the items or services 
with respect to which payment may be made  under this subchapter, such 
provider, notwithstanding the preceding provisions of this paragraph, 
may not, under the authority of subparagraph (B)(ii) of this paragraph, 
charge any individual or other person any  amount for such items or ser- 
vices in excess of the amount of the payment which may otherwise be 
made for such items or services under this subchapter if the admitting 
physician has a direct or indirect financial interest in such provider. 

(3)(A) Under the agreement required under  paragraph  (l)(F)(ii), the 
peer review organization must perform functions (other than those cov- 
ered  under an agreement under  paragraph (l)(F)(i)) under the third sen- 
tence of section 1320~-3(a)(4)(A) of this title and  under section 1320~-3(a) 
(14) of this title with respect  to  services, furnished by the hospital, rural 
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primary care hospital, facility, or agency involved, for which payment 
may  be made  under this subchapter. 

(B) For purposes of payment under this subchapter, the cost of such an 
agreement to the hospital, rural primary care hospital, facility, or agency 
shall be considered a cost incurred by such hospital, rural primary care 
hospital, facility, or agency in providing covered services under this sub- 
chapter and shall be paid directly by the Secretary  to the peer review orga- 
nization on behalf of such hospital, rural  primary care hospital, facility, or 
agency  is accordance with  a schedule established by the Secretary. 

(C) Such  payments- 
(i) shall be transferred in appropriate proportions from the Federal 

Hospital Insurance Trust Fund and from the Federal Supplementary Med- 
ical Insurance Trust Fund, without regard to amounts  appropriated  in  ad- 
vance in appropriation Acts,  in the same manner as transfers are  made for 
payment for services provided directly to  beneficiaries, and 

(ii) shall not be  less  in the aggregate for a fiscal  year- 
(I) in the case of hospitals, than the amount specified in para- 

graph(l)(F)(i)(III),  and 
(11) in the case of facilities, rural primary care hospitals, and agencies, 

than the amounts the Secretary determines to  be  sufficient  to  cover the 
costs of such organizations’ conducting the activities described in subpara- 
graph (A) with respect to such facilities, rural primary care hospitals, or 
agencies under  part B of subchapter XI of this chapter. 

(b) Termination or nonrenewal of agreements 
(1) A provider of services  may terminate an agreement with the Secre- 

tary under this section at such time and  upon  such notice to the Secretary 
and the public as may be provided in regulations, except that notice of 
more than six months shall not be required. 

(2) The  Secretary may refuse to enter into an agreement under this sec- 
tion  or, upon such reasonable notice  to the provider and the public as may 
be specified in regulations, may refuse to renew or may terminate such an 
agreement after the Secretary- 

(A) has determined that the provider fails  to comply substantially with 
the provisions of the agreement, with  the provisions of this subchapter 
and regulations thereunder, or with a corrective action required under sec- 
tion 1395ww(f)(2)(B) of this title, 

(B) has determined that the provider fails substantially to meet the 
applicable provisions of section 1395x  of this title, or 
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(C) has excluded the provider from participation in a program under 
this subchapter pursuant to section 1320a-7 or section  1320a-7a of this title. 

(3) A termination of an agreement or a refusal to renew an agreement 
under this subsection shall become  effective on the same date  and  in  the 
same manner as an exclusion  from participation under the programs under 
this subchapter becomes  effective under section 1320a-7(c) of this title. 

(c)  Refiling after termination or nonrenewal; notice of termination or 
nonrenewal 

(1) Where the Secretary has terminated or has refused to renew an 
agreement under this subchapter with a provider of services, such pro- 
vider may not file another agreement under this subchapter unless the Sec- 
retary finds that the reason for the termination or nonrenewal has been 
removed and that there is reasonable assurance that it  will not recur. 

(2) Where the Secretary has terminated or has refused to renew an 
agreement under this subchapter with a provider of services, the Secretary 
shall promptly notify  each State agency which administers or supervises 
the administration of a State plan approved  under subchapter XIX of this 
chapter of such termination or nonrenewal. 

(d) Decision  to withhold payment for failure to review long-stay cases 
If the Secretary finds that there is a substantial failure to make timely 

review in accordance with section 1395x(k) of this title of long-stay cases in 
a hospital, he may, in lieu of terminating his agreement with such hospital, 
decide that, with respect to any individual admitted to such hospital after 
a subsequent date specified  by  him, no payment shall be made  under this 
subchapter for inpatient hospital services (including inpatient psychiatric 
hospital services) after the 20th day of a continuous period of such ser- 
vices.  Such decision may be made effective only after such notice  to the 
hospital and to the public, as may be prescribed by regulations, and its 
effectiveness shall terminate when the Secretary finds that the reason 
therefor has been removed and  that there is reasonable assurance that it 
will not recur. The Secretary shall not make any such decision except after 
reasonable notice and  opportunity for hearing to the institution or agency 
affected thereby. 

(e) ”Provider of services” defined 
For purposes of this section, the term “provider of services’’ shall 

i n c l u d e  
(1) a clinic, rehabilitation agency, or public health agency if, in the case 

of a clinic or rehabilitation agency, such clinic or agency meets the require- 



ments of section 1395x(p)(4)(A) of this title (or  meets  the  requirements of 
such section through  the  operation of section (1395x(g) of this title),  or if, in 
the case of a public health agency, such agency meets  the  requirements of 
section 1395x(p)(4)(B) of this title (or meets the  requirements of such sec- 
tion through  the  operation of section 1395x(g) of this title), but only  with 
respect to the  furnishing of outpatient physical therapy services (as therein 
defined) or (through  the  operation of section 1395x(g) of this title) with 
respect to the  furnishing of outpatient occupational therapy services; and 

(2) a community mental health center (as defined in section 1395x(ff) 
(3)(B) of this title), but only with respect to the furnishing of partial hospi- 
talization services (as described in section 1395x(ff)(l) of this title). 

(f) Maintenance of written policies and  procedures 
(1) For purposes of subsection (a)(l)(Q) of this section and sections 

1395i-3(c)(2)(E),  13951(s), 1395mm(c)(8), and 1395bb(a)(6) of this title, the 
requirement of this subsection is that  a  provider of services or prepaid or 
eligible organization (as the case may be)  maintain  written policies and 
procedures  with respect to all adult  individuals receiving medical care by 
or  through  the  provider  or organization- 

(A) to provide  written  information to each such  individual concern- 
ing- 

(i) an individual’s  rights  under State law (whether  statutory  or  as rec- 
ognized by the  courts of the State) to make decisions concerning such 
medical care, including  the  right to accept or refuse medical or surgical 
treatment and the right to formulate  advance directives (as defined in 
paragraph (3)), and 

(ii)  the  written policies of the  provider or organization respecting the 
implementation of such rights; 

(B) to document  in  the  individual’s medical record whether or not  the 
individual  has executed an advance directive; 

(C) not to condition  the  provision of care or  otherwise  discriminate 
against  an  individual  based on  whether or not  the  individual  has executed 
an advance directive; 

(D) to ensure compliance with  requirements of State law (whether 
statutory of as recognized by the  courts of the State) respecting advance 
directives at facilities of the  provider  or  organization; and 

(E) to provide  (individually  or  with  others) for education for  staff  and 
the  community on issues concerning advance directives. 

Subparagraph (C) shall not be construed as requiring  the  provision of 
care which conflicts with  an  advance directive. 



(2) The written  information  described in paragraph (1)(A) shall be pro- 
vided to an  adult individual- 

(A)  in  the case of a hospital, at the  time of the  individual’s  admission as 
an inpatient, 

(B) in  the case of a skilled nursing facility, at  the time of the  individ- 
ual’s admission as a resident, 

(C) in the case of a home  health agency, in advance of the  individual 
coming under the care of the agency, 

(D) in the case of a hospice program,  at  the time of initial receipt of hos- 
pice care by the  individual  from  the  program,  and 

(E) in  the case of an eligible organization (as defined in section 1395 
mm(b) of this title) or an organization  provided  payments under section 
13951(a)(l)(A) of this title, at  the time of enrollment of the  individual  with 
the  organization. 

(3) In this subsection, the  term  “advance  directive”  means a written 
instruction, such as a living will or  durable  power of attorney for health 
care, recognized under State law  (whether  statutory or as recognized by 
the  courts of the  State) and relating to the provision of such care when  the 
individual is incapacitated. 

(g) Penalties for improper billing 
Except as permitted  under subsection (a)(2) of this section, any  person 

who knowingly and willfully presents, or causes to be presented, a bill or 
request for payment inconsistent with an  arrangement  under subsection 
(a)(l)(H) of this section or in violation of the  requirement for such an  ar- 
rangement, is subject to a civil money  penalty of not to exceed $2,000. The 
provisions of section 1320a-7a of this title (other  than  subsections (a) and 
(b)) shall apply to a civil money  penalty under the  previous  sentence in the 
same  manner as such  provisions  apply to a penalty  or  proceeding  under 
section 1320a-7a(a) of this title. 

(h) Dissatisfaction with  determination of Secretary; appeal by institu- 
tions or agencies; single notice and hearing 

(1) Except as provided in paragraph (2), an institution  or agency dis- 
satisfied with a determination by the Secretary that it is not a provider of 
services or with a determination  described  in subsection (b)(2) of this sec- 
tion shall be entitled to a hearing  thereon by the Secretary (after reasonable 
notice) to the  same extent as is provided in section 405(b) of this title, and 
to judicial review of the Secretary’s final decision after such  hearing as is 
provided in section 405(g) of this title, except that,  in so applying  such sec- 
tions and in applying section 405(1)  of this title thereto, any reference 
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therein to the Commissioner of Social  Security or the Social  Security Ad- 
ministration shall be considered a reference  to the Secretary or the Depart- 
ment of Health and  Human Services respectively”. 

(2) An institution or agency is not entitled to separate notice and 
opportunity for a hearing under both section  1320a-7 of this title and this 
section with respect  to a determination or determinations based on the 
same underlying facts and issues. 

(i) Intermediate sanctions for psychiatric hospitals 
(1) If the Secretary determines that  a psychiatric hospital which has an 

agreement in effect under this section no longer meets the requirements 
for a psychiatric hospital under this subchapter and further finds that the 
hospital’s  deficiencies- 

(A) immediately jeopardize the health and safety of its patients, the 
Secretary shall terminate such agreement; or 

(B) do not immediately jeopardize the health and safety of its patients, 
the Secretary may terminate such agreement, or provide that no payment 
will be made  under this subchapter with respect  to any  individual  admit- 
ted to such hospital after the effective date of the finding, or both. 

(2) If a psychiatric hospital, found to have deficiencies described in 
paragraph (l)(B), has not complied with the requirements of this subchap- 
ter- 

(A) within 3 months after the date the hospital is found to  be out of 
compliance with such requirements, the Secretary shall provide that no 
payment will  be made  under this subchapter with respect  to any individ- 
ual  admitted to such hospital after the end of such 3-month period, or 

(B) within 6 months after the date the hospital is found to  be out of 
compliance with  such requirements, no payment may be made  under this 
subchapter with respect  to any individual in the hospital until the Secre- 
tary finds that the hospital is in compliance with the requirements of this 
subchapter. 
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REVIEW  ACTIVITIES 
Current  through P.L. 104-37, approved 10-21-95 

CHAPTER  117-ENCOURAGING  GOOD  FAITH  PROFESSIONAL 

s 11101. Findings 

The Congress finds the following: 
(1) The increasing occurrence of medical malpractice and the need to 
improve the quality of medical care have become nationwide problems 
that warrant greater efforts than those that can  be undertaken by any  indi- 
vidual State. 
(2) There is a national need to restrict the ability of incompetent physicians 
to move from State to State without disclosure or discovery of the physi- 
cian’s previous damaging or incompetent performance. 
(3) This nationwide problem can  be remedied through effective profes- 
sional peer review. 
(4) The threat of private money damage liability under Federal laws, 
including treble damage liability under Federal antitrust law, unreason- 
ably discourages physicians from participating in effective professional 
peer review. 
(5) There is an overriding national need to provide incentive and protec- 
tion for physicians engaging in effective professional peer review. 
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SUBCHAPTER  I-PROMOTION OF PROFESSIONAL REVIEW 
ACTIVITIES 

s 11111. Professional review 

(a) In general 

(1) Limitation on damages for professional review actions 

If a professional review  action (as defined in section  11151(9) of this title) 
of a professional review body meets all the  standards specified in section 
11112(a) of this title,  except as provided in subsection (b) of this section- 

(A) the professional review body, 
(B) any person acting as a member or staff  to the body, 
(C) any person under a contract or other formal agreement with  the 

(D) any person who participates with or assists the body with respect 
body, and 

to the action. 

shall not be liable in damages under any law of the United States or of any 
State (or political subdivision thereof) with respect  to the action. The pre- 
ceding sentence shall not apply to damages under  any law of the United 
States or any State relating to the civil rights of any person or persons, 
including the Civil  Rights Act  of 1964,42 U.S.C.  2000e, et seq. and the Civil 
Rights  Acts, 42 U.S.C.  1981, et seq. Nothing in this paragraph shall prevent 
the United States or any Attorney General of a State  from bringing an 
action, including an action under section 15c  of Title  15, where such an 
action  is otherwise authorized. 

(2) Protection for those providing information to  professional  review bodies 

Notwithstanding any other provision of law, no person (whether  as a wit- 
ness or otherwise) providing information to a professional review body 
regarding the competence or professional conduct of a physician shall be 
held, by reason of having provided such information, to be  liable in  dam- 
ages under  any law of the United States or of any State (or political subdi- 
vision thereof) unless such information is false and the person providing it 
knew that such information was false. 

(b) Exception 

If the Secretary has reason to  believe that a health care entity has failed to 
report information in accordance with section  11133(a) of this title, the Sec- 
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retary shall conduct an investigation. If, after providing notice of noncom- 
pliance, an opportunity to correct the noncompliance, and  an  opportunity 
for  a hearing, the Secretary determines that  a health care entity has failed 
substantially to report information in accordance with section 11133(a) of 
this title, the Secretary shall publish the name of the entity in the Federal 
Register.  The protections of subsection (a)(l) of this section shall not apply 
to an entity the name of which is published in the Federal  Register under 
the previous sentence with respect  to professional review actions of the 
entity commenced during the 3-year period beginning 30 days after the 
date of publication of the name. 

(c) Treatment under State laws 

(1) Professional  review actions taken on or after  October 14,1989 

Except as provided in paragraph (2), subsection (a) of this section shall 
apply to State laws in a State only for professional review actions com- 
menced on or after October  14,1989. 

(2) Exceptions 

(A) State early opt-in 

Subsection (a) of this section shall apply to  State laws in a State for actions 
commenced  before  October 14,  1989, if the State by  legislation  elects such 
treatment. 

(B) Effective date of election 

An election under State law is not effective,  for purposes of [FNl], for 
actions commenced  before the effective date of the State law, which may 
not be earlier than the date of the enactment of that law. 

s 11112. Standards for professional review actions 

(a) In general 

For purposes of the protection set forth in section l l l l l ( a )  of this title, a 
professional review  action must be taken- 

(1) in the reasonable belief that the action was in the furtherance of 
quality health care, 

(2) after a reasonable effort to obtain the facts of the matter, 
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(3) after adequate notice and hearing procedures are afforded to the 
physician involved or after such other procedures as  are fair  to the physi- 
cian under the circumstances, and 

(4) in  the reasonable belief that  the action was  warranted by the facts 
known after such reasonable effort  to obtain facts and after meeting the 
requirement of paragraph (3). 

A professional  review  action shall be presumed to have met the preceding 
standards necessary  for the protection set out in section l l l l l (a )  of this  title 
unless the presumption is rebutted by a preponderance of the evidence. 

(b) Adequate notice and hearing 

A health care entity is deemed to have met the adequate notice and hear- 
ing requirement of subsection (a)(3) of this section with respect to a physi- 
cian if the following conditions are met (or are waived voluntarily by the 
physician): 

(1) Notice of proposed action 

The physician has been given notice  stating- 

against the physician, 
(A)(i) that  a professional review action has been proposed to be taken 

(ii) reasons for the proposed action, 
(B)(i) that the physician has the right to request a hearing on the pro- 

(ii) any time limit (of not less than 30 days) within which to request 

(C) a  summary of the rights in the hearing under  paragraph (3). 

posed action, 

such a hearing, and 

(2) Notice of hearing 

If a hearing is requested on a timely  basis under  paragraph (l)(B), the 
physician involved must  be given notice  stating- 

(A) the place,  time, and date, of the hearing, which date shall not be 
less than 30 days after the date of the notice, and 

(B) a list of the witnesses (if any) expected to  testify at the hearing on 
behalf of the professional review body. 

(3) Conduct of hearing and notice 

If a hearing is requested on  a timely  basis under  paragraph (I)@)- 
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(A) subject  to subparagraph (B), the hearing shall be held (as deter- 

(i) before an arbitrator mutually acceptable  to the physician and the 

(ii) before a hearing officer who is appointed by the entity and  who is 

(iii) before a panel of individuals who are appointed by the entity and 

(B) the right to the hearing may be forfeited if the physician fails, with- 

(C) in the hearing the physician involved has the right- 
(i) to representation by an attorney or other person of the physician’s 

choice, 
(ii) to have a record made of the proceedings, copies of which may be 

obtained by the physician upon payment of any reasonable charges associ- 
ated with the preparation thereof, 

mined by the health care entity)- 

health care entity, 

not in direct economic competition with the physician involved, or 

are not in direct economic competition with the physician involved; 

out good cause, to appear; 

(iii) to call,  examine, and cross-examine witnesses, 
(iv) to present evidence determined to be relevant by the hearing offi- 

(v) to submit a written statement at  the close of the hearing; and 
(D) upon completion of the hearing, the physician involved has the 

(i) to  receive the written recommendation of the arbitrator, officer, or 

(ii) to receive a written decision of the health care entity, including a 

cer, regardless of its admissibility in a court of law, and 

right- 

panel, including a statement of the basis for the recommendations, and 

statement of the basis  for the decision. 

A professional review body’s failure to  meet the conditions described in 
this subsection shall not, in itself, constitute failure to  meet the standards 
of subsection (a)(3) of this section. 

(c) Adequate procedures in investigations or health emergencies 

For purposes of section l l l l l ( a )  of this title, nothing in this section shall be 
construed as- 

(1) requiring the procedures referred to in subsection (a)(3) of this sec- 
tion- 

(A) where there is no adverse professional review action  taken, or 



(B) in the case of a suspension  or restriction of clinical privileges, for a 
period of not longer than 14 days, during which an investigation is being 
conducted to determine  the  need for a professional review action; or 

(2) precluding an  immediate  suspension or restriction of clinical privi- 
leges, subject to subsequent notice and hearing  or  other  adequate proce- 
dures,  where  the failure to take such an action may result  in an imminent 
danger to the  health of any  individual. 

s 11113. Payment of reasonable attorneys’ fees and costs in  defense of suit 

In any  suit  brought  against a defendant, to the  extent  that a defendant  has 
met the  standards set forth under section 11112(a) of this title and  the 
defendant  substantially prevails, the  court shall, at  the conclusion of the 
action, award to a substantially  prevailing  party  defending  against  any 
such claim the cost of the  suit  attributable to such claim, including a rea- 
sonable  attorney’s fee, if the claim, or  the claimant’s conduct during the lit- 
igation of the claim, was frivolous, unreasonable,  without  foundation,  or 
in bad faith. For the  purposes of this section, a defendant shall not be con- 
sidered to have substantially prevailed when the plaintiff obtains an  award 
for damages  or  permanent injunctive or  declaratory  relief. 

s 11114. Guidelines of the Secretary 

The Secretary may establish, after notice and  opportunity for comment, 
such  voluntary  guidelines as may assist the professional review bodies  in 
meeting  the standards described in section 11112(a) of this title. 

s 11115. Construction 

(a) In general 

Except as specifically provided in this subchapter,  nothing in this subchap- 
ter shall be construed as changing  the liabilities or immunities  under law or 
as preempting or overriding  any State law which provides incentives, 
immunities,  or protection for those engaged in a professional review action 
that is in addition to or  greater  than  that  provided by this subchapter 

(b) Scope of clinical privileges 

Nothing  in this subchapter  shall be construed as requiring  health care enti- 
ties to provide clinical privileges to any  or all classes or  types  of  physicians 
or  other licensed health care practitioners. 



(c) Treatment of nurses  and  other  practitioners 

Nothing in this subchapter shall be construed as affecting, or  modifying 
any  provision of Federal or State  law,  with respect to activities of profes- 
sional review bodies  regarding  nurses,  other licensed health care practi- 
tioners, or other  health professionals who  are not physicians. 

(d) Treatment of patient malpractice claims 

Nothing in this chapter shall be  construed as affecting in any  manner  the 
rights and remedies afforded patients under  any provision of Federal or 
State law to seek redress for any  harm  or injury suffered as a result of neg- 
ligent treatment or care by any physician, health care practitioner, or  health 
care entity, or as limiting any defenses or  immunities available to any 
physician, health care practitioner, or health care entity. 

SUBCHAPTER  11-REPORTING OF INFORMATION 

s 11131. Requiring reports on medical malpractice payments 

(a) In general 

Each entity  (including an insurance  company)  which  makes  payment 
under a policy of insurance, self-insurance, or  otherwise in settlement  (or 
partial  settlement) of, or  in satisfaction of a judgment in, a medical mal- 
practice action or claim shall  report, in accordance with section 11134  of 
this title, information respecting the  payment  and circumstances thereof. 

(b) Information to be reported 

The information to be reported under subsection (a) of this section in- 
cludes- 

(1) the  name of any physician or licensed health care practitioner for 
whose benefit the payment is made, 

(2) the amount of the  payment, 
(3) the name (if known) of any  hospital  with  which  the physician or 

practitioner is affiliated or associated, 
(4) a description of the acts or omissions and injuries or illnesses upon 

which  the action or claim was  based, and 
(5) such other  information as the Secretary determines is required for 

appropriate  interpretation of information  reported under this section. 
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(c) Sanctions for failure to report 

Any entity that fails  to report information on a payment required to be 
reported under this section shall be subject to a civil money penalty of not 
more than $10,000 for  each such payment involved. Such penalty shall be 
imposed and collected in the same manner as civil  money penalties under 
subsection (a) of section  1320a-7a of this title are imposed and collected 
under  that section. 

(d) Report on treatment of small payments 

The  Secretary shall study  and report to Congress, not later than two years 
after November 14, 1986, on whether information respecting small pay- 
ments should continue to be required to be reported under subsection (a) 
of this section and whether information respecting all  claims made con- 
cerning a medical malpractice action should be required to be reported 
under such subsection. 

s 11132. Reporting of sanctions taken by Boards of Medical  Examiners 

(a) In general 

(1) Actions  subject  to reporting 

Each  Board of Medical  Examiners- 
(A) which revokes or suspends (or otherwise restricts) a physician’s 

license or censures, reprimands, or places on probation a physician,  for 
reasons relating to the physician’s professional competence or professional 
conduct, or 

(B) to which a physician’s  license is surrendered, 

shall report, in accordance with section 11134  of this title, the information 
described in  paragraph (2). 

(2) Information to be reported 

The information to be reported under  paragraph (1) is- 
(A) the  name of the physician involved, 
(B) a description of the acts or omissions or other reasons (if known) 

(C) such other information respecting the circumstances of the action 
for the revocation, suspension, or surrender of license, and 

or surrender  as the Secretary deems appropriate. 
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(b) Failure  to report 

If, after notice of noncompliance and providing opportunity to  correct 
noncompliance, the Secretary determines that a Board of Medical  Examin- 
ers has failed to report information in accordance with subsection (a) of 
this section, the Secretary shall designate another qualified entity for the 
reporting of information under section 11133  of this title. 

s 11133. Reporting of certain professional review actions taken by health 
care entities 

(a) Reporting by health care entities 

(1) On physicians 

Each health care entity which- 

privileges of a physician for a period longer than 30 days; 
(A) takes a professional review action that adversely affects the clinical 

(B) accepts the surrender of clinical privileges of a physician- 
(i) while the physician is under an investigation by the entity relating 

(ii) in return for not conducting such an investigation or proceeding; or 
(C) in the case of such an entity which is a professional society, takes a 

professional review action which adversely affects the membership of a 
physician in the society, 

shall report to the Board of Medical  Examiners, in accordance with section 
11134(a) of this title, the information described in paragraph (3). 

to  possible incompetence or improper professional conduct, or 

(2) Permissive reporting on other licensed health care practitioners 

A health care entity may report to the Board of Medical  Examiners, in 
accordance with section  11134(a) of this title, the information described in 
paragraph (3)  in the case of a licensed health care practitioner who is not a 
physician, if the entity would be required to report such information 
under  paragraph (1) with respect to the practitioner if the practitioner 
were a physician. 

(3) Information to be reported 

The information to be reported under this subsection is- 
(A) the name of the physician or practitioner involved, 
(B) a description of the acts or omissions or other reasons for the action 

or, if known, for the  surrender,  and 
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(C) such other information respecting the circumstances of the action 
or  surrender  as the Secretary deems appropriate. 

(b) Reporting by  Board  of  Medical  Examiners 

Each  Board of Medical  Examiners shall report, in accordance with section 
11134 of this title, the information reported to it under subsection (a) of this 
section and known instances of a health care entity’s failure to report infor- 
mation under subsection (a)(l) of this section. 

(c) Sanctions 

(1) Health care entities 

A health care entity that fails substantially to  meet the requirement of sub- 
section (a)(l) of this section shall lose the protections of section l l l l l (a)( l )  
of this title if the Secretary publishes the name of the entity under section 
11 11 1 (b) of this title. 

(2) Board of Medical  Examiners 

If, after notice of noncompliance and providing an opportunity to  correct 
noncompliance, the Secretary determines that a Board of Medical  Examin- 
ers has failed to report information in accordance with subsection (b) of 
this section, the Secretary shall designate another qualified entity for the 
reporting of information under subsection (b) of this section. 

(d) References  to  Board of Medical  Examiners 

Any  reference  in this subchapter to a Board of Medical  Examiners  in- 
cludes, in the case of a Board in a State that fails  to  meet the reporting 
requirements of section  11132(a) of this title or subsection (b) of this sec- 
tion, a reference to such other qualified entity as the Secretary designates. 

s 11134. Form of reporting 

(a) Timing and form 

The information required to be reported under sections 11131,  11132(a), 
and 11133  of this title shall be reported regularly (but not less often  than 
monthly) and in such form and manner as the Secretary prescribes. Such 
information shall first be required to be reported on a  date  (not later than 
one year after November 14,1986) specified by the Secretary. 
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(b) To whom reported 

The information required to  be reported under sections 11131,  11132(a), 
and 11133(b) of this title shall be reported to the Secretary, or, in the Secre- 
tary’s discretion, to an  appropriate private or public agency which has 
made suitable arrangements with the Secretary with respect  to receipt, 
storage, protection of confidentiality, and dissemination of the informa- 
tion under this subchapter. 

(c) Reporting to State licensing boards 

(1) Malpractice payments 

Information required to be reported under section 11131 of this title shall 
also be reported to the appropriate State  licensing board (or boards) in the 
State in which the medical malpractice claim arose. 

(2) Reporting to other licensing boards 

Information required to be reported under section 11133(b)  of this title 
shall also be reported to the appropriate State licensing board in the State 
in which the health care entity is  located if it  is not otherwise reported to 
such board  under subsection (b) of this section. 

s 11135. Duty of hospitals to obtain information 

(a) In general 

It is the duty of each hospital to request from the Secretary (or the agency 
designated under section 11134(b) of this title), on  and after the date infor- 
mation is first required to be reported under section 11134(a) of this title)- 

(1) at the time a physician or licensed health care practitioner applies to 
be on the medical staff (courtesy or otherwise) of, or for  clinical privileges 
at, the hospital, information reported under this subchapter concerning 
the physician or practitioner, and 

(2) once every 2 years information reported under this subchapter con- 
cerning any physician or such practitioner who is on the medical staff 
(courtesy or otherwise) of, or has been granted clinical privileges at, the 
hospital. 

[FN1 I 

A hospital may request such information at other times. 
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(b) Failure to obtain information 

With  respect to a medical malpractice action, a hospital which does not 
request information respecting a physician or practitioner as required 
under subsection (a) of this section  is presumed to have knowledge of any 
information reported under this subchapter to the Secretary with respect 
to the physician or practitioner. 

(c) Reliance on information provided 

Each hospital may rely upon information provided to the hospital under 
this chapter and shall not be held liable  for such reliance in the absence of 
the hospital’s knowledge that the information provided was false. 

s 11136. Disclosure and correction of information 

With  respect  to the information reported to the Secretary (or the agency 
designated under section 11134(b) of this title) under this subchapter 
respecting a physician or other licensed health care practitioner, the Secre- 
tary shall, by regulation, provide for- 

(1) disclosure of the information, upon request, to the physician or 
practitioner, and 

(2) procedures in the case of disputed accuracy of the information. 

s 11 137.  Miscellaneous provisions 

(a) Providing licensing boards  and other health care entities with access  to 
information 

The  Secretary (or the agency designated under section  11134(b)  of this 
title) shall, upon request, provide information reported under this sub- 
chapter with respect to a physician or other licensed health care practi- 
tioner to State licensing boards, to hospitals, and to other health care 
entities (including health maintenance organizations) that have entered 
(or may be entering) into an employment or  affiliation relationship with 
the physician or practitioner or to which the physician or practitioner has 
applied for  clinical privileges or appointment to the medical staff. 

(b) Confidentiality of information 

(1) In general 

Information reported under this subchapter is considered confidential and 
shall not be disclosed (other than to the physician or practitioner involved) 
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except with respect to professional review activity, as necessary to carry 
out subsections (b) and (c) of section  11135 of this title (as specified in reg- 
ulations by the Secretary), or in accordance with regulations of the Secre- 
tary promulgated pursuant to subsection (a) of this section. Nothing in this 
subsection shall prevent the disclosure of such information by a  party 
which is otherwise authorized, under applicable State law,  to make such 
disclosure. Information reported under this subchapter that is in a  form 
that  does not permit the identification of any particular health care entity, 
physician, other health care practitioner, or patient shall not be considered 
confidential. The  Secretary (or the agency designated under section 
11134(b) of this title), on application by any person, shall prepare such 
information in such form and shall disclose such information in such form. 

(2) Penalty  for violations 

Any person who violates paragraph (1) shall be  subject  to a civil money 
penalty of not more than $10,000 for  each such violation involved. Such 
penalty shall be imposed and collected in the same manner as civil  money 
penalties under subsection (a) of section  1320a-7a of this title are imposed 
and collected under that section. 

(3) Use of information 

Subject  to paragraph (l), information provided  under section 11135  of this 
title and subsection (a) of this section  is intended to  be used solely with 
respect to  activities in the furtherance of the quality of health care. 

(4)  Fees 

The  Secretary may establish or approve reasonable fees  for the disclosure 
of information under this section or section 11136 of this title. The amount 
of such a fee  may not exceed the costs of processing the requests for dis- 
closure and of providing such information. Such fees shall be available to 
the Secretary (or, in the Secretary’s discretion, to the agency designated 
under section 11134(b) of this title) to  cover such costs. 

(c) Relief from  liability  for reporting 

No person or entity (including the agency designated under section 
11134(b) of this title) shall be held liable in any civil  action with respect  to 
any report made  under this subchapter (including information provided 
under subsection (a) of this section [FNl] without knowledge of the falsity 
of the information contained in the report. 
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(d) Interpretation of information 

In interpreting  information  reported under this subchapter, a payment  in 
settlement of a medical malpractice action  or claim shall  not be construed 
as creating a presumption  that medical malpractice has  occurred. 

SUBCHAPTER  111-DEFINITIONS AND REPORTS 

s 11151. Definitions 

In this chapter: 

(1) The term  ”adversely affecting” includes  reducing, restricting, sus- 
pending, revoking, denying, or failing to renew clinical privileges or  mem- 
bership  in  a  health care entity. 

(2) The term “Board of Medical Examiners” includes a body  compara- 
ble to such  a Board (as determined by the  State)  with responsibility for the 
licensing of physicians and also includes a subdivision of such a Board or 
body. 

(3) The term “clinical privileges” includes privileges, membership on 
the medical staff, and the other circumstances pertaining to the  furnishing 
of medical care under which a physician or  other licensed health care prac- 
titioner is permitted to furnish  such care by a health care entity. 

(4)(A) The term  ”health care entity” means- 
(i) a hospital  that is licensed to provide  health care services by the State 

in  which it is located, 
(ii) an entity  (including a health  maintenance  organization  or group 

medical practice) that  provides  health care services and that follows a for- 
mal peer review process for the  purpose of furthering  quality  health care 
(as determined  under  regulations of the Secretary), and 

(iii) subject to subparagraph (B), a professional society (or  committee 
thereof) of physicians or  other licensed health care practitioners  that fol- 
lows a formal  peer review process for the  purpose of furthering  quality 
health care (as determined under regulations of the Secretary). 

(B) The term  “health care entity”  does  not  include a professional soci- 
ety (or  committee thereof) if, within  the  previous 5 years, the society has 
been found by the Federal Trade  Commission or any  court to have  en- 
gaged in any  anticompetitive practice which  had  the effect of restricting 
the practice of licensed health care practitioners. 
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(5) The term  “hospital”  means  an  entity  described  in  paragraphs (1) 
and (7) of section 1395x(e) of this title. 

(6) The terms “licensed health care practitioner” and “practitioner” 
mean,  with respect to a State, an  individual  (other  than  a  physician)  who is 
licensed or otherwise  authorized by the State to provide  health care ser- 
vices. 

(7) The term ”medical malpractice action  or  claim” means a written claim 
or  demand for payment based on  a  health care provider’s  furnishing (or 
failure to furnish) health care services, and  includes  the filing of a  cause of 
action, based on the  law of tort,  brought in any  court of any State or  the 
United States seeking  monetary  damages. 

(8) The term  ”physician”  means  a  doctor of medicine or osteopathy or 
a doctor of dental  surgery  or medical dentistry legally authorized to prac- 
tice medicine and  surgery  or  dentistry by a State (or  any  individual  who, 
without  authority  holds himself or herself out to be so authorized). 

(9) The term  ”professional review action”  means an action or recom- 
mendation of a professional review body  which is taken or made in the 
conduct of professional review activity, which is based  on  the competence 
or professional conduct of an  individual physician (which  conduct affects 
or could affect adversely  the  health  or welfare of a  patient or patients),  and 
which affects (or  may affect) adversely  the clinical privileges, or member- 
ship  in  a professional society, of the physician. Such term  includes  a for- 
mal decision of a professional review body  not to take an action or  make a 
recommendation  described in the  previous  sentence and also includes 
professional review activities relating to a professional review action. In 
this  chapter, an action is not  considered to be based on the competence or 
professional conduct of a physician if the action is primarily  based on- 

(A) the physician’s association, or lack of association, with a profes- 
sional society or association, 

(B) the physician’s fees or the physician’s advertising or engaging  in 
other  competitive acts intended to solicit or  retain  business, 

(C) the physician’s participation in prepaid group health plans, salaried 
employment,  or any  other  manner of delivering  health services whether 
on  a fee-for-service or other basis, 

(D) a physician’s association with,  supervision of, delegation of 
authority to, support for, training of, or  participation  in  a  private group 
practice with, a member of members of a  particular class of health care 
practitioner  or professional, or 
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(E) any other matter that does not relate to the competence or profes- 

(10) The term "professional review  activity" means an activity of a 

(A) to determine whether the physician may have clinical privileges 

(B) to determine the scope or conditions of such privileges or member- 

(C) to change or modify such privileges or membership. 
(11) The term "professional review body" means a health care entity 

and the governing body or any committee of a health care entity which 
conducts professional review activity, and includes any committee of the 
medical  staff of such an entity when assisting the governing body in a pro- 
fessional review activity. 

(12) The term "Secretary" means the Secretary of Health and  Human 
Services. 

(13) The term "State" means the 50 States, the District of Columbia, 
Puerto Rico, the Virgin Islands, Guam, American  Samoa, and  the Northern 
Mariana Islands. 

(14) The term "State  licensing board" means, with respect to a physi- 
cian or health care provider in a State, the agency of the State which is pri- 
marily responsible for the licensing of the physician or provider to furnish 
health care services. 

s 11152. Reports and memoranda of understanding 

(a) Annual reports to Congress 

The  Secretary shall report to  Congress, annually during the three years 
after November 14,1986, on the implementation of this chapter. 

(b) Memoranda of understanding 

The Secretary of Health and  Human Services shall seek  to enter into mem- 
oranda of understanding  with the Secretary of Defense and the Adminis- 
trator of Veterans'  Affairs to apply the provisions of subchapter I1 of this 
chapter to hospitals and other facilities and health care providers  under 
the jurisdiction of the Secretary or Administrator, respectively. The  Secre- 
tary shall report to Congress, not later than two years after November 14, 
1986, on any such memoranda and  on the cooperation among such offi- 
cials in establishing such memoranda. 

sional conduct of a physician. 

health care entity with respect to an individual physician- 

with respect to, or membership in, the entity, 

ship, or 



The Health Cure Qualify Improvenzenf Act 291 

(c) Memorandum of understanding  with Drug Enforcement Administra- 
tion 

The Secretary of Health and  Human Services shall seek  to enter into  a 
memorandum of understanding  with the Administrator of Drug Enforce- 
ment relating to providing for the reporting by the Administrator to the 
Secretary of information respecting physicians and other practitioners 
whose registration to dispense controlled substances has been suspended 
or revoked under section 824  of Title 21. The Secretary shall report to 
Congress, not later than two years after November 14,1986, on  any  such 
memorandum  and  on the cooperation between the Secretary and the Ad- 
ministrator in establishing such a  memorandum. 

(These  statutes were  reprinted from the U.S. Code. Annotated  with  the  permis- 
sion of West  Publishing.) 
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